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Abstract of the contribution:
The contribution discusses the interaction between LMA and HA to support handover between PMIPv6 and DSMIPv6, which is submitted to CT1#55bis and CT4#40bis.
Discussion

1. Problem Statement

In TS 23.402, it is possible that the UE handover from a PMIPv6 network to a network which doesn’t support network based mobility by using DSMIPv6 as the mobility management protocol, and vice versa. In this case, the UE PDN Address shall keep unchanged during handover. 
If the LMA module and the HA module has no interaction with each other, when the LMA receives a PBU from the MAG, it will regard it as a new binding since no BCE can be found in its cache. And probably a new HNP different from the one used for DSMIPv6 before handover will be allocated to the UE. This will cause IP address change after handover, and services will be interrupted. Furthermore, even if the LMA allocated the same HNP to the UE according to the UE’s request (i.e. UE requested for the same HNP), there will be 2 BCEs created in the PDN GW, one for DSMIPv6, the other for PMIPv6. When downlink data come, if we set the DSMIPv6 BCE with higher priority, then the DSMIPv6 BCE cache will be checked first, and the DSMIPv6 BCE will be used for packet routing, hence the packet will be routed to the CoA, which is not accessible since the UE is now in PMIPv6 domain. This will cause more packet loss during handover. 

Furthermore, according to TS23.402, during handover between 3GPP and non 3GPP accesses, the release of resource in source system will be initiated by the PDN GW. If there’s no interaction between LMA and HA modules in the PDN GW, after handover to DSMIPv6, the PDN GW will not be able to trigger resource release in PMIPv6 domain.

2. Solutions

There are implementation options to solve these problems. One alternative is to have two separate BCE caches for DSMIPv6 and PMIPv6, but the PMIPv6 module and DSMIPv6 module provide primitives to each other, e.g. the LMA can provide a primitive to HA to check if a BCE exists for a combination of UE ID and APN, and return the HNP to the LMA if it exists. And the HA can provide a primitive to LMA to set a certain DSMIPv6 BCE to inactive state after it’s handed off to PMIPv6 domain. Similarly, the LMA can provide a function to enable HA to set certain PMIPv6 BCE to inactive state based on (UE ID, APN, and HNP), and trigger the resource release in PMIPv6 domain.

Other implementation options are also possible, for example, to bind the DSMIPv6 BCE cache with the PMIPv6 BCE cache into one combined BCE cache. The combined BCE cache has the (UE ID and APN) or HNP as index, the CoA field is Proxy-CoA if the binding is for PMIPv6, or it is CoA if the binding is for DSMIPv6. The combined BCE cache also stores information like tunnel mode, and GRE key or UDP ports information depending on tunnel mode. Both LMA and HA, when receives PBU or BU, look for a matching BCE from the same combined BCE, based on (UE ID, APN) or HNP respectively.
3. Requirements

3.1 Requirements in HA

In general, the HA shall satisfy the following requirements for interaction with LMA to support handover between PMIPv6 domain and DSMIPv6 domain:

1. The HA shall be able to return the HNP of DSMIPv6 BCE matching the (UE ID and APN) to the LMA upon request;

2. The HA shall be able to set a DSMIPv6 BCE to inactive state upon request by the LMA to disable downlink routing of the DSMIPv6 BCE.

3. The HA shall be able to request the LMA to set a BCE to inactive state.

3.2 Requirements in LMA

The LMA shall satisfy the following requirements for interaction with HA to support handover between PMIPv6 domain and DSMIPv6 domain:

1. If the HI = 2 or 4, if no PMIPv6 BCE matching the (UE ID and APN), the LMA shall check whether HA module has a BCE matching the (UE ID and APN), and ask for the HNP of the matched DSMIPv6 BCE.

2. The LMA shall be able to request the HA to set a matched DSMIPv6 BCE to inactive state after successful handover to PMIPv6 domain.

3. The LMA shall be able to set the PMIPv6 BCE to inactive state upon request by the HA, and initiate resource release in PMIPv6 domain.

3.3 Requirements in UE

When the UE handover from PMIPv6 domain to DSMIPv6 domain, the HNP allocated in PMIPv6 domain must be used as the HNP in DSMIPv6 domain. If the IPSec tunnel between the UE and the HA has not been established before handover to DSMIPv6 domain, the UE shall be able to set up the child SA with the HNP obtained in PMIPv6 domain as a selector for the protection of DSMIPv6 signalling.
When the UE handover from DSMIPv6 to PMIPv6, the UE shall deregister from DSMIPv6 domain after detecting the PMIPv6 domain is its home link.
Conclusion

To support handover between PMIPv6 domain and DSMIPv6 domain, interactions between the LMA and the HA are needed, however, how to support the interaction is up to the implementation if the LMA and HA support the requirements in section 3.1 and 3.2.
Proposal

Proposal 1:

It’s proposed to add a new annex for handover between PMIPv6 and DSMIPv6 domain into TS29.275, the corresponding CR is in C4-082800.

Annex X Handover between PMIPv6 domain and DSMIPv6 domain

For handover between DSMIPv6 domain and PMIPv6 domain, the UE IP address shall be preserved, and the LMA shall satisfy the following requirements:

1. If the HI = 2 or 4, if no PMIPv6 BCE matching the (UE ID and APN), the LMA shall check whether HA module has a BCE matching the (UE ID and APN), and ask for the HNP of the matched DSMIPv6 BCE.

2. The LMA shall be able to request the HA to set a matched DSMIPv6 BCE to inactive state after successful handover to PMIPv6 domain.

3. The LMA shall be able to set the PMIPv6 BCE to inactive state upon request by the HA, and initiate resource release in PMIPv6 domain.

How these requirements are satisfied is up to implementation. As for example, an implementation can have one combined BCE for both LMA and HA, or the LMA can provide primitives to the HA for interaction.
Proposal 2:
It’s proposed to add a new annex for handover between DSMIPv6 and PMIPv6 into TS24.303, the corresponding P-CR is in C1-083932:

Annex X Handover between DSMIPv6 domain and PMIPv6 domain

For handover between DSMIPv6 domain and PMIPv6 domain, the UE IP address shall be preserved. 

When the UE handover from PMIPv6 domain to DSMIPv6 domain, and if the IPSec tunnel between the UE and the HA has not been established, the UE shall be able to use the HNP in PMIPv6 domain as the HNP for DSMIPv6, and set up the child SA with the HNP as selector. 
When the UE handover from DSMIPv6 domain to PMIPv6 domain, the UE shall deregister from DSMIPv6 domain after detect the PMIPv6 domain is its home link.

To support handover between DSMIPv6 domain and PMIPv6 domain, the HA shall satisfy the following requirements:

1. The HA shall be able to return the HNP of DSMIPv6 BCE matching the (UE ID and APN) to LMA upon request;

2. The HA shall be able to set a matched DSMIPv6 BCE to inactive state upon request by LMA to disable downlink routing of the DSMIPv6 BCE.

3. The HA shall be able to request the LMA to set a BCE to inactive state.

How these requirements are satisfied is up to implementation. As for example, an implementation can have one combined BCE for both LMA and HA, or the LMA and HA can provide primitives for interaction.
