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1. Introduction
In the last CT1 meeting, several scenarios using service request procedure were discussed where different UE or network behavior is required.

This paper proposes two different formats for the service request message and introduce service type IE.
2. Reason for Change
From the analysis of the features and procedures to be supported in the EPS, the following service types are identified for the Service Request message in various scenarios. Note that an MME behaves differently based on the service type when it receives a Service Request message from a UE.

Service type: Normal
The current Service Request procedure corresponds to one with this service type.
Service type: CS fallback
When a UE starts an MO call using CS fallback or reply to the CS fallback paging, it sends a Service Request message to MME that includes CS fallback indicator, as defined in section 6.2 of TS 23.272. 
Service type: CS fallback reject
When a UE in the connected mode receives CS fallback paging with the CSL information, the user can refuse to receive the call. 
Service type: Emergency call

Although an emergency call in EPS is not supported in the release 8, it is something to be definitely added in the later release. The UE needs to include an emergency call indicator in the Service Request message, when the service request procedure is initiated for an emergency call. The network accepts the service request even when the message is not integrity protected. 
Service type: E-MBMS related
In the similar way defined in GPRS for MBMS, service types to support E-MBMS may needs to be defined, when E-MBMS is introduced in EPS.

The service request message defined in TS 24.301 has a special format to meet the size requirement of 32 bits. It is mainly to achieve the fast idle to active transition.
Table 8.2.22.1: SERVICE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	½

	
	Security header type
	Security header type

9.3.1
	M
	V
	½

	
	KSI and sequence number
	KSI and sequence number

9.9.3.17
	M
	V
	1

	
	Message authentication code (short)
	Short MAC

9.9.3.25
	M
	V
	2


The MME recognize this short form of service request message by the value of the security header type. The value of 1100b is reserved for this message as shown in the table below.

Table 9.3.1: Security header type

	Security header type (octet 1)

	

	8
	7
	6
	5
	

	0
	0
	0
	0
	No security protection

	0
	0
	0
	1
	Security protected NAS message

	
	
	
	
	

	1
	1
	0
	0
	Security header for the SERVICE REQUEST message 

	
	
	
	
	

	1
	1
	0
	1
	These values are not used in this version of the protocol.

	To
	If received they shall be interpreted as ‘1100’. (NOTE)

	1
	1
	1
	1
	

	
	
	
	
	

	All other values are reserved.

	

	NOTE:
When bits 7 and 8 are set to '11', bits 5 and 6 can be used for future extensions of the SERVICE REQUEST message.


Three more values (1101b – 1111b) are reserved for the future extension of the service request message. Some of those values can be used to convey the service type. However, instead of using all these values for the service types, defining another message format for the service request was discussed at the last CT1 meeting.

This new service request message follows the normal EMM message format, i.e. a normal security header followed by a full NAS message. This long service request message is used for the scenarios where the delay requirement for the idle to active can be somewhat released. (Note that the expected additional delay is from possible fragmentation of long RRC message delivering the NAS message, and the additional delay would not be huge.)

By having this longer service request message in addition to the short form of the service request message, we can achieve flexibility and future extensibility.

For the short service request message, the following values of the security header type are used to tell different service type.
· 1100b: Normal
· 1101b: Emergency call

· 1111b: reserved.

The following is the message format for the long service request message.

Table 8.2.x.1: Long SERVICE REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Long service request message identity
	Message type

9.8
	M
	V
	1

	
	Service type
	FFS
	M
	V
	½

	
	Spare half octet
	Spare half octet

9.9.2.5
	M
	V
	1/2


Service type IE has the following values. 

· 0000b: CS fallback
· 0001b: CS fallback reject
· Other values: reserved.

The reserved value can be used for e.g. E-MBMS support.
EPS bearer context status may be included to synchronize the EPS bearer context with the network especially when the UE has locally released some EPS bearer contexts.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v100.
* * * First Change * * * *

5.6.1
Service request procedure

5.6.1.1
General

The purpose of the service request procedure is to transfer the EMM mode from EMM-IDLE to EMM-CONNECTED mode and establish the radio and S1 bearers when uplink user data is to be sent. Another purpose of this procedure is to invoke MO/MT CS fallback procedures.
This procedure is used when:

-
the network has downlink signalling pending;

-
the UE has uplink signalling pending;

-
the UE or the network has user data pending and the UE is in EMM-IDLE mode;

-
the UE in EMM-CONNECTED mode has uplink user data to be sent and the user plane radio bearers are not established; or

-
the UE in EMM-IDLE or EMM-CONNECTED mode has requested to perform mobile originating/ terminating CS fallback.

Editor's note: While stage 2 only describes service request procedure to move the UE from EMM-IDLE to EMM-CONNECTED, some use cases have been identified in CT1 when the UE needs to start service request procedure while in EMM-CONNECTED: after a tracking area update procedure without "active" flag set and user data needs to be sent in the UE; when user data needs to be sent while in EMM-CONNECTED but for some reason the corresponding user plane bearer was released by the access stratum. Other cases are FFS. Further investigation is required in CT1 for how these use cases can be covered.

There are two types of service request messages. The SERVICE REQUEST TYPE-1 message is used for the first four use cases, while the SERVICE REQUEST TYPE-2 message is used for the fifth use case. 

The service request procedure is initiated by the UE, however, for the downlink transfer of signalling or user data in EMM-IDLE mode, the trigger is given by the network by means of the paging procedure (see subclause 5.6.2).

The UE shall invoke the service request procedure when:

a)
the UE receives a paging request from the network in EMM-IDLE mode.

b)
the UE, in EMM-IDLE or EMM-CONNECTED mode, has pending user data to be sent and no radio bearer is established.

c)
the UE, in EMM-IDLE mode, has uplink signalling pending.
d)
the UE in EMM-IDLE or EMM-CONNECTED mode has a mobile originating CS fallback request.

e)
the UE in EMM-IDLE or EMM-CONNECTED mode has received CS fallback paging.
Editor's note: The interaction of this procedure with other MM procedures is FFS.

5.6.1.2
Service request procedure initiation

The UE initiates the service request procedure by sending a SERVICE REQUEST TYPE-1 or a SERVICE REQUEST TYPE-2 message to the MME, starts the timer T3417, and enters the state EMM-SERVICE-REQUEST-INITIATED.

Upon receipt of the SERVICE REQUEST TYPE-1 or a SERVICE REQUEST TYPE-2 message, the MME may initiate the authentication procedure.

5.6.1.3
Service request procedure accepted by the network

The UE shall treat the indication from the lower layers that the user plane radio bearer is set up as successful completion of the procedure.
Editor’s note: The service type IE of the SERVICE REQUEST TYPE-2 message can be set as ‘CS fallback’ or ‘CS fallback reject’. It is FFS how the UE recognize the success of the service request procedure when the service type is ‘CS fallback reject’.
Upon successful completion of the procedure, the UE shall stop the timer T3417 and enter the state EMM-REGISTERED.

* * * Next Change * * * *

8.2.22
Service request type-1
This message is sent by the UE to the network to request the establishment of a NAS signalling connection and of the radio and S1 bearers. Its structure does not follow the structure of a standard layer 3 message. See table 8.2.22.1.

Message type:
SERVICE REQUEST TYPE-1
Significance:

dual

Direction:


UE to network 

Table 8.2.22.1: SERVICE REQUEST TYPE-1 message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	KSI and sequence number
	KSI and sequence number

9.9.3.17
	M
	V
	1

	
	Message authentication code (short)
	Short MAC

9.9.3.25
	M
	V
	2


* * * Next Change * * * *

8.2.x
Service request type-2
This message is sent by the UE to the network to request the establishment of a NAS signalling connection and of the radio and S1 bearers. 

Message type:
SERVICE REQUEST TYPE-2
Significance:

dual

Direction:


UE to network 

Table 8.2.x.1: SERVICE REQUEST TYPE-2 message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Long service request message identity
	Message type

9.8
	M
	V
	1

	
	Service type
	FFS
	M
	V
	½

	
	Spare half octet
	Spare half octet

9.9.2.5
	M
	V
	1/2


* * * Next Change * * * *

9.8
Message type

The message type IE and its use are defined in 3GPP TS 24.007 [5]. Tables 9.8.1 and 9.8.2 define the value part of the message type IE used in the EPS mobility management protocol and EPS session management protocol.

Table 9.8.1: Message types for EPS mobility management

	Bits
	
	

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	
	
	
	
	
	
	
	
	
	

	0
	1
	-
	-
	-
	-
	-
	-
	
	Mobility management messages

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	0
	0
	0
	1
	
	Attach request

	0
	1
	0
	0
	0
	0
	1
	0
	
	Attach accept

	0
	1
	0
	0
	0
	0
	1
	1
	
	Attach complete

	0
	1
	0
	0
	0
	1
	0
	0
	
	Attach reject

	0
	1
	0
	0
	0
	1
	0
	1
	
	Detach request

	0
	1
	0
	0
	0
	1
	1
	0
	
	Detach accept

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	1
	0
	0
	0
	
	Tracking area update request

	0
	1
	0
	0
	1
	0
	0
	1
	
	Tracking area update accept

	0
	1
	0
	0
	1
	0
	1
	0
	
	Tracking area update complete

	0
	1
	0
	0
	1
	0
	1
	1
	
	Tracking area update reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	0
	1
	1
	0
	0
	
	Service request type-2

	0
	1
	0
	0
	1
	1
	1
	0
	
	Service reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	0
	1
	0
	0
	0
	0
	
	GUTI reallocation command

	0
	1
	0
	1
	0
	0
	0
	1
	
	GUTI reallocation complete

	0
	1
	0
	1
	0
	0
	1
	0
	
	Authentication request

	0
	1
	0
	1
	0
	0
	1
	1
	
	Authentication response

	0
	1
	0
	1
	0
	1
	0
	0
	
	Authentication reject

	0
	1
	0
	1
	1
	1
	0
	0
	
	Authentication failure

	0
	1
	0
	1
	0
	1
	0
	1
	
	Identity request

	0
	1
	0
	1
	0
	1
	1
	0
	
	Identity response

	0
	1
	0
	1
	1
	1
	0
	1
	
	Security mode command

	0
	1
	0
	1
	1
	1
	1
	0
	
	Security mode complete

	0
	1
	0
	1
	1
	1
	1
	1
	
	Security mode reject

	
	
	
	
	
	
	
	
	
	

	0
	1
	1
	0
	0
	0
	0
	0
	
	EMM status

	0
	1
	1
	0
	0
	0
	0
	1
	
	EMM information


* * * Next Change * * * *
9.3.1
Security header type

Bits 5 to 8 of the first octet of every EPS Mobility Management (EMM) message contain the Security header type IE. This IE includes control information related to the security protection of a NAS message. The total size of the Security header type IE is 4 bits.

The Security header type IE can take the values shown in Table 9.3.1.

Table 9.3.1: Security header type

	Security header type (octet 1)

	

	8
	7
	6
	5
	

	0
	0
	0
	0
	No security protection

	0
	0
	0
	1
	Security protected NAS message

	
	
	
	
	

	1
	1
	0
	0
	Security header for the SERVICE REQUEST TYPE-1 message 

	1
	1
	0
	1
	Security header for the SERVICE REQUEST TYPE-1 message for an emergency call

	
	
	
	
	

	1
	1
	0
	1
	These values are not used in this version of the protocol.

	To
	If received they shall be interpreted as ‘1100’. (NOTE)

	1
	1
	1
	1
	

	
	
	
	
	

	All other values are reserved.

	

	NOTE:
When bits 7 and 8 are set to '11', bits 5 and 6 can be used for future extensions of the SERVICE REQUEST message.


An EMM message received with the security header type encoded as 0000 shall be treated as not security protected NAS message. A protocol entity sending a not security protected EMM message shall encode the security header type as 0000.

