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1. Introduction
Current specification still mentions that an open issue in section 8.2.7 about UMTS authentication while on EPS via E-UTRAN:
Editor's note: There is an open issue between SA3 and CT4 as to whether the UE should also allow an UMTS challenge.
Latest SA3#53bis (23-26 September 2008) has acknowledged the CT4 choice on option 1b – the most secured from SA3 point of view - i.e. full EPS security level. 

2. Reason for Change
Open issue remains while the issus is now closed.
3. Conclusions

It is proposed to remove the editor’s note as previously mentioned.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.301 v1.0.0.
* * * Change * * * *
8.2.7
Authentication request

This message is sent by the network to the UE to initiate authentication of the UE identity. See table 8.2.7.1.

Message type:
AUTHENTICATION REQUEST

Significance:

dual

Direction:


network to UE

Table 8.2.7.1: AUTHENTICATION REQUEST message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	Security header type
	Security header type

9.3.1
	M
	V
	1/2

	
	Authentication request message type
	Message type

9.8 
	M
	V
	1

	
	NAS key set identifierASME 
	NAS key set identifier9.9.3.19
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

9.9.2.5
	M
	V
	1/2

	
	Authentication parameter RAND (EPS challenge)
	Authentication parameter RAND

9.9.3.3
	M
	V
	16

	
	Authentication parameter AUTN (EPS challenge)
	Authentication parameter AUTN

9.9.3.2
	M
	LV
	17

























































