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1. Introduction
This contribution proposes required changes against 24.007 in relation to the definition of the Imperative part of a standard L3 message including Protocol Discriminators, skip indicator and Transaction identifier for EPS.
2. Reason for Change
1- EPS protocol discrimination:
3 protocol discriminator are being identified for EPC L3 NAS messagesas in 24.301 v0.4.0;


a- EMM PD, for identifying EMM L3 NAS messages 


b- ESM PD, for identifying ESM L3 NAS messages

c- Security PD, for identifying Security L3 NAS header
From 24.007 v 7.0.0. the Table 11.2, copied below, shows that there are 2 bit values of the ½ Octet PD missing; the bits value "0 1 1 1" and the bits value "1 1 0 1". These 2 values could be used for EMM and ESM respectively. 

It seems there is little to do without extending the PD to another ½ octet, by using bits "1 1 1 0" . However it would be preferable to keep the value to ½ octet without the need of the extension mechanism which is in place to use if required. Therefore it is proposed to use the reserved value "0 0 1 0 - Reserved: was allocated in earlier phases of the protocol " for EPS system to reflect the L3 NAS security header. Otherwise we may introduce a new table and new values for EPS PDs.
Table 11.2: Protocol discriminator values

	bits
4 3 2 1

	
0 0 0 0
	group call control

	
0 0 0 1
	broadcast call control

	
0 0 1 0
	Reserved: was allocated in earlier phases of the protocol

	
0 0 1 1
	call control; call related SS messages

	
0 1 0 0
	GPRS Transparent Transport Protocol (GTTP)

	
0 1 0 1
	mobility management messages

	
0 1 1 0
	radio resources management messages

	
1 0 0 0
	GPRS mobility management messages

	
1 0 0 1
	SMS messages

	
1 0 1 0
	GPRS session management messages

	
1 0 1 1
	non call related SS messages

	
1 1 0 0
	Location services specified in 3GPP TS 44.071 [8a]

	
1 1 1 0
	reserved for extension of the PD to one octet length 

	
1 1 1 1
	reserved for tests procedures described in 3GPP TS 44.014 [5a] and 3GPP TS 34.109 [17a].


2- Other chnages is to present the EPS standards L3 message in 24.007, as in the proposed text below. It is clarified that both Skip indicator and TI are not applicable for EPS L3 messages of the protocol, where Procedure Transaction identiy, EPD Bearer identity and security header type are introduced.
For TI, EPS system will allocate and store this IE for the EPS bearers for the use of interworking with 2/3G systems as agreed in S2-085297;
In some SM signalling messages in GERAN/UTRAN, transaction identifier (TI) represents NSAPI. The TI is dynamically allocated by the UE for UE-requested PDP context activation, and by the network for network-requested PDP context activation. A corresponding allocation is also needed for EPS Bearers in order to successfully transfer Bearers to GERAN/UTRAN. The TI is deallocated when a PDP context/EPS Bearer has been deactivated. TI usage is defined in TS 23.060.

In addition EPS standards L3 message Security Header is proposed as a new clause to 24.007.
3. Conclusions

-

4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.801 v1.1.1/ clause related to TS 24.007
* * * First Change * * * *

11.2.3
Imperative part of a standard L3 message

The imperative part of a standard L3 message is composed a header possibly followed by mandatory standard IEs having the format V or LV.

11.2.3.1
Standard L3 message Header

The header of a standard L3 message is composed of two octets, and structured in three main parts, the protocol discriminator (1/2 octet), a message type octet, and a half octet used in some cases as a Transaction Identifier, in some other cases as a sub-protocol discriminator, and called skip indicator otherwise.
For the EPS protocols EMM and ESM, the header of a standard L3 message without security protection is composed of two or three octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used in some cases as security header type and in other cases as an EPS bearer identity (1/2 octet), a message type octet, and one octet included in some cases and used as a protocol transaction identity (PTI). If the protocol transaction identity is present, it is preceeding the message type octet.
In EPS, the header of a security protected standard L3 message is composed of six octets, and structured in four main parts, the protocol discriminator (1/2 octet), a half octet used as security header type, a message authentication code of  four octets, and a sequence number of one octet. This header is followed by a complete non-security protected standard L3 message (i.e. including the header of this standard L3 message).
11.2.3.1.1
Protocol discriminator

Bits 1 to 4 of the first octet of a standard L3 message contain the protocol discriminator (PD) information element. The PD identifies the L3 protocol to which the standard layer 3 message belongs. The correspondence between L3 protocols and PDs is one-to-one.

For future evolution an extension mechanism is foreseen which allows the use of protocol discriminators with one octet length, where bits 4 to one are coded as 1 1 1 0. Messages of such protocols may not be standard L3 messages. In particular, the rest of the header may not respect the structure described in this sub-clause.

The PD can take the following values:

Table 11.2: Protocol discriminator values

	bits
4 3 2 1

	
0 0 0 0
	group call control

	
0 0 0 1
	broadcast call control

	
0 0 1 0
	EPS session management messages


	
0 0 1 1
	call control; call related SS messages

	
0 1 0 0
	GPRS Transparent Transport Protocol (GTTP)

	
0 1 0 1
	mobility management messages

	
0 1 1 0
	radio resources management messages

	
0 1 1 1
	EPS mobility management messages

	
1 0 0 0
	GPRS mobility management messages

	
1 0 0 1
	SMS messages

	
1 0 1 0
	GPRS session management messages

	
1 0 1 1
	non call related SS messages

	
1 1 0 0
	Location services specified in 3GPP TS 44.071 [8a]

	
1 1 1 0
	reserved for extension of the PD to one octet length 

	
1 1 1 1
	reserved for tests procedures described in 3GPP TS 44.014 [5a] and 3GPP TS 34.109 [17a].


If the network receives, on a SAP where it expects standard L3 messages, a message with a protocol discriminator different from those specified in table 11.2, the network may ignore the message or initiate the channel release procedure defined in 3GPP TS 44.018 [6b].

If the Mobile Station receives, on a SAP where it expects standard L3 messages, a standard L3 message with a protocol discriminator different from those specified in table 11.2, or for a protocol that it does not support, the Mobile Station shall ignore the message.

11.2.3.1.2
Skip indicator

Bits 5 to 8 of octet 1 of a standard L3 message may be used differently, depending on the protocol and the SAP. The use of this half-octet is consistent for a given PD and SAP. One possibility is that this half-octet contains the skip indicator. Unless otherwise specified in the protocol, the skip indicator IE is a spare field.
11.2.3.1.3
Transaction identifier

A L3 protocol may define that bits 5 to 8 of octet 1 of a standard L3 message of the protocol contains the transaction identifier (TI). The TI allows to distinguish up to 16 different bi-directional messages flows for a given PD and a given SAP. Such a message flow is called a transaction.

An extension mechanism for TI is also defined. This mechanism allows to distinguish up to 256 different bi-directional messages flows for a given PD and a given SAP. The extension mechanism shall not be used unless explicitly stated in the core specification(s) for the protocol. The TI IE is coded as shown in figure 11.9 and table 11.3. It is composed of the TI value and the TI flag.

The TI value and the TI flag occupy bits 5 - 7 and bit 8 of the first octet respectively.

The extended TI shall not be used unless TI values of 7 or greater are needed.

Where the extended TI is used, the TI IE includes a second octet. The TI value in the first octet is ignored, and the TI value is encoded in bits 7-1 of the second octet.

NOTE:
In other specifications, in respect to error handling, there are references to TI value "111". This refers to the binary encoding of bits 5 –7 in octet 1. For protocols which do not use the extended TI this '111' encoding is still handled as an error case. Transactions are dynamically created, and their TI value is assigned at creation time. TI values are assigned by the side of the interface initiating a transaction. At the beginning of a transaction a free TI value (i.e., a value not yet used for the given PD, the given SAP, and with the given initiator) is chosen and assigned to this transaction. It then remains fixed for the lifetime of the transaction. After a transaction ends, the associated TI value is free and may be reassigned to a later transaction.

Two identical TI values may be used when each value pertains to a transaction initiated by the different sides of the interface. In this case the TI flag shall avoid ambiguity. The transaction identifier flag can take the values "0" or "1". The TI flag is used to identify which side of the interface initiated the transaction. A message has a TI flag set to "0" when it belongs to transaction initiated by its sender, and to "1" otherwise.

Hence the TI flag identifies who allocated the TI value for this transaction and the only purpose of the TI flag is to resolve simultaneous attempts to allocate the same TI value.

The TI extension mechanism may in future evolution of the L3 protocols be further extended by setting the EXT flag in octet 2 to "0" (see figure 11.9).
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Figure 11.9: Transaction identifier

Table 11.3: Transaction identifier

	 TI flag (octet 1)
	

	 Bit
	

	 8
	

	 0
	The message is sent from the side that originates the TI 

	 1
	The message is sent to the side that originates the TI 

	
	

	
	

	 TIO (octet 1)
	

	 Bits
	

	 7 6 5
	

	 0 0 0 
	TI value 0

	 0 0 1 
	  ‑    ‑     1

	 0 1 0 
	  ‑    ‑     2

	 0 1 1 
	  ‑    ‑     3

	 1 0 0  
	  ‑    ‑     4

	 1 0 1 
	  ‑    ‑     5

	 1 1 0  
	  ‑    ‑     6

	 1 1 1 
	The TI value is given by the TIE in octet 2

	
	

	TIE  (octet 2) 
	

	Bits 7-1
	

	0000000

0000001

0000010

0000011

0000100

0000101

0000110
	Reserved.

	All other values
	The TI value is the binary representation of TIE

Where bit 7 is the most significant bit

And bit 1 is the least significant bit

	
	

	
	

	
	


11.2.3.1.4
Sub-protocol discriminator

A L3 protocol may define that bits 5 to 8 of octet 1 of a standard L3 message of the protocol contains the sub-protocol discriminator (SPD). The SPD allows to distinguish between different protocols inside one sublayer.

Table 11.4: Sub-Protocol discriminator values

	bits
8 7 6 5

	
0 0 0 0
	Value used by the Skip Indicator (see 11.2.3.1.2)

	
0 0 0 1
	CTS sub-protocol

	
0 0 1 0
	 \

	
   To
	 } all other values are reserved

	
1 1 1 1
	/


11.2.3.1.5
EPS bearer identity
A L3 protocol may define that bits 5 to 8 of octet 1 of a standard L3 message of the protocol contain the EPS bearer identity. The EPS bearer identity is used to identify a message flow.
Editor's note: It is proposed to define that value '0000' is to be used, if no EPS bearer identity is assigned to a procedure, values '0001 to '0100' are reserved, and values '0101' to '1111' are allocated for EPS bearer identity values 5 to 15, respectively.
11.2.3.1.6
Security header type

A L3 protocol may define that bits 5 to 8 of octet 1 of a standard L3 message of the protocol contain the security header type.
11.2.3.1a

Procedure Transaction identity
A L3 protocol may define that octet 2 of a standard L3 message of the protocol contains the procedure transaction identity (PTI). The PTI allows distinguishing up to 256 different bi-directional messages flows for a given PD and a given SAP. Such a message flow is called a transaction. The procedure transaction identity is released when the procedure is completed.
