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1.   Introduction

This paper is to introduce a simple method to maintain the white list in UE.  The method is applicable for both of 3G HNB and LTE HeNB.
2.   Discussion

A white list (i.e. the allowed CSG list defined in CT1 TR 24.801) is used to control user’s accesses to a CSG. The management of the white list include white list setup, white list modification including adding and removing items to a white list.

In the present document, white list management follows some basic principles:

· A approach applicable for both of UMTS and LTE home cells;
· Minimise changes to UE-NW signalling, e.g. NAS signalling from CT1 point of view;

· Easy for end users to use and less requirements to terminals
1. Setup of a white list in a UE

There are many candidates for a UE to setup a white list, e.g. SMS, DM, even a empty white list setup by the user to wait for more items added in it as discussed below. The basic elements in the white list are CSG identities which should be stored in UICC. Other additional information may be also stored in the white list. The detailed contents and formats of the white list is up to CT6. The present document is based on the CSG identities.

2. Adding or removing a item from the white list

Adding or removing a item from the white list means the user can access a new CSG whose identity needs to be added to the white list or the user can’t access a CSG any more whose identity needs to be removed from the white list.
If a user is added to a CSG, the owner of the CSG informs the network by e.g. website, and the white list for the user in the network (the network entity from CT1 point of view is an MME) is updated. And the identity of the new CSG should be indicated to the user, e.g. via SMS, even oral notifications.

The UE receiving the notification could perform search of CSG cells corresponding to the indicated CSG identity. The search is triggered by manual ways or automatic ways based on pre-configured rules. If one or more available CSG cells are found, the UE selects one to initiate LA/RA update (for UMTS) or TA update (for LTE) procedures  If the LA/RA update or TA update procedures are successful, the UE adds the selected CSG identity to the white list.

If the UE selects a CSG ID contained in its white list to try to access, e.g. LA/RA update or TA update, but is rejected, the UE must consider the CSG invalid for its white list and remove it from the white list.

3. Some additional operations.
Based on the operations above, the UE could take some additional operations to simplify the white list management. For example, a time stamp and corresponding time limitation can be given to a CSG identity when it is added to the white list, and when the time limitation is expired, the item is removed from the white list automatically. That is helpful to a guest who accesses a host’s CSG only several hours.
The method above have almost no impacts on UE-NW signalling and only main requirements are for terminals and software update is preferred. No changes to LA/RA update or TA update procedures. If a new rejection cause can be defined in LTE TA update procedure, it will be more accurate for the user to understand why it is rejected. The method has no impacts on NAS signalling state machine, and a legacy UE can work in CSG cells with some software update.
3.   Conclusion
It is proposed to adopt this auto detection method as one basic approach of white list maintaining method. 
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10.12.4
Option C

10.12.4.1
Introduction

A closed subscriber group (CSG) area consists of a physical area or areas containing a cell or group of cells to which access is restricted to a defined group of users. Idle and Active mobility procedures are optimized to avoid UE battery inefficiencies when a UE is not allowed to use a cell.

Generally, there is no one to one relationship between CSG id and TAI in the PLMN (e.g. the same TAI can be associated to cells belonging to different CSG ids and cells belonging to the same CSG id can be associated to different TAIs). The CSG area can be uniquely identified by the TAI together with the associated CSG ID.

NOTE:
A CSG is not limited to the deployment of a single cell in a home; it can also be, for example, a campus or office building area deployment of multiple cells.

10.12.4.2
Definitions related to CSGs

Allowed CSGs list: A list of CSG ids stored in the UE. A UE is able to access only those CSG cells that have a CSG id in this list.

Closed Subscriber Group (CSG) area: A collection of one or more cells that have a common CSG id.

CSG Mobility List: A list of TAIs of CSG cells provided to the UE where the UE can access those TAs without performing any EMM procedure (e.g. tracking area updating procedure). The TAI(s) in this CSG Mobility List is(are) part of the TAI list.

NOTE:
The CSG Mobility List is not a physically separate list but is a logical list whose contents are formed from the TAI list.

Current Registration Area: an area represented by the cells identified by the TAI list and the CSG Mobility List stored in the UE.

10.12.4.3
Abbreviations related to CSGs

CSG
Closed Subscriber Group

10.12.4.4
Impact of CSGs on Registration Areas in the EPS

Within the EPS, a registration area is defined as a list of tracking areas and a list of Closed Subscriber Group (CSG) cells that cover a geographical area. A single cell can only belong to a single tracking area and can be associated to a single Closed Subscriber Group (CSG) area. Tracking areas cannot overlap each other. Within the EPS, the concept of "registration to multiple tracking areas" applies:

-
A CSG id is broadcast in a cell. In case of a shared network, a single CSG id and multiple PLMN identifiers are broadcast.

Editor's note: The relationship between the CSG id and the Cell Global Id is FFS.

-
An indication is broadcast on each cell indicating whether the cell belongs to a closed subscriber group or not ("one bit indicator" defined in RAN2).

-
In order to reduce the tracking area update signalling within the EPS, the MME can assign several tracking areas to the UE.

-
The UE shall treat all CSG cells where the UE does not belong to the associated CSG as though they are NOT a suitable cell as defined in 3GPP TS 23.122 [22].

-
The UE is allowed to camp on a restricted CSG cell (limited service state) so that emergency calls can be made as defined in 3GPP TS 23.122 [22].

Editor's note: The technical solution for the support of the emergency call is FFS.

-
The UE considers itself registered to a list of TAs stored in its CSG Mobility List and does not need to trigger tracking area update other than periodic tracking area update as long as it stays in a cell that has one of the TAs in the CSG Mobility List stored in the UE.
-
The MME may as part of Attach and/or TAU and/or GUTI reallocation procedures provide the UE with one or more than one TAI associated with the CSG id. In this case the UE shall update with these TAIs the content of the CSG Mobility List.
-
The UE will store the Allowed CSG list either in the ME or in the USIM and it will consider its Allowed CSGs list as valid until it receives a new list from the network or it is commanded by the network to delete all entries in the Allowed CSG list.

Editor's note: The mechanism used to update the Allowed CSG List is FFS.

-
At switch-on the UE searches for a suitable cell in the manner described in 23.122 [22] and 25.304 [29]. This can result in the UE getting onto a CSG cell belonging to the CSG list stored in the USIM or in the ME. Otherwise by cell reselection procedures, the UE can be manoeuvred to get onto CSG cells belonging to its CSG list.

-
The NAS may use the CSG id and TAI, transported in the message received by the eNodeB carrying the service request message (e.g. S1AP Initial UE message), for charging purposes.

-
The MME shall be provided with the CSG id of the serving cell in the message containing the service request received from the Home eNodeB (e.g. S1AP Initial UE message). The MME shall check if the CSG id belongs to the ones contained in the Allowed CSG List stored at MME. If the CSG id doesn't match with the subscribed ones, then the MME shall reject the network access initiated by the UE.

-
The UE will consider its CSG Mobility List as valid, until it receives a new list from the network (e.g. in the next normal tracking area update or periodic tracking area update or GUTI reallocation procedure).

-
The MME allocates only one temporary identity (GUTI) to the UE, even if the UE has more than one TAI in its CSG Mobility List.

-
When necessary, the MME shall initiate paging of the UE in all cells of all tracking areas contained in the TAI list. For paging optimization the MME can page the UE in the CSG where the UE has been registered. Cells having the same TAI must be part of the same MME pool.
10.12.4.x
Management of Allowed CSG list (White list)

The management of Allowed CSG list (White list) includes include white list setup, white list modification including adding and removing items to a white list:

· There are many candidates for a UE to setup a white list, e.g. SMS, DM, even an empty white list setup by the user to wait for more items added in it as discussed below. 
Note: The basic elements in the white list are CSG identities which should be stored in UICC. Other additional information may be also stored in the white list. The detailed contents and formats of the white list are up to CT6.

· The UE can perform LA/RA update or TA update attempts to a CSG which is not in the allowed CSG list stored in the UICC. If successful, the UE adds the CSG ID to its white list. The LA/RA update or TA update procedures could be triggered by the user in manual approach or pre-defined rules in the UE;
· If a CSG ID is in the white list but the attempts of LA/RA update or TA update to the CSG fails, the UE shall consider the CSG is not allowed and remove the CSG identity from the white list.
Editor’s Note: Other approaches of white list management are not exclusive.
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