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1. Introduction
This contribution proposes required changes related to 24. 008, especially General message format and information elements. 
2. Reason for Change
In EPS, there are some changes happened related to general message formate and information elements codings. 

Therefore, it is necessary to define related changes in TS 24.007; 

First, protocol discriminator values for EPS mobility management message and EPS session management message are needed. 

Second, add procedure transaction identity.

Third, General message organization changed;  for example, EPS bearer identity is necessary for ESM  messages. 

Security header type is necessary for EMM messages. 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.008 v 8.2.0. 
* * * First Change * * * *

10
General message format and information elements coding

The figures and text in this clause describe the Information Elements contents.

10.1
Overview

Within the Layer 3 protocols defined in 3GPP TS 24.008, every message is a standard L3 message as defined in 3GPP TS 24.007 [20]. This means that the message consists of the following parts:

a)
protocol discriminator;

b)
transaction identifier, SKIP Indicator, Sub-Protocol Discriminator, EPS bearer Identity, Security Header type IE, or Security Header Type ; 
c)
message type;

d)
other information elements, as required.
e)  Procedure Transaction Identitfier 
This organization is illustrated in the example shown in figure 10.1/3GPP TS 24.008.
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Figure 10.1/3GPP TS 24.008 General message organization example

Unless specified otherwise in the message descriptions of clause 9, a particular information element shall not be present more than once in a given message.

The term "default" implies that the value defined shall be used in the absence of any assignment, or that this value allows negotiation of alternative values in between the two peer entities.

When a field extends over more than one octet, the order of bit values progressively decreases as the octet number increases. The least significant bit of the field is represented by the lowest numbered bit of the highest numbered octet of the field.
10.2
Protocol Discriminator

The Protocol Discriminator (PD) and its use are defined in 3GPP TS 24.007 [20].  For EPS Mobility Management message  0111 is allocated , and for EPS  1101 is allocated for this part.  
10.3
Skip indicator, transaction identifier, Sub-Protocol Discriminator,  EPS bearer Identity, Security Header Type IE,  and Security Header Type 
10.3.1
Skip indicator

Bits 5 to 8 of the first octet of every Mobility Management message and GPRS MobilityManagement message contains the skip indicator. A message received with skip indicator different from 0000 shall be ignored. A message received with skip indicator encoded as 0000 shall not be ignored (unless it is ignored for other reasons). A protocol entity sending a Mobility Management message or a GPRS Mobility Management message shall encode the skip indicator as 0000.
SKIP indicator is used for Mobility management message and GPRS Mobility message. Thereofre, Skip indicator is not used for EPS messages. 

10.3.2
Transaction identifier

Bits 5 to 8 of the first octet of every message belonging to the protocols "Call Control; call related SS messages" and "Session Management"contain the transaction identifier (TI). The transaction identifier and its use are defined in 3GPP TS 24.007 [20].

For the session management protocol, the extended TI mechanism may be used (see 3GPP TS 24.007 [20]). 

For the call control protocol, the extended TI mechanism shall be supported for the purpose of protocol error handling as specified in subclause 8.3.1
This Transcation Idnetifier is used for following messages;  every Call Control messages , Call related SS messages, and SEssin management containing transaction identifier. Therefore, it is not proper to use this TI part for EPS messages.

10.3.3. Sub-protocol discriminator

Bits 5 to 8 of octet 1 of a standard L3 message of the protocol contains the sub-protocol discriminator (SPD). The SPD is for distinguishing  between different protocols inside one sublayer. Therefore, SPD is not used for EPS messages. 

EPS bearer Identity 

Bits 5 to 8 of the first octet of every EPS Session Management (ESM)  message contain the EPS bearer Identity. 

Editor’s note: The detail and values will be defined for EPS bearer Identity. 

10.3.4..   Procedure Tansaction Identifier 

Bits 1 to 8 of second oectect of every EPS Session Management (ESM ) Messages are starting with Procedure Transcation Identifier ( PTI). It is allocated dynamically by the UE for the bearer resource related procedures; the UE requested bearer resource activation, modification, and deactivation procedures. The release of PTI happens when the related procedure is completed. 

Editor’s note: The detail and values will be defined for Procedure Transacgtion Identifier. 

10.3.5. Security Header Type IE 

Bits 5 to 8 of the first octect of every EPS Mobility Management (EMM) message contain the Security Header type IE. 

Editor’s note: The detail and values will be defined for Security Header Tyep IE. Currently,  Security Hdader Type IE for the SEERVICE REQUEST  message for EMM is specified as 1100.  

10.3.6. Security Header Type 

Bits 5 to 8 of the First octect of EPS messages are Security header type which is uesed for distinguishing whether security such as NAS integrity protection or NAS ciphering protection is used or not.   The security hdeader type encoded as 0000 is used for no security protected NAS messages. 

Editor’s note: The detail and values will be defined for Security Header Type. 

10.4
Message Type

The message type IE and its use are defined in 3GPP TS 24.007 [20]. Tables 10.3/3GPP TS 24.008, 10.4/3GPP TS 24.008, and 10.4a/3GPP TS 24.008 define the value part of the message type IE used in the Mobility Management protocol, the Call Control protocol, and Session management protocol. Tables 9.8.1 and 9.8.2 in 3GPP TS 24.301 define the value of the message types for EPS mobility management and EPS session management respectively. 
