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Introduction:
IMS Rel-8 Multimedia Session Continuity (MMSC) work contains use cases that require multiple simultaneous registration from a single device.CT1 has discussed multiple simultaneous registrations for several meetings but has not concluded on the solution. This contribution provides details for the approach that is based on the usage of derived private user identities. 
Discussion:

Basic principle of the approach described below is that the UE and the network treat multiple simultaneous registrations for the same device and the same public user identity as independent registrations. This can be achieved by using a derived private user identity for simultaneous registrations. In order to allow a common understanding of the derived private user identities, they have to be build based upon a standardized algorithm.
Example:

UE-A is assigned private identity "privateIDA@networkdomain.com".

· The UE has got assigned different privateIDs for every security mechanism that it supports.

· When performing a regular registration with a specific security mechanism, this UE_A will use privateIDA@networkdomain.com. 
· When the UE wants to register a simultaneous contact with a different security mechanism, it will just use the privateID that is assigned for this other security mechanism.

· When the UE wants to register a simultaneous contact with the same security mechanism, then it will register a second IP-address, but will use a derived privateID. It is proposed to modify the host portion of the privateID, i.e. adding a prefix to the host portion. 
· As the private user identity is used as a handle in HSS to pick the correct security mechanism, it is proposed to indicate the security mechanism that the UE wants to use in additional registrations. 

· In the following an example for privateIDs and (automatically derived) privateIDs for AKA is given:

· AKA
privateIDA@3gpp.network.org 
privateIDA@derived.3gpp.network.org

Derived private identities for other security mechanisms follow the same schema.

· The number of simultaneous registrations from the same UE is basically a configuration issue.. Additional privateIDs can easily be administered in any HSS, even those of older releases.

This derived private identity will have to be administered in the HSS. This allows to treat both registrations independently from each other in the HSS.
As a consequence the REGISTER requests are treated independently from each other in the P-CSCF, I-CSCF and S-CSCF and therefore will have no impact on them. The two registrations will be treated in the networks as coming from different devices.

The impact on HSS is only of administrative nature with no impact on Cx at all. 
The UE will get aware, that multiple registrations can be used, by receiving the Communication Continuity MO (CCMO, see TS 24.216) from the network. CCMO was created initially for VCC, but with the intention to be extendible and re-usable also for MMSC. 

The above described solution has:
· no impact on the SIP protocol

· no impact on any SIP network element

· no functional impact on the HSS – besides additional administration of the derived privateID

· no functional impact on any IMS procedures within the network

· only impact on the UE, for deriving private IDs 

The above described solution supports the “old” mechanism where an additional REGISTER for the same IMPI/IMPU will overwrite an already existing binding in the S-CSCF.
It should be noted that IMS centralized services uses a similar approach. For ICS the MSC server enhanced for ICS will use a derived private user identity when performing registration on behalf of a UE. If this UE registers in parallel directly via Gm it uses the “real” private user identity. (See subclause 20.3.3 of TS 23.003)
Proposal: 
Discuss the approach. If the proposal is agreed, Nokia Siemens Networks is willing to write needed CR’s against TS 23.003, TS 24.237 and TS 24.216 for the next CT1 meeting.
