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1. Reason for Change
The current version of TS 24.327 does not contain any information on the security association establishment procedure and the HoA assignment. This paper describes the procedures based on what is specified in TS 24.303. 
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.327 v0.2.0.
* * * First Change * * * *
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* * * Next Change * * * *

5.1.2.3
Security association establishment and home network prefix assignment
The UE shall perform the security association establishment as specified in 3GPP TS 24.303 [3]. For this procedure the UE shall support IKEv2 protocol and EAP over IKEv2 as described in IETF RFC 4306 [x]. The detailed procedure and supported extensions for this step are specified in 3GPP TS 24.303 [3].

During the IKEv2 exchange, the UE shall request an IPv6 home network prefix as specified in 3GPP TS 24.303 [3]. The UE shall then auto-configure an IPv6 home address from the received prefix and create a child SA as specified in 3GPP TS 24.303 [3].
In the IKEv2 signaling the UE may indicate the target PDN the UE wants to connect to in the IDr payload as specified in 3GPP TS 24.303 [3]. The target PDN shall be encoded with the format of the APN defined in 3GPP TS 23.003 [y].
