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1. Introduction
This document proposes to add description of location in the informative description of OMA DM in TR 24.801.
2. Reason for Change
An annex was created in TR 24.801 in CT1#54, describing the candidate protocols for ANDSF. This contribution proposes additional descriptions of handling of location for the OMA DM protocol description.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 24.801 v1.1.0.
* * * First Change * * * *

D.2.3.5
Location

It shall be possible for the ANDSF to retrieve the UE location in order to provide relevant access network information. This can be achieved in a number of different ways:

-
Represent the location information as a leaf node in a part of the OMA DM tree. This allows the OMA DM server to issue a separate command to retrieve the location.
-
Provide the location in the first OMA DM package from the client to the server, e.g. as a vendor extension part of the mandatory device information.

-
Provide the location in a proprietary/3GPP defined HTTP header in conjunction with the first OMA DM package from the client to the server.

In all of these cases, the actual location information is transported in HTTP over TLS, which means they are equivalent from a security perspective. Possibly the last alternative (HTTP header) gives the least amount of flexibility and extensibility for different ways of expressing locations, and the first alternative (leaf node representation) requires an extra command round trip to retrieve the location, which leaves the second alternative as the apparent best choice.
D.2.3.6
Deployment aspects

OMA DM is an already released standard, and 3GPP (and CT1 in particular) already specifies OMA DM management objects (e.g. 3GPP TS 24.167 [X6], 3GPP TS 24.305 [X7], 3GPP TS 24.216 [X8], and 3GPP TS 26.114 [X9]). The pull model using Generic Alert is used in e.g. OMA Firmware Update in OMA-TS-DM-FUMO-V1_0 [X5] and Selective Disabling of 3GPP User Equipment Capabilities (SDoUE) [6]. Using OMA DM for ANDSF would mean creating new Management Object(s) (MO) defined by CT1 for inter-system mobility policy and access network discovery information. The design of the MOs as well as possible future updates of these would be fully under 3GPP control.

Beyond 3GPP, OMA DM is also already used for providing connectivity settings for multiple bearer technologies; 3GPP2, WiFi, WiMAX, and also PacketCable. For example, PacketCable specifications make use of OMA DM which includes defining MOs in order to support cable devices, and similarly WiMAX Forum has adopted OMA DM by the definition of MOs.
All major device manufacturers supports the OMA standards, and are already shipping handsets and devices with built-in support for OMA DM. Millions of handset are on the market and many operators do also support OMA DM in their networks.

The OMA provides OMA Enabler Test Specification (ETS) for OMA DM which is used by the world standard certification bodies, i.e. Global Certification Forum (GCF) and PCS Type Certification Review Board (PTCRB). This enables the possibility for testing products supporting OMA DM according to the latest certification requirements of GCF and PTCRB for OMA DM. Note that all handsets supporting OMA Device Management 1.2 are required to pass these tests for the GCF and PTCRB certification before the product reaches the market.

