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1. Introduction
The P-CR proposes SCC AS procedures for PS-PS session continuity.

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.237.
* * * First Change * * * *

10.3 SCC AS

10.3.1
Distinction of requests sent to the SCC AS
The SCC AS needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to access transfer:

· SIP INVITE requests routed to the SCC AS over the ISC interface as a result of processing filter criteria at the S-CSCF according to the origination procedures (see 3GPP TS 24.229 [2] subclause 5.4.3.2), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header, but which contains a STI belonging to the subscribed user as the Request-URI. In the procedures below such requests are known as "SIP INVITE requests due to STI ". These requests are routed to the SCC AS.
NOTE: The STI in the Request-URI is the static STI provisioned in the SC UE. The session that needs to be transferred is identified using information described in the subsequent sections.
Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [2].

10.3.2
PS to PS Session Continuity Procedures at the SCC AS
When the SCC AS receives a SIP INVITE request on the Target Access Leg due to STI, the SCC AS shall:

· associate the SIP INVITE received on the Target Access Leg with an ongoing SIP dialog i.e. identify the Source Access Leg. The Source Access Leg is identified by matching the dialog ID present in the Replaces (see IETF RFC 3891 [X]) or Target Dialog header (see IETF RFC 4538 [Y]) of the SIP INVITE with an ongoing dialog. By an ongoing SIP dialog, it is meant a dialog for which a SIP 2xx response to the initial SIP INVITE request has been sent or received.

· if the SCC AS is unable to associate the SIP INVITE with a unique ongoing dialog, send a SIP 480 (Temporarily Unavailable) response to reject the SIP INVITE request relating to the access transfer and not processes the remaing steps.

· if the SIP INVITE request contains a Replaces header,
a)
follow the procedures defined in IETF RFC 3891 [X] for replacing the Source Access Leg with the SIP request received on the Target Access Leg, including terminating the Source Access Leg by sending a BYE towards the SC UE in accordance with 3GPP TS 24.229 [8].
· b)
send a SIP reINVITE request towards the remote user using the existing established dialog. The SCC AS shall populate the SIP reINVITE request as follows:

· 1)
set the Request-URI to the URI contained in the Contact header field returned at the creation of the dialog with the remote user; and

2)
a new SDP offer, including the media characteristics as received in the SIP INVITE request due to STI received on the Target Access Leg, by following the rules of the 3GPP TS 24.229 [2].

-
otherwise, if the SIP INVITE request contains a Target Dialog header,

a)
if the number of media lines in the Target Access Leg is less than the number of media lines in the Source Access Leg or the media type for the corresponding media lines is not the same as in the original session,  send a SIP 4xx response to reject the SIP INVITE request relating to the access transfer and not processes the remaing steps.
b)
otherwise, send a SIP reINVITE request towards the remote user using the existing established dialog. The SCC AS shall populate the SIP reINVITE request as follows:

1)
set the Request-URI to the URI contained in the Contact header field returned at the creation of the dialog with the remote user; and

2)
a new SDP offer, following the rules specified in TS 24.229[2], containing the following media information:

-
the media characteristics as received in the SIP INVITE request due to STI received on the Target Access Leg for media streams whose port is not set to zero

-
for the media streams in the SIP INVITE request due to STI whose port is set to zero, include the corresponding media characteristics of those streams from the Source Access Leg, 
c)
upon receiving the SIP ACK request from the SC UE on the Target Access Leg, the SCC AS shall start a timer for the SC UE to update the Source Access Leg and perform the following procedures:
1)
if the SCC AS receive an update (e.g. SIP reINVITE) from the SC UE on the Source Access Leg, the SCC AS shall process the request in accordance with 3GPP TS 24.229[2].
2)
If the timer expires and no update has been received from the SC UE on the Source Access Leg, the SCC AS shall:
-
send a SIP reINVITE request towards the remote user using the existing established dialog removing all the media streams active on the Source Access Leg in according with 3GPP TS 24.229 [2].

-
terminate the Source Access Leg by sending a BYE towards the SC UE in according with 3GPP TS 24.229 [2].

If, subsequent to initiating the SIP reINVITE request to the remote user, and prior to the SIP ACK being received on the Target Access Leg, the SCC AS decides (for any reason) to reject the access transfer request (e.g. by sending a 4xx response), the SCC AS shall release the Target Access Leg, retain the Source Access Leg, and update the remote leg to match the Source Access Leg.
