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1. Introduction

This contribution provides a definition of the ciphered PCO transfer.

2. Reason for Change

Incomplete definition of  the PDN CONNECTIVITY REQUEST message
3. Proposal

It is proposed to agree the following changes to 3GPP TS <24.301 V0.4.0>.
* * * First Change * * * *

8.3.18
PDN connectivity request

8.3.18.1
Message definition

This message is sent by the UE to the network to initiate establishment of a PDN connection. See table 8.3.18.1.

Message type:
PDN CONNECTIVITY REQUEST

Significance:

dual

Direction:


UE to network

Table 8.3.18.1: PDN CONNECTIVITY REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identifier
	Procedure transaction identifier

9.4
	M
	V
	1

	
	PDN connectivity request message identity
	Message type

9.8
	M
	V
	1

	
	Request type
	FFS


	M
	FFS
	FFS

	
	PDN type
	PDN type

9.9.4.7
	M
	V
	1/2

	
	Spare half octet
	Spare half octet 

9.9.2.4
	M
	V
	1/2

	FFS
	Access point name
	Access point name

9.9.4.1
	O
	TLV
	3-102

	FFS
	Ciphered PCO transfer flag
	Ciphered PCO transfer flag
9.9.4.2a
	O
	TV
	1

	FFS
	Protocol configuration options
	Protocol configuration options

9.9.4.8
	O
	TLV
	3-253


Editor's note: The use of this message during the attach procedure and therefore the presence condition for the procedure transaction identifier is FFS:
* * * Second Change * * * *

9.9.4.2a
Ciphered PCO transfer flag
The purpose of the Ciphered PCO transfer flag type information element is to indicate the whether the PCO may be transferred without ciphering or if a security context must be setup first.
The Ciphered PCO transfer flag type is a type 1 information element.

The Ciphered PCO transfer flag information element is coded as shown in figure 9.9.4.2a.1 and table 9.9.4.2a.1.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Ciphered PCO transfer flag IEI
	0

Spare
	0

Spare
	0

Spare
	CPT value
	octet 1


Figure 9.9.4.2a.1: Ciphered PCO transfer flag information element

Table 9.9.4.2a.1: Ciphered PCO transfer flag information element

	CPT (Ciphered PCO Transfer flag) value (octet 1)

	Bits

	1
	
	
	
	

	0
	
	
	
	unciphered PCO transfer

	1
	
	
	
	ciphered PCO transfer

	

	

	

	Bits 2, 3, and 4 of octet 1 are spare and shall be coded as zero.
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