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* * * Next Change * * * *

5.7.5
Application Server (AS) performing 3rd party call control

5.7.5.6 Media Control

An AS performing media control of an MRF shall support the procedures and methods described in subclause 5.8.1A
* * * Next Change * * * *

5.8
Procedures at the MRFC

5.8.1
General

Although the MRFC is acting as a UA, it is outside the scope of this specification how the MRFC associated addresses are made known to other entities.

For all SIP transactions identified:

-
if priority is supported, as containing an authorised Resource-Priority header, or, if such an option is supported, relating to a dialog which previously contained an authorised Resource-Priority header;

the MRFC shall give priority over other transactions or dialogs. This allows special treatment of such transactions or dialogs.

NOTE:
This special treatment can include filtering, higher priority processing, routeing, call gapping. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

When the MRFC sends any request or response (excluding ACK requests and CANCEL requests and responses) related to a dialog or standalone transaction, the MRFC may insert previously saved values into P-Charging-Vector and P-Charging-Function-Addresses headers before sending the message.

The MRFC shall use a GRUU referring to itself (as specified in draft-ietf-sip-gruu [93]) when inserting a contact address in a dialog establishing or target refreshing SIP message. This specification does not define how GRUUs are created by the MRFC; they can be provisioned by the operator or obtained by any other mechanism. A GRUU used by the MRFC when establishing a dialog shall remain valid for the lifetime of the dialog.

The MRFC shall handle requests addressed to its currently valid GRUUs when received outside of the dialog in which the GRUU was provided.

EXAMPLE: 
Upon receipt of an INVITE request addressed to a GRUU assigned to a dialog it has active, and containing a Replaces header referencing that dialog, the MRFC will be able to establish the new call replacing the old one.
5.8.1A Media Control
5.8.1A.1
General
An MRFC supporting tones and announcements and an AS wishing to control the MRFC for tones and announcements shall support one or more of the following:
· RFC 4240 [138] announcement service as described in subclause 5.8.1A.2;
· draft-ieft-mediactrl-vxml as described in subclause 5.8.1A.3;
· draft-ietf-mediactrl-ivr-control-package [142] and draft-ietf-mediactrl-ivr-control-package [142] as described in subclause 5.8.1A.4.
An MRFC supporting ad-hoc conferencing and an AS wishing to control the MRFC for ad-hoc conferencing shall support one or more of the following:
· RFC 4240 [138] conference service as described in subclause 5.8.1A.2;

· draft-ietf-mediactrl-ivr-control-package [142] and draft-ietf-mixer-control-package [143] as described in subclause 5.8.1A.4.

An MRFC supporting transcoding and an AS wishing to control the MRFC for transcoding shall support at least one or more of the following:
· RFC 4240 [138] conference service as described in subclause 5.8.1A.2;

· draft-ietf-mediactrl-ivr-control-package [142] and draft-ietf-mixer-control-package [143] as described in subclause 5.8.1A.4.

The choice of which media control methods above to use is service specific, it depends on the functionality required and physical deployment architectures.
5.8.1A.2
Basic Network Media Services with SIP
Media control for basic announcements is supported by the use of RFC 4240 [138] and the announcement service described in RFC 4240 [138] subclause 3.
Media control for basic conferencing is supported by the use of  RFC 4240 [138] and the conference service described in RFC 4240 [138] subclause 5.
The MRF acts as the media server described in RFC 4240 [138].
The media control commands are carried in the SIP signaling between the AS and the MRFC (via the S-CSCF) over the ISC and Mr interfaces. Remote prompts are fetched from the AS by the MRFC using the AS-MRFC Cr interface.

For security, the principles and protocols described in 3GPP TS 32.210 [139] shall take precedence over those specified in RFC 4240 [138].
5.8.1A.3
SIP Interface to VoiceXML Media Services
Media control for voice dialogs is supported by the use of draft-ieft-mediactrl-vxml [140].
The MRF acts as the VoiceXML Media Server described in draft-ieft-mediactrl-vxml [140].
The media control commands are carried in the SIP signaling between the AS and the MRFC (via the S-CSCF) over the ISC and Mr interfaces. Remote prompts and scripts are fetched from the AS by the MRFC using the AS-MRFC Cr interface. Data can be returned to the AS from the MRFC by either use of the AS-MRFC Cr interface (subclause 4.1 of draft-ieft-mediactrl-vxml [140]) or in the SIP signalling (subclause 4.2 of draft-ieft-mediactrl-vxml [140]).
For security, the principles and protocols described in 3GPP TS 32.210 [139] shall take precedence over those specified in draft-ieft-mediactrl-vxml [140].
For codecs, those described in 3GPP TS 26.235 [10] shall take precedence over those specified in draft-ieft-mediactrl-vxml [140].
5.8.1A.4
Media control channel framework and packages 
Advanced media control and combinations of announcement and conferencing capabilities are supported by the use of the control channel framework draft-ietf-mediactrl-sip-control-framework [141] with associated media control packages.
SIP signaling is used between the AS and the MRFC (via the S-CSCF) over the ISC and Mr interfaces to setup one or more control channels between the AS and the MRFC (Cr interface) over which media control commands can be sent.
The MRFC acts as the control server and the AS the control client as described in draft-ietf-mediactrl-sip-control-framework [141].
For security, the principles and protocols described in 3GPP TS 32.210 [139] shall take precedence over those specified in draft-ietf-mediactrl-sip-control-framework [141].
For interactive voice response commands draft-ietf-mediactrl-ivr-control-package [142] shall be used with this framework. The MRF acts as the media server described in draft-ietf-mediactrl-ivr-control-package [142].

For conference mixer control commands draft-ietf-mixer-control-package [143] shall be used with this framework. The MRF acts as the media server described in draft-ietf-mixer-control-package [143].
5.8.2
Call initiation

5.8.2.1
Initial INVITE

5.8.2.1.1
MRFC-terminating case

5.8.2.1.1.1
Introduction

The MRFC shall provide a P-Asserted-Identity header in a response to the initial request for a dialog, or any response for a standalone transaction. It is a matter of network policy whether the MRFC expresses privacy according to RFC 3323 [33] with such responses.

When the MRFC receives an initial INVITE request, the MRFC shall store the values received in the P-Charging-Vector header, e.g. icid parameter. The MRFC shall store the values received in the P-Charging-Function-Addresses header.

5.8.2.1.1.2
Tones and announcements

The MRFC can receive INVITE requests to set up a session to play tones and announcements. The MRFC acts as terminating UA in this case.

When the MRFC receives an INVITE request for a tone or announcement, the MRFC shall:

-
send 100 (Trying) response.


5.8.2.1.1.3
Ad-hoc conferences

The MRFC can receive INVITE requests to set up an ad-hoc conferencing session (e.g. Multiparty Call) or to add parties to the conference. The MRFC acts as terminating UA in this case.

When the MRFC receives an INVITE request for ad hoc conferencing, the MRFC shall:

-
send 100 (Trying) response; and

-
after the MRFP indicates that the conference resources are available, send 200 (OK) response. The MRFC may choose to send a 183 (Session Progress) response prior to the 200 (OK).

When the MRFC receives an INVITE request to add a party to an existing ad hoc conference (i.e. MRFC conference identifier), the MRFC shall:

-
send 100 (Trying) response; and

-
after the MRFP indicates that the conferencing request is granted, send 200 OK response. The MRFC may choose to send a 183 Session Progress response prior to the 200 (OK).


5.8.2.1.1.4
Transcoding

The MRFC may receive INVITE requests to set up transcoding between endpoints with incompatible codecs. The MRFC acts as terminating UA in this case.

When the MRFC receives an INVITE request for transcoding and a codec is supplied in SDP, the MRFC shall:

-
send 100 (Trying) response; and

-
after the MRFP indicates that the transcoding request is granted, send 200 (OK) response.

When the MRFC receives an INVITE request with an indicator for transcoding but no SDP, the MRFC shall:

-
send 183 (Session Progress) response with list of codecs supported by the MRFC/MRFP.
5.8.2.1.2
MRFC-originating case

The MRFC shall provide a P-Asserted-Identity header in an initial request for a dialog, or any request for a standalone transaction. It is a matter of network policy whether the MRFC expresses privacy according to RFC 3323 [33] with such requests. 

When an MRFC generates an initial request for a dialog or a request for a standalone transaction, the MRFC shall insert a P-Charging-Vector header with the icid parameter populated as specified in 3GPP TS 32.260 [17].
5.8.2.2
Subsequent requests

5.8.2.2.1
Tones and announcements

When the MRFC receives an ACK request for a session, this may be considered as an event to direct the MRFP to start the playing of a tone or announcement.
5.8.2.2.2
Transcoding

When the MRFC receives a PRACK request (in response to the 183 (Session Progress) response) with an indicator for transcoding and codec supplied in SDP, the MRFC shall:

-
after the MRFP indicates that the transcoding request is granted, send 200 (OK) response.
5.8.3
Call release

5.8.3.1
S-CSCF-initiated call release

5.8.3.1.1
Tones and announcements

When the MRFC receives a BYE request for a session, the MRFC directs the MRFP to stop the playing of a tone or announcement.
5.8.3.2
MRFC-initiated call release

5.8.3.2.1
Tones and announcements

When the MRFC has a timed session to play tones and announcements and the time expires, the MRFC shall:

-
send a BYE request towards the UE.

When the MRFC is informed by the MRFP that tone or announcement resource has been released, the MRFC shall:

-
send a BYE request towards the UE.



5.8.4
Call-related requests

5.8.4.1
ReINVITE

5.8.4.1.1
MRFC-terminating case

5.8.4.1.1.1
Ad-hoc conferences

The MRFC can receive reINVITE requests to modify an ad-hoc conferencing session (e.g. Multiparty Call) for purposes of floor control and for parties to leave and rejoin the conference.

When the MRFC receives a reINVITE request, the MRFC shall:

-
send 100 (Trying) response; and

-
after the MRFP indicates that the conferencing request is granted, send 200 (OK) response. The MRFC may choose to send a 183 (Session Progress) response prior to the 200 (OK).


5.8.4.1.2
MRFC-originating case

Void.

5.8.4.2
REFER

5.8.4.2.1
MRFC-terminating case

Void.
5.8.4.2.2
MRFC-originating case

Void.
5.8.4.2.3
REFER initiating a new session

Void.
5.8.4.2.4
REFER replacing an existing session

Void.
5.8.4.3
INFO

Void.

5.8.5
Further initial requests

When the MRFC responds to an OPTIONS request with a 200 (OK) response, the MRFC may include a message body with an indication of the supported tones/announcement packages, DTMF capabilities, supported codecs and conferencing options of the MRFC/MRFP.
NOTE:
As specified in draft-ietf-mediactrl-sip-control-framework [141] an MRFC supporting the use of the control channel framework shall support the SYNC command to indicate the media control packages supported. Additionally each media control package should define an audit command for discovery of package capabilities (for example supported codecs and options).
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