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1. Introduction
Chnages were agreed in the Cape Town CT1 meeting on the location of ANDSF (visited network or home network) and how the UE discovers ANDSF. The agreed text visualizes UE using both DHCP and DNS for the discovery of ANDSF.
2. Reason for Change

CT1 has agreed that the ANDSF will be located only in the home network and not in the visited network. In such a case, there is no need to discover the domain name where the ANDSF is to be searched as the UE already knows its home domain name.
IETF does not assume that the UE knows the ANDSF it is to use and hence provides the DHCP mechanism for the UE to discover an ANDSF that is closest to the UE (i.e. in the domain that the UE connected). In the case of 3GPP, since the ANDSF is always located in the home network, there is no need to discover the domain name of the visited domain. Thus, there is no need to use the DHCP mechanisms in 3GPP for discovering the FQDN of ANDSF.
The procedure to discover the ANDSF in such a case is similar to the mechanism used to discover the PDG, as documented in Section 7.2.1 of 3GPP TS 24.302.

3. Conclusions

It is proposed to remove DHCP mechanisms from the ANDSF discovery and use only DNS based mechanism for this.
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302 v0.4.0.

* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.003: "Numbering, addressing and identification".

[3]
3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".

[4]
3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".

[5]
3GPP TS 33.234: "3G security; Wireless Local Area Network (WLAN) interworking security".

[6]
3GPP TR 29.803: "3GPP System Architecture Evolution: CT WG4 aspects (Stage3)".

[7]
3GPP TS 24.234: "3GPP System to Wireless Local Area Network (WLAN) interworking; WLAN User Equipment (WLAN UE) to network protocols; Stage 3".

[8]
3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3"

[9]
3GPP TS 24.303: "Mobility management based on Dual-Stack Mobile IPv6; Stage 3".
[10]
3GPP TS 33.402: "3GPP System Architecture Evolution: Security aspects of non-3GPP accesses;"

[11]
3GPP2 P.R0001: "cdma2000 Wireless IP Architecture based on IETF Protocols", August 2000.

[12]
3GPP2 X.S0011: "cdma2000 Wireless IP Network Standard".
[13]
3GPP2 C.S0024-0: "cdma2000 High Rate Packet Data Air Interface Specification".

[14]
3GPP2 C.S0024-A: "cdma2000 High Rate Packet Data Air Interface Specification".

[15]
WiMAX Forum Network Architecture Release 1.0 version 1.2 – Stage 2: "Architecture Tenets, Reference Model and Reference Points", November 2007.

[16]
WiMAX Forum Network Architecture Release 1.0 version 1.2 – Stage 3: "Detailed Protocols and Procedures", November 2007.

[17]
WiMAX Forum Mobile System Profile Release 1.0 Approved Specification Revision 1.4.0, April 2007.

[18]
IEEE Std 802.16e-2005 and IEEE Std 802.16-2004/Cor1-2005: "IEEE Standard for Local and Metropolitan Area Networks, Part 16: Air Interface for Fixed and Mobile Broadband Wireless Access Systems Amendments 2 and Corrigendum 1", February 2006.
[19]
IETF RFC 4306 (December 2005): "Internet Key Exchange (IKEv2) Protocol".

[20]
IETF RFC 3748 (June 2004): "Extensible Authentication Protocol (EAP)".

[21]
IETF RFC 4301 (December 2005): "Security Architecture for the Internet Protocol".

[22]
IETF RFC 4555 (June 2006): "IKEv2 Mobility and Multihoming Protocol (MOBIKE)".
[23]
IETF RFC 4303, December 2005: "IP Encapsulating Security Payload (ESP)".

[24]
IETF RFC 4187 (January 2006): "Extensible Authentication Protocol Method for 3rd Generation Authentication and Key Agreement (EAP AKA)"

[25]
draft-ietf-mipshop-mos-dns-discovery-00.txt (April 2008): "Locating Mobility Servers using DNS".

Editor's note:
The above document cannot be formally referenced until it is published as an RFC.


* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
AAA
Authentication, Authorization and Accounting

AKA
Authentication and Key Agreement

ANDSF
Access Network Discovery and Selection Function
APN
Access Point Name


DNS
Domain Name System

DSMIPv6
Dual-Stack MIPv6

EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core Network
ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ESP
Encapsulating Security Payload

FQDN
Fully Qualified Domain Name

HRPD
High Rate Packet Data

IEEE
Institute of Electrical and Electronics Engineers
IKEv2
Internet Key Exchange version 2

IPMS
IP Mobility Mode Selection

NAI
Network Access Identifier

NBM
Network based mobility management
UE
User Equipment

UICC
Universal Integrated Circuit Card

W-APN
WLAN APN

WiMAX
Worldwide Interoperability for Microwave Access
WLAN
Wireless Local Area Network

WMF
WiMAX Forum

* * * Next Change * * * *

4.4.3
FQDN for ePDG Selection


A Fully Qualified Domain Name (FQDN) is constructed by UE and used as input to the DNS mechanism for ePDG selection.

The detailed format of this FQDN is specified in TS 23.003 [2].
4.4.4
FQDN for ANDSF Selection
A Fully Qualified Domain Name (FQDN) is constructed by UE and used as input to the DNS mechanism for ANDSF selection.

The detailed format of this FQDN is specified in TS 23.003 [2].
* * * Next Change * * * *

6.8.1
General

In order to assist the UE with performing access network discovery and selection, a set of information needs to be provided to the UE. This information contains the access network discovery and selection information to assist the UE with selecting the access network, and/or the inter-system mobility policy to control and assist the UE with performing the inter-system change. 
This set of information can either be provisioned in the UE by the home operator, or provided to the UE by the ANDSF over the S14 reference point via pull or push mechanisms as defined in 3GPP TS 23.402 [4] by means of the access network discovery and selection procedures as described in subclause 6.8.2. 
The ANDSF is located in the subscriber's home operator network. The ANDSF can provide assistance information at any time to the UE. Also, the UE can send a request to the ANDSF in order to get assistance information for access network discovery and selection.
The domain name or the IP address of the ANDSF can be provisioned in the UE by the home operator. The ANDSF IP address, the port and the transport protocol by which the UE can contact the ANDSF can be obtained by the UE as described in draft-ietf-mipshop-mos-dns-discovery [25].
Editor's note:
When a UE is roaming, how the UE's location can be obtained by the ANDSF in order to provide the corresponding information to that UE is FFS.

Editor's note:
The granularity of the UE's location that the UE provides to the ANDSF is FFS.
Editor's note:
It is FFS how the UE can avoid the ping-ponging due to performing the inter-system changes based on the information provided by the ANDSF. 

Editor’s note: It is FFS how ANDSF performs the access control (i.e., user authentication and authorization) to access network discovery information and limit the amount of information delivered to the UE.
* * * Next Change * * * *

6.8.2.2
UE procedures
If the IP address of the ANDSF is not provisioned in the UE, the UE shall perform DNS procedure in order to retrieve the IP address of the ANDSF.

Editor's note:
Other solution for the UE to retrieve the IP address of the ANDSF is FFS.
When performing DNS resolution, the UE shall build a Fully Qualified Domain Name (FQDN), containing the HPLMN ID as Operator Identifier, for the DNS request and select the IP address of the ANDSF included in the DNS response message.

* * * Next Change * * * *

A.2
Signalling flow for inter-system change between 3GPP access network and non-3GPP access network

Figure A1 below shows an inter-system change procedure between 3GPP access network and non-3GPP access network using information obtained from ANDSF. 

In this example the UE uses DNS query to obtain the ANDSF IP address and transport options. 

In this example flow, the communication between the UE and ANDSF does not imply use of any specific protocol.

The steps involved in inter-system change between 3GPP access network and non-3GPP access network are as follows.
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Figure A1. Procedure for Inter-system change between 3GPP access and non-3GPP using ANDSF

1.
Initial connectivity


The UE is connected to 3GPP network. The current applications are supported over the 3GPP access network.
NOTE:
The procedure remains the same if the UE is initially connected to non-3GPP access network and wants to change to 3GPP access network.

2.
Pre-provisioned policies


The inter-system mobility policy is pre-provisioned on the UE. Based on pre-provisioned operator policies the UE has preference for different non-3GPP networks such as WLAN, and WiMAX. The UE can select these access networks when they are available.
3.
ANDSF Discovery


Since the UE can support mobility to non-3GPP networks the UE performs ANDSF discovery. 



The UE determines the FQDN of the ANDSF. The ANDSF can support multiple transport protocols (UDP, TCP or SCTP). The UE then uses the DNS query mechanism as described in < draft-ietf-mipshop-mos-dns-discovery> to discover the IPv4 address, port number and the preferred transport protocol for communicating with the ANDSF.

4.
Policy Update based on Network Triggers


Based on network triggers the ANDSF sends an updated inter-system mobility policy to the UE. The inter-system mobility policy includes validity conditions, i.e. conditions indicating when the policy is valid. Such conditions can include time duration, location area, etc. 

Editor's note:
How the ANDSF discovers UE’s address is FFS.
5.
Evaluate which non-3GPP networks to discover


The inter-system mobility policies specify the access networks that the UE can select; the UE has both WLAN and WiMAX radios. In this case the operator policy allows UE to select either WLAN or WiMAX networks under all conditions. The UE obtains information about availability of both WLAN and WiMAX access networks in its vicinity.
6.
Access Network Information Request


The UE sends a request to ANDSF to get information about available access networks. The UE includes its preference for WLAN and WiMAX networks in the request. The UE also includes its location information in the request.

Editor’s Note: It is FFS if the ANDSF can request and retrieve the current UE location

7.
Access Network Information Response


The ANDSF sends a response to the UE which includes the list of available access networks types (in order of operator preferences), access network identifier and PLMN identifier. In this case the ANDSF responds with availability of both WLAN and WiMAX network in the vicinity of the UE.
8.
Evaluate candidate non-3GPP networks


Based on the received information the UE evaluates if it is within the coverage area of the available access networks in the order of preferences. In this case the UE has higher preference for WiMAX than WLAN. The UE powers on the WiMAX radio and checks for the presence of WiMAX network. The UE can listen to WiMAX broadcast messages (uplink/downlink channel data messages) and determines the presence of WiMAX network. Since the WiMAX network is the preferred network and since the UE has verified the presence of WiMAX network, the UE does not check for presence of WLAN network.

9.
Non-3GPP Network Selection


The UE selects the most preferred available access network for inter-system mobility. In this case the UE selects the WiMAX access network.
10.
Inter-system change Procedure


The UE initiates inter-system change procedure to the selected non-3GPP access network. The details of the inter-system change procedure are described elsewhere [4].
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