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1. Introduction
 This contribution aligns stage 3 description with recent clarifications in stage 2.
2. Reason for Change
The description of ePDG selection was recently clarified in stage 2;  in particular, the notion of W-APN in conjunction with ePDG was abandoned, as W-APN cannot be used for access to EPC via untrusted non-3GPP access. Therefore, reference to TS 24.234 is inappropriate. Furthermore, in the roaming case the ePDG is always in the VPLMN. For simplicity, it is proposed not to repeat descriptive text from stage 2 (which has changed and may still be improved). A truly non-ambigous specification will rely on a clear definition of  the FQDN, used as input to the DNS procedure, in TS 23.003. 
Additionally and  for clarity, restrictions regarding number of ePDGs and IPSec tunnels (both only one) are inserted. 

3. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302.
* * * First Change * * * *

7
Tunnel management procedures

Editor's note:
This main clause and its subclause shall detail the tunnel management procedures and protocol for the access tunnel to the access network. In this subclauses only untrusted accesses shall be considered.

7.1
General

The purpose of tunnel management procedures is to define the procedures for establishment or disconnection of an end-to-end tunnel between the UE and the ePDG. The tunnel establishment procedure is always initiated by the UE, whereas the tunnel disconnection procedure can be initiated by the UE or the ePDG.

The tunnel is an IPsec tunnel (see IETF RFC 4301 [20]) established via an IKEv2 protocol exchange [18] between the UE and the ePDG. The UE may indicate support for MOBIKE [21]. The security mechanisms for tunnel setup using IPsec and IKEv2 are specified in 3GPP TS 33.234 [5].
* * * Second Change * * * *

7.2.1
Selection of the ePDG

For dynamic selection of the ePDG the UE shall support the implementation of standard DNS mechanisms in order to retrieve the IP address(es) of the ePDG. The input to the DNS query is a FQDN, containing the VPLMN ID or HPLMN ID as Operator Identifier, depending on whether the UE is roaming or not. 

Editor’s note: the exact format of this FQDN is FFS and needs to be specified in TS 23.003, independently from W-APN and APN.
Editor’s note: it is FFS how the UE determines it’s roaming status.



Upon reception of a DNS response containing one or more IP addresses of ePDGs, the UE shall select an IP address of ePDG with the same IP version as its local IP address.
The UE shall select only one ePDG also in case of multiple PDN connections.

Editor’s note: it is FFS if during handover the UE could connect to two different ePDGs. 
