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1. Introduction

Based on the analysis provided in the companion paper C1-08xxxx, it is clear that by adding new skippable attribute caters to all the aspects of providing IPMS indication by the UE and indication also by the AAA/HSS to the UE without adding significant overhead or significant changes to the existing protocols as compared to other solutions. Thus it is proposed to accept EAP-AKA as the way forward for IPMS solution.

2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302.

* * * First Change * * * *

6.3.2
IPMS indication

During network access authentication, UE may provide an explicit indication about the supported mobility protocol by using a attribute in the EAP-AKA protocol as defined in subclause 6.3.2.x , to extend the EAP-AKA protocol as specified in section 8.2 of RFC 4187 [xx]. This attribute is provided in EAP-Response/AKA-Identity message payload. 
The UE can provide indication for DSMIPv6 support only, NBM support only or support for both DSMIPv6 and NBM.


Editor's note:
It is FFS if indication for MIPv4 is supported and if UE can indicate preference for a specific mobility protocol.
Editor’s note: It is FFS if and how the UE provides an indication for scenarios where EAP-AKA based authentication is not performed in trusted access networks.
6.3.2.x
IPMS indication attribute

Editor’s note: This subclause will describe in detail how the EAP-AKA attribute is used for providing the IPMS indication.
* * * Second Change * * * *

6.4.2
UE procedures

During network access authentication, the UE may provide an explicit indication for IPMS by adding a attribute in the EAP-AKA payload as defined in section 6.3.2.x.
* * * Third Change * * * *
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