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Target:

There are two ways in the IP network how to identify a target of an IP packet, i.e. with:
1. an  "IP address"  (e.g. IPsec); or

2. with a two-tuple "IP address, port number".

Connection:

NOTE:
In the discussion below, the term "connection" is used instead of a term "flow" to distinguish it

              from the very particular usage of the term "flow" in the draft-ietf-sip-outbound.

Connection is defined as an end-to-end unidirectional "connection" between two targets. Hence, there are two types of connections (based on 1. and 2. above), i.e.:

X. Connection between two IP addresses (e.g. IPsec), or

Y. Connection between two "IP addresses, ports".

The TCP connection is a special connection, i.e. it is a combination of two unidirectional connections between two (type 2.) endpoint targets (not four targets) with a specific protocol running over this connection. Since there is only one target (used to receive and send packets) at each endpoint, the TCP connection is symmetric (at each endpoint the same port is used to send and receive IP packets).

The UDP is a protocol that runs on the unidirectional (type Y.) connection. If one tries to "create" a bi-directional UDP connection, one may combine two unidirectional UDP connections between two (type 2.) endpoint targets. In this case, there would be four targets (two on each side). For example, the IMS AKA bidirectional UDP connection uses two ports (client port and server port) on each side of the bidirectional UDP connection. Obviously, there nothing that is symmetric about the respective UDP connections. However, if one wants to create a bidirectional UDP connection that is symmetric, then one has to restrict this bidirectional UDP connection to one endpoint target (of type 2.) on each side of the UDP connection, i.e. one "IP address, port number" on each side used to send and receive IP packets. This type of a UDP connection is referred to by the draft-ietf-sip-outbound as the UDP flow. 

Routing

The routing in the IP networks is done based only on the destination IP address (i.e. type 1. targets). Hence, pertaining to routing, there is no notion of any kind (either of type X or type Y) of a "connection" in the IP network. However, the NA(P)T violate this fundamental IP principle. The NA(P)T is cognizant of type Y connection, and modifies it in a particular way (depend on the type NA(P)T). The NA(P)T typically breaks an end-to-end type Y connection into two type Y connections, i.e. one type Y connection is between the source type 2 target and the NA(P)T, that is concatenated (in the NA(P)T) to the second type Y connection between the NA(P)T and destination type 2 target. Obviously, for any connection in opposite direction that will traverse the NA(P)T, the connection must be symmetric. Hence, if the user wants his traffic to traverse the NA(P)T, the user has two choices, either:

a)  require the user traffic to use symmetric connections (referred to as the flows by  draft-ietf-sip-outbound), or

b)  map his traffic (as a payload) on a symmetric bidirectional UDP connection, i.e. the tunnel that  

   uses symmetric UDP connection, as specified in RFC 3948""UDP Encapsulation of IPsec  ESP Packets". 
Since, the IMS AKA bidirectional UDP connection is non-symmetric, it uses b) above.
Currently the IMS entities (P-CSCF, I-CSCF, and S-CSCF) employ destination IP routing, i.e. IMS entity, upon receiving a SIP message, forwards the SIP message to the next hop's IP address (specified either in Route header or Request-URI). It is irrelevant to the IMS entity on which incoming connection the SIP message was received. Hence, For example, the P-CSCF upon receiving the SIP request, forwards the SIP request "blindly" to the IP address specified in the Request-URI (since there is no Route header left). It is irrelevant how/where did the P-CSCF receive the SIP request destined for the UE.
The draft-ietf-sip-outbound introduces a new routing concepts to the IMS, i.e. the "path routing". The SIP messages arriving on a given incoming path at the P-CSCF are forwarded toward the UE over the proper outgoing path.
For example, the S-CSCF upon receiving a SIP request destined for the UE, must add additional Route header and forward the SIP request toward the P-CSCF over the proper path. The additional Route header specifies the path (flow-token) that the P-CSCF will be using when forwarding the SIP request toward the UE. Subsequently the SIP request (containing IP address in the Request-UR, and the additional Route header) arrives at the P-CSCF. The P-CSCF ignores the Request-URI  and strips off the Route header, extracts the flow-token, calculates the correct flow (path) and forwards the request over that flow (path) to the UE. Obviously, this modifies the current procedures.
One of the fundamental difference between the PSTN signalling and the SIP protocol is that in the PSTN there are different protocols used on the "different legs" i.e. "line signalling" (UNI) vs. "trunk signalling" (NNI). However, pertaining to SIP, SIP is used on every hop, i.e. there is no SIP-UNI or SIP-NNI . However, pertaining to SIP, the draft-ietf-sip-outbound introduces similar PSTN concept to SIP, i.e. signalling between the UA and the edge proxy (i.e. SIP-UNI), is distinct from the signalling between two proxies (i.e. SIP-NNI). Hence, for example if the termination at the P-CSCF is an UE, then SIP-UNI will be used. However, if the termination at the P-CSCF is a SIP_PBX , then SIP-NNI will be used..     

Multiple contacts in IMS

First, let's make it clear, since the IMS AKA connections are not symmetric, "outbound mechanism doesn't work with IMS AKA." Hence, it must be always "an option". For example, if multiple contact registration employs outbound mechanism, an additional mechanism must be specified (to handle multiple-contacts from the UE) for  the IMS AKA connections.
Now let's look at multiple contact addresses. What mechanism do we need. Upon registration of multiple contact addresses, for the UE terminated IMS messages, the two-tuple "PUID, contact address" uniquely identifies each target [not how to get there!]. Is there any ambiguity at the P-CSCF when trying to forward the SIP message to this target contact address? If the UE does not register the same "PUID, contact address" with the same P-CSCF twice (using two different IP addresses of the same P-CSCF, and uses two different SPIs to establish two IPsec connections, distinguishable only by the SPIs), then there is no ambiguity at the P-CSCF. Obviously, if the P-CSCF registers the same "PUID, contact address" with the same P-CSCF twice, in this case, the P-CSCF wouldn't know which IPsec to use (when forwarding the SIP message to the UE). The S-CSCF, being ignorant of the two IPsec connection distinguished only by the SPI, will not specify which one to use. However, there is no compelling reason why would the UE register (additionally) the same "PUID, contact address" twice with the same P-CSCF twice (or more). Hence, there is no reason to create this ambiguity at the P-CSCF.
If the UE registers the same "PUID, contact address" with two different P-CSCF (for reliability in case of P-CSCF failure), then there will be two routes to the same target "PUID, contact address". Obviously, either P-CSCF has no problem of forwarding the SIP message to the UE since there is only one way to get to the UE at each P-CSCF, i.e. each P-CSCF has only one contact address for the respective PUID. However, in this case the UE has to indicate to the S-CSCF which route it prefers, otherwise the S-CSCF will select the one based on "some criteria" (e.g. the last one registered). 

Assuming that the UE will not register the same "PUID, contact address" with the same P-CSCF twice, the S-CSCF upon successful authentication of the receiving unprotected registration request will:

- adds the "PUID, contact address" registration, if the registration is via different P-CSCF, or
- replaces the existing "PUID, contact address" registration (if there is one), if the registration is via the same P-CSCF. 

Furthermore if the UE wants to delete any registered "PUID, contact address" registration, the UE can always deregister the "PUID, contact address" that it doesn't want (if no failure in a P-CSCF). 
Restoration procedures

If the UE registers the same "PUID, contact address" with two different P-CSCF (for reliability) and one  P-CSCF fails, then the UE has to indicate to the S-CSCF to remove the failed route using the functional P-CSCF. The UE may use some parameter e.g. reg-id to indicate to the S-CSCF how to handle the new registration. 

One should keep in mind that reg-id (as specified in the draft-ietf-sip-outbound) is a only a replacement/non-replacement mechanism (for a single path) used only during the registration. For example, if the UE has two connection addresses registered with a failed P-CSCF, the UE can replace only one via new registration using reg-id. Furthermore, the reg-id is used only to replace/add new path during registration, e.g. the UE cannot use reg-id to handle the dialogs (e.g. technology transfer). For example, if the UE has a dialog using its IP address#1 as a contact address, and acquire an additional IP address#2 and registers the IP address#2 as an additional contact address, it cannot replace (yet) its IP address#1 - when it registers the IP address#2 (the UE still need IP address#1 to complete the handoff). The IP address#1 registration has to be explicitly deregistered.
Conclusion

1. If outbound mechanism (as specified in the draft-ietf-sip-outbound) is used for multiple contact registrations in the IMS, it will not work with IMS AKA. Hence, an additional mechanism must be specified (to handle multiple-contacts from the UE) for  the IMS AKA connections
2. Assuming that he UE will not register the same "PUID, contact address" with the same P-CSCF twice (or more): 

-  the outbound mechanism (as specified in the draft-ietf-sip-outbound) to handle multiple-contact registrations is 
   redundant; and  

-  proposed mechanism is sufficient for handling all cases (including IMS AKA); and
-  if a restoration mechanism is required, the reg-id may be used (only between the UE and the  S-CSCF) by the 
   UE to indicate to the S-CSCF that this registration is "in addition or replacement" to/for a previously registered "PUID, contact address". 

Recommendation

It is recommended that for registration of multiple contact addresses the proposed mechanism (no restriction on the number of contact addresses being registered by the UE and restriction that the UE does not register the same "PUID, contact address" with the same P-CSCF twice) is used and that the outbound mechanism (as specified in the draft-ietf-sip-outbound) is not employed for multiple contact address registration by the UE.
