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1. Introduction
This document presents the general access network discovery principles and describes the UE and EPC procedures for access network discovery. 
2. Reason for Change
There are no procedures defined for network discovery using ANDSF function
3. Conclusions

This contribution adds new principles and access network discovery procedures that use the ANDSF function
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.302.

****************************************** Start of Change *****************************************
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Network Discovery and Selection

Editor's note:
The subclauses of this main clause will describe the network discovery and network selection procedures of the UE in the different non-3GPP access networks within the scope of 23.402. This will extend to both trusted and untrusted accesses. 

5.1
Access Network Discovery

5.1.1
General

The following principles shall be used in Network Discovery:

-
Use existing standardized mechanisms as much as possible.

-
Mechanisms shall be extensible to allow discovery of access network characteristics such as access technology type, access network identifier,  PLMN ID the  non-3GPP access network provides access to,  preference value. 
The following principles shall be used in Network Discovery over the S14 interface:

- This procedure requires the UE to have IP connectivity to ANDSF
-  This procedure requires UE to know the IP address of the ANDSF through a  DNS or DHCP query or through pre-provision.

-  This procedure shall support both pull and push mechanisms. 

- This procedure should support the access control (i.e., user authentication) to access network discovery information 
- This procedure should support flexible query mechanism to enable ANDSF to limit the amount of information delivered to the UE. 

5.1.2 UE procedures for Access Network Discovery

Editor's note:
This subclause describes the manner the UE discovers available non-3GPP access networks This discovery may be through employing the scanning procedures pertaining to a non-3GPP access network or through other methods pointed to in TS 23.402 [4]. There is no intent to detail the scanning procedures 

Editor's note:
The Network Discovery process is access specific. All non-3GPP access technologies within scope of this TS will be covered. The manner in which this is done ensuring there is no duplication with work done by individual SDOs specifying their access technology is FFS.

The UE shall support the implementation of standard DNS and DHCP query mechanisms to retrieve the IP address (es) of the ANDSF. The ANDSF address may also be provisioned to the UE. 

The UE shall discover the IP address of  ANDSF using the same procedures as described in IETF drafts <draft-ietf-mipshop-mos-dns-discovery-00.txt>[25] and < draft-ietf-mipshop-mos-dhcp-options-00.txt> [26]. 

The UE shall include the HPLMN  ID when building a Fully Qualified Domain Name (FQDN) for the DNS query.

The UE shall use the DNS mechanism to discover the ANDSF while roaming.
Once the ANDSF is discovered, UE may initiate a query to ANDSF to obtain the necessary information for network discovery using the query-response protocol described in IEEE P802.21/D10.0 [27] and transport options described in IETF Mipshop WG draft <draft-ietf-mipshop-mstp-solution-02> [28]. 

5.1.3 EPC procedures to support Access Network Discovery

Editor's note:
This subclause describes the required support functions the EPC provides for the UE to perform network discovery which may include the information the EPC must make available.

Editor's note:
The manner or interaction for the provision of information is not cover in this subclause but rather covered in the protocol subclauses.

Upon receipt of  a query request from UE, ANDSF shall send a response using the query-response protocol described in IEEE P802.21/D10.0 [27] and  the transport options described in IETF Mipshop WG draft <draft-ietf-mipshop-mstp-solution-02> [28] .  
The ANDSF in the subscriber’s home operator network may interact with other databases such as the HSS user profile information residing in subscriber’s home operator network to authenticate the subscriber.  ANDSF may limit the amount of information delivered to the UE based on the query. 
Editor’s note:   Access control procedures and the amount of information control in response message are FFS. 

*****************************************end of first change *************************************************
