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PROPOSED CHANGE

4.2.1
General description

The service description of the following Communication Services CFU, CFB, CFNR and CD is based on the PSTN/ISDN Supplementary Services, whereas CFNL is Communication service based on requirements for IP based networks and CFNRc is based on requirements for mobile networks. 

In addition, CDIVN is a communication service providing the user the capability to receive notifications about all diverted communications (CFU, CFB, CFNR, CD, CFNRc and CFNL).

Generally the following requirements should be fulfilled:

· It shall be possible for the user or the network to identify an alternative destination for an IP multimedia session or individual media of an IP multimedia session. 
· It shall be possible for redirection to be initiated at various stages of an IP Multimedia session. For example:
· Prior to the set up of an IP Multimedia session.

· During the initial request for an IP Multimedia session (CFU).

· During the establishment of an IP Multimedia session (CD).

· Redirection can be applied for all Multimedia sessions unconditionally or it can be caused by any of a set list of events or conditions. Typical causes could be:

· Identity of the originating user.

· Presence of the originating or destination party.

· If the destination party is already in a session (CFB).

· If the destination party is unreachable or unavailable in some other way (CFNL; CFNR, CFNRc).

· If the destination party does not respond (CFNR).

· After a specified alerting interval (CFNR).

· User's preference on routing for specific IP Multimedia session based on the capabilities of multiple UEs sharing the same IMS service subscription.

· The sending party, receiving party or the network on their behalf, may initiate redirection to alternative destinations. 

· It shall be possible for the user to subscribe to receive notifications of his/her communications diversions as dictated by the above requirements. The user will be further able to control: 

· If he/she wants to be notified of all or a particular subset of his/her Communication Diversions. 

· The amount of information he/she wishes to see as a part of the notifications of his/her CDIV services.

· The time interval or availability instance when he/she wants to be notified of his/her Communication Diversions.

The following services describe applications based on a subset of the above-mentioned requirements to provide user different possibilities to divert a communication. 

It should be possible that a user has the option to restrict receiving communications that are forwarded. 

Communication Forwarding Unconditional (CFU)

The CFU service enables a served user to have the network redirect to another user communications which are addressed to the served user's address. The CFU service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFU supplementary service. After the CFU service has been activated, communications are forwarded independent of the status of the served user.

As a service provider option, a subscription option can be provided to enable the served user to receive a reminder indication that the CFU service has been activated. This indication shall be provided when the served user originates a communication and if the CFU service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included. 

Communication Forwarding on Busy user (CFB)

The CFB service enables a served user to have the network redirect to another user communications which are addressed to the served user's address and meet busy. The CFB service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFB supplementary service.

As a service provider option, a subscription option can be provided to enable the served user to receive a reminder indication that the CFB service has been activated. This indication shall be provided when the served user originates a communication and if the CFB service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

For more information on the procedures for determination of the busy condition see ES 183 028 [11].

Communication Forwarding on no Reply (CFNR)

The CFNR service enables a served user to have the network redirect to another user communications which are addressed to the served user's address, and for which the connection is not established within a defined period of time. The CFNR service may operate on all communications, or just those associated with specified services. The served user's ability to originate communications is unaffected by the CFNR supplementary service.

The CFNR service can only be invoked by the network after the communication has been offered to the served user and an indication that the called user is being informed of the communication has been received.

As a service provider option, a subscription option can be provided to enable the served user to receive a reminder indication that the CFNR service has been activated. This indication shall be provided when the served user originates a communication and if the CFNR service has been activated for the served user's address and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Communication Forwarding on Subscriber Not Reachable (CFNRc)

The CFNRc service enables a user to have the network redirect all incoming communications, when the user is not reachable (e.g. there is no IP connectivity to the user's terminal), to another user. The CFNRc service may operate on all communications, or just those associated with specified services. The user's ability to originate communications is unaffected by the CFNRc simulation service.

As a service provider option, a subscription option can be provided to enable the user to receive an indication that the CFNRc service has been activated. This indication may be provided when the user originates a communication if the CFNRc service has been activated for the user and for the service requested for the communication.

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Communication Deflection (CD)

The CD service enables the served user to respond to an incoming communication by requesting redirection of that communication to another user. The CD service can only be invoked before the connection is established by the served user, i.e. in response to the offered communication (before ringing), i.e. CD Immediate, or during the period that the served user is being informed of the communication (during ringing). The served user's ability to originate communications is unaffected by the CD supplementary service.

The maximum number of diversions permitted for each communication is a network provider option. The network provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Communication Forwarding on Not Logged-in (CFNL)

The Communication Forwarding on Not Logged-in (CFNL) service enables a served user to redirect incoming communications which are addressed to the served user's address, to another user (forwarded-to address) in case the served user is not registered (logged-in). The CFNL service may operate on all communications, or just those associated with specified basic services. 

As a service provider option, a subscription option can be provided to enable the served user to receive a reminder indication that the CFNL service has been activated. This indication shall be provided when the served user logs out according to procedures described in RFC 3261 [6].

The maximum number of diversions permitted for each communication is a service provider option. The service provider shall define the upper limit of diversions. When counting the number of diversions, all types of diversion are included.

Communication Diversion Notification (CDIVN)

The Communication Diversion Notification (CDIVN) service enables a served user to receive notification about the diversion of any of his/her incoming communications, which were addressed to the served user's address.

As a service provider option, a subscription option can be provided to enable the served user to receive a reminder indication that the CDIVN service has been activated. This indication shall be provided when the served user originates a communication and if the CDIVN service has been activated for the served user's address.

In case the user is not available to receive CDIVN (ex. user is logged out or not reachable) the Notification will be provided to the user following the user's registration, in case of CFNL when the user's CDIVN activation is still valid and if the time to buffer the Notification (CDIVN Buffer Timer) in the AS has not expired. 

NOTE:
In case of CFNL and CRNRc, CDIVN activation continues to be valid after user registration in case the user uses the same user's address as before having that status of no connectivity and the time of SUBSCRIBE dialog has not expired in the AS.

PROPOSED CHANGE

4.3.1
Provision/withdrawal

The CDIV services (Communication forwarding unconditional, Communication forwarding busy, Communication forwarding no reply, Communication forwarding not logged-in, Communication deflection and Communication Diversion Notification) shall be provided after prior arrangement with the service provider.

The CDIV services shall be withdrawn at the served user's request or for administrative reasons.

The CDIV simulation services can be offered separately with subscription options. The notification service CDIVN is offered together with at least one CDIV simulation service. For each subscription option, only one value can be selected. These subscription options are part of the call diversion profile for the served user. The subscription options are shown in table 4.3.1.1.

Table 4.3.1.1: Subscription options for CDIV services

	Subscription options
	Value
	Applicability

	Served user receives indication that a communication has been forwarded (indication of communication diversion to the diverting user).
	No (default)
________________________

Yes
	CFU
CFB
CFNR 

CFNRc

	Originating user receives notification that his communication has been diverted (forwarded or deflected).
	No
________________________

Yes (default)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Served user allows the presentation of diverted to URI to originating user in diversion notification.
	No
________________________

Not reveal as GRUU
________________________

Yes (default)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Served user receives reminder indication on outgoing communication that CDIV is currently activated.
	No (default)
________________________

Yes
	CFU
CFB
CFNR 

CFNRc
CFNL
CDIVN

	Served user allows the presentation of his/her URI to diverted‑to user.
	No
________________________

Not reveal as GRUU
________________________

Yes (default)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Served user allows the presentation of his/her URI to originating user in diversion notification.
	No 
________________________

Not reveal as GRUU
________________________

Yes (default)
	CFU
CFB
CFNR
CFNRc
CFNL
CD

	Served user receives notifications (CDIVN) of their communication diversions. 
	No (default)
________________________

Yes
	CDIVN


The following network provider options are available for the CDIV services:

Table 4.3.1.2: Network provider options for CDIV services

	Network provider option
	Value
	Applicability

	Served user communication retention on invocation of diversion (forwarding or deflection).
	Retain communication to the served user until alerting begins at the diverted-to user
________________________

Clear communication to the served user on invocation of call diversion
	CFNR
CD

	Served user communication retention when diverting is rejected at 
diverted-to user.
	Continue to alert the diverting user (see note 1)
________________________

No action at the diverting user (see note 2)
	CFNR
CD

	Total number of all diversions for each communication.
	Maximum number of diverted connections 
( upper limit is based on operator policy)
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	CDIV Indication Timer.
	Timer duration shall be a service provider option
	CFU
CFB
CFNR 

CFNRc
CFNL
CD

	Communication forwarding on no reply timer.
	Timer duration shall be a service provider option
	CFNR

	CDIVN Buffer Timer; Timer Value for AS to store CDIVN, if it cannot be delivered as per CDIVN Configuration.
	Timer duration set by the service provider. Default value is 1 day
	CFNL, CFNRc in case of CDIVN

	NOTE 1:
This applies to the retention of the communication at invocation of communication diverting.

NOTE 2:
This applies to the clearing communication option on invocation of communication diverting.


For user configuration of the CDIV the Ut interface described in ES 282 001 [12] could be used. More detail is described in subclause 4.9.

Other possibilities for provisioning could be used too, like web based provisioning or pre-provisioning by the operator.

PROPOSED CHANGE

4.4.1.2
SIP messages for CDIVN 

The following SIP messages are used for the CDIVN according to the coding rules in ES 283 003 [2].

Table 4.4.1.2: SIP Header information for notification (CDIVN)

	SIP Message
	Reerence
	SIP Header

	SUBSCRIBE
	[15]
	Event:comm-div-info

	NOTIFY
	[15]
	Event:comm-div-info

	NOTE:
A new event package with event name "comm-div-info" based on the SIP Event Notification framework is defined.


For more information on the message body associated with the new event package "comm-div-info" refer to subclause 4.10.

PROPOSED CHANGE

4.5.0
General

For user configuration of the CFU, CFB, CFNR, CFNL, CFNRc and CD services the Ut interface should be used.

See subclause 4.9 for further information about the structure of the XML document.

NOTE:
Other possibilities for user configuration, as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document.

PROPOSED CHANGE

4.5.1
Activation/deactivation

The services CFU, CFB, CFNR, CFNL, CFNRc and CD are individually activated at provisioning or at the subscribers request by using for example the Ut interface.

The services CFU, CFB, CFNR, CFNL, CFNRc and CD are individually deactivated at withdrawal or at the subscribers request by using for example the Ut interface.

For activation of the CDIVN, the message body within the SUBSCRIBE method would be used. Deactivation of CDIVN is either explicit by sending SUBSCRIBE message by the served user with "Expires" header set to "zero" or upon the expiration of the timer "Expire" in the AS. More details are described in subclause 4.10.
PROPOSED CHANGE

4.5.2.6.2.2
First diversion; no History-Info header received

When this is the first diversion the communication has undergone, the following information is to be set in the retargeted request:

-
the diverting parties address;

-
the diverted-to party address;

-
diversion information.

The following header fields shall be included or modified with the specified values: 

a)
The Request URI - shall be set to the SIP, TEL or SIPS URI where the communication is to be diverted to (see <target> element in subclause 4.9.1.4).

b)
The History-Info header field - Two hist-info entries that shall be generated. 

b.1)
The first entry includes the hi-targeted-to-uri of the served user. 


The privacy header "history" shall be escaped within the hi-targeted-to-uri, if:

· the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

· the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the first entry contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" is set to "not-reveal-as-GRUU", then it shall be changed as follows:

· replace the first entry with the public user identity of the served user.


The Index is set to index = 1 according to the rules specified in RFC 4244 [3].

b.2)
The second entry includes the hi-targeted-to-uri of the address where the communication is diverted to. The index is set to index = 1.1, The cause param parameter (redirecting reason and redirecting indicator) included in the history-info header field shall be set according to the diversion conditions.


The mapping between the diversion conditions and the coding of the cause param parameter is as follows:

-
Communication forwarding busy, the cause value "486" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding no reply, the cause value "408" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding unconditional, the cause value "302 as defined by RFC 4458 [14] shall be used".
-
Communication deflection (Immediate response), the cause value "480" as defined by 
RFC 4458 [14] shall be used".
-
Communication Forwarding Not Logged in , the cause value "404" as defined by 
RFC 4458 [14] is used.
- 
Communication deflection during alerting, the cause value "487" as defined by 
RFC 4458 [14] shall be used".
-
Communication Forwarding on Subscriber Not reachable, the cause value "503" as defined by 
RFC 4458 [14] shall be used.

according to the rules specified in RFC 4244 [3].

c)
The To header field:

If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "false".

Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the To header field shall be changed to a public user identity of the served user.

In all other cases the To header shall not be changed.

PROPOSED CHANGE

4.5.2.6.2.3
Subsequent diversion; a History-Info header received

When this is the second or greater diversion the communication has undergone, a new history-info entry shall be added to the History-Info header field according to the rules defined in RFC 4244 [3]. The following information has to be added to the retargeted request:

· the diverted-to party address;

· diversion information.

The following header fields shall be included or modified with the specified values;
a)
Request URI - shall be set to the SIP, TEL or SIPS URI where the communication is to be diverted to (see <target> element in subclause 4.9.1.4).

b)
History-Info header The history entry representing the served user may be modified. One history entry is added. 

b.1)
The history entry representing the served user privacy header "history" shall be escaped within the 
hi-targeted-to-uri, if:

-
the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the history entry is already escaped with the correct privacy value no modification is needed. 


If the history entry representing the served user contains the "gr" parameter and the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", it shall be changed to a public user identity of the served user.

In all other cases the history entry representing the served user shall not be changed.

b.2)
A history entry shall be added where the hi-targeted-to-uri shall be set to the SIP, TEL or SIPS URI were the communication is diverted to cause param parameter (redirecting reason) included in the History-Info header field shall be set according to the diversion conditions. 
The mapping between the diversion conditions and the coding of the cause param parameter is as follows:

-
Communication forwarding busy, the Cause value "486" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding no reply, the Cause value "408" as defined by RFC 4458 [14] shall be used.
-
Communication forwarding unconditional, the Cause value "302" as defined by RFC 4458 [14] shall be used.
-
Communication deflection (Immediate response), the Cause value "480" as defined by 
RFC 4458 [14] shall be used.
-
Communication Forwarding Not Logged in, The Cause value "404" as defined by 
RFC 4458 [14] shall be used. 

-
Communication deflection during alerting, the cause value "487" as defined by 
RFC 4458 [14] shall be used.
-
Communication Forwarding on Subscriber Not reachable, the cause value "503" as defined by 
RFC 4458 [14] shall be used.


The Index shall be incremented according to the Basic Forwarding rules specified in subclause 4.3.3.1.3. "Indexing in the History-Info Header" of RFC 4244 [3] the new level index "1" shall be used.

c)
To header: 


If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed to the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


Otherwise, if the To header contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to "not-reveal-as-GRUU", then the To header shall be changed to a public user identity of the served user.

In all other cases the To header shall not be changed.

PROPOSED CHANGE

4.5.2.6.3
Diversion procedures at the diverting AS 

The diverting AS shall continue the communication depending on the service that is causing the diversion:

1)
Communication Forwarding Unconditional or Communication Forwarding Busy network determined user busy or Communication forwarding on Not Logged in


The AS shall continue in the following manner:

-
If the notification procedure of the originating user is supported then the originating user shall be notified as described in the subclause 4.5.2.6.4. 

-
An INVITE request containing the diverted-to URI shall sent to the (outgoing) S-CSCF. The INVITE request shall includes the parameter information as shown in table 4.5.2.6.2.4 and described in subclause 4.5.2.6.2.

· If the served user has subscribed to the indication of communication diversion to the diverting user and/or CDIVN service, then the served user will be indicated to/notified of the communication diversion as described in subclause 4.5.2.6.5.

· If the user has activated both CFNL and CDIVN, and CFNL was invoked then the AS will store the CDIVN according to the CDIVN Buffer Timer for a default time of 1 day set by the service provider. The user has the option of overwriting this timer value in the SUBSCRIBE request to the maximum value of 1 day. See subclause 4.10.1.1.1.2 for more details. 

2)
Communication Forwarding No Reply 


After receiving the first 180 (Ringing) response the no reply timer (definition see subclause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.


With receiving a 200 (OK) response the no reply timer shall be terminated and the call follows the Basic call procedure as described within ES 283 003 [2]. Other open early dialogs shall be terminated as described within ES 283 003 [2], subclause 9.2.3.


When the no reply timer defined in subclause 4.8 expires:


The dialog(s) to the diverting user shall be terminated e.g. by sending a CANCEL request or BYE request according to the rules and procedures in RFC 3261 [6]. 


If the notification procedure of the originating user is supported then the originating user shall be notified as described in subclause 4.5.2.6.4.


An INVITE request is sent to the (outgoing) S-CSCF towards the diverted-to user. The INVITE request includes the parameter information as shown in table 4.5.2.6.2.4. 

If the served user has subscribed to the indication of communication diversion to the diverting user and/or the CDIVN service, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
3)
Communication Forwarding No Reply (ringing continues)


After receiving the first 180 (Ringing) response the no reply timer (definition see subclause 4.8) shall be started. If forking is provided by the S-CSCF a further received 180 (Ringing) response does not refresh the timer.


When the diverted-to-user has accepted the communication request (with 200 OK) then the originating user shall be notified as described in subclause 4.5.2.6.4.


An INVITE is sent to the outgoing S-CSCF towards the diverted to user. The INVITE address message includes the parameter information as shown in table 4.5.2.6.2.4.

If the served user has subscribed to the indication of communication diversion to the diverting user and/or the CDIVN service, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.


If diverting user accepts the communication after sending the INVITE request the communication path towards the diverted to user shall be released according to the rules and procedures in RFC 3261 [6].
4)
Communication Forwarding User Determined Busy


The Communication Forwarding User Determined Busy is offered to the served user when the AS:

-
The received 486 Busy shall be acknowledged with a ACK.

-
If the notification procedures of the originating user is supported then the originating user shall be notified as described in the subclause 4.5.2.6.4.
-
An INVITE request  containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.

· If the served user has subscribed to the indication of communication diversion to the diverting user and/or the CDIVN service, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
5)
Communication Deflection immediate response


The Communication Deflection immediate response is offered to the served user.


A 302 (Moved Temporarily) response is received.


If the notification procedures of the originating user is supported then the originating user shall be notified as described in subclause 4.5.2.6.4.

An INVITE request containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.

If the served user has subscribed to the indication of communication diversion to the diverting user and/or the CDIVN service, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
6)
Communication Deflection during alerting


When Communication Deflection during alerting is invoked after the AS receives a 180 (Ringing) "Ringing" response. then:

· A 302 (Moved Temporarily) response is received; and

· if the notification procedures of the originating user is supported then the originating user shall be notified as described in subclause 4.5.2.6.4; and 

· an INVITE request containing the URI received in the Contact header of the 302 as the diverted-to URI shall be sent as specified in ES 283 027 [13]. The diverted-to URI could be restricted by setting the privacy header for the entry of the diverted-to URI to "history"; and

· the INVITE request shall include the parameter information as shown in table 4.5.2.6.2.4 "Parameter information for multiple redirection". If the served user has subscribed to the indication of communication diversion to the diverting user and/or the CDIVN service, then the served user will be notified of the communication diversion as described in subclause 4.5.2.6.5.
7)
Communication Forwarding on Subscriber Not Reachable


When the AS receives a not reachable indication (see subclause 4.5.2.6.6) on the INVITE forwarded to the served user, then the following criteria shall apply before the Communication Forwarding on Subscriber Not Reachable procedure is executed:

· the served user has an active forwarding rule containing not-reachable condition (see subclause 4.9); and

· the served user is registered.

The following steps shall be followed to perform Communication Forwarding on Subscriber Not Reachable:

1) If the notification procedures of the originating user is supported then the originating user shall be notified as described in the subclause 4.5.2.6.4.
2) An INVITE request containing the diverted-to URI is sent to the outgoing S-CSCF. The INVITE request includes the parameter information as shown in table 4.5.2.6.2.4.

If the served user has subscribed to the indication of communication diversion to the diverting user and/or CDIVN service, then the served user will be indicated to/notified of the communication diversion as described in subclause 4.5.2.6.5. 

If the user has activated both CFNRc and CDIVN, and CFNRc was invoked then the AS will store the CDIVN according to the CDIVN Buffer Timer for a default time of 1 day set by the service provider. The user has the option of overwriting this timer value in the SUBSCRIBE request to the maximum value of 1 day. See subclause 4.10.1.1.1.2 for more details. 

PROPOSED CHANGE

4.5.2.6.4
Notification procedures of the originating user (Subscription Option)

When Communication Diversion occurs and if served user has the subscription option "Originating user receives notification that his communication has been diverted (forwarded or deflected)." set to true then a 181 (Call Is Being Forwarded) response shall be sent towards the originating user. 

The following header fields shall be included or modified with the specified values: 

a)
The P-Asserted-Identity includes the URI of the diverting user. 

b)
The Privacy header with the value "id" shall be included, if:

· the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

· the served used has the subscription option " Served user allows the presentation of his/her URI to originating user in diversion notification." set to false.

c)
The following entries shall be added to the History-Info header field:

c.1)
If this is the first diversion then the first entry shall be populated with the hi-targeted-to-uri of the served user. The Index is set to index = 1 according to the rules specified in RFC 4244 [3].

c.2)
On the history entry that represents the served user: 

the privacy header with value "history" shall be escaped within the hi-targeted-to-uri, if:

· the served user wishes privacy (e.g. the served user is subscribed to the TIR Service); or

· the served used has the subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification." set to false. 
If the history is already escaped with the correct privacy value no modification is needed. 

If the history entry representing the served user contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of his/her URI to originating user in diversion notification" set to "not-reveal-as-GRUU", it shall be changed to the public user identity of the diverted-to user.
In all other cases the history entry representing the served user shall not be changed.

c.3)
A history entry shall be added according to the rules of subclause 4.5.2.6.2.3 item b.2. In addition, for this entry.

c.3.1)
if the history entry representing the forwarded to URI contains the "gr" parameter and the served user has the subscription option "Served user allows the presentation of forwarded to URI to originating user in diversion notification" set to "not-reveal-as-GRUU", it shall be changed to the public user identity of the diverted-to user.

c.3.2)
the privacy header with value "history" shall be escaped within the hi-targeted-to-uri, if the served used has the subscription option "Served user allows the presentation of forwarded to URI to originating user in diversion notification" set to "false".

Additional the AS may initiate an announcement to be included towards the calling user in order to inform about the diversion. Announcements may be played according to procedures as are described in TS 183 028 [11].

PROPOSED CHANGE

4.5.2.6.5
Indication of communication diversion to the diverting user /CDIV Notification (subscription option)

If the user subscription option indication of communication diversion to the diverting user applies then one or a combination of the following procedures are possible:

1)
When the diverting user is registering to the communication system, the AS sends a MESSAGE request including the information where his calls are diverted to if any. As an option; the MESSAGE request may be sent to the user after a period of time according to the timer value TCDIV_IND as defined in subclause 4.8.3 that can be provided by the user. 

2)
A diverting user will be informed periodically with a MESSAGE request the information where the call is diverted to. 

3)
A diverting user will be informed with a MESSAGE request after the diverting user has initiated a new outgoing communication. The MESSAGE includes the information where the call is diverted to.

4)
A diverting user could be informed via a Voicemail or Message mail system in the communication states described above in 1) to 3).

The description of information text contained in the MESSAGE request is out of scope of the present document.

Otherwise if the subscription option of CDIVN applies then:


The diverting AS will invoke the CDIV Notification to notifying the diverting user when CDIVN is activated. This notification is applicable for all the communication diversions which were selected by the user whilst subscribing to the CDIVN service.

PROPOSED CHANGE

4.5.2.6.5.1
Communication Diversion Notification procedure of the served user 

When Communication Diversion occurs and if the CDIVN service of the served user is supported in the network and the user preference sent within the user's SUBSCRIBE request, the user will receive a NOTIFY request accordingly.

In case of CFNL and CFNRc, the AS will store the CDIVN for a period of time, see subclause 4.5.2.6.3. Upon user's registration, if previous subscription is not valid at that point of time (see subclause 4.2.1), the user may activate CDIVN by sending SUBSCRIBE request. As a consequence, the user will receive a NOTIFY request accordingly including his stored notifications.

If the served user has subscribed to the Communication Diversion Notification service, then the diverting AS continues in the following manner:

· Identify and match the communication diversion selection criteria as mentioned by the user to select the communication diversions which have to be notified to the user. Such selection may be based on: 

· Identity of the Originating user.
· Identity of the served user.
· Identity of the diverted-to user.
· Time-range of the Communication Diversion.
· Reason for the Communication Diversion.

· Identify the amount of information which the served user has selected for including in the notification. By default, all the following information should be sent to the user. The served user has the option of disabling any of the following information, if he/she is not interested in:

· information about the originating user;

· information about the served user;

· information about the diverted-to user;

· time of the Communication Diversion;

· reason for the Communication Diversion;

· information about the rule which triggered the communication diversion.

· Identify the trigger criteria of sending the notification to the served user. By default, the notification should be sent immediately to the served user otherwise it may be based on the following:

· Suitable Time-range for delivering the notification.
· A particular availability status of the served user.

PROPOSED CHANGE

4.5.2.6.6
not reachable indication

It is recommended that the AS interprets the reception of one of the following response events as not reachable indication:

· 408 Request timeout response;

· 503 Service unavailable;

· 500 Server internal error;

and no provisional response, different than 100 Trying, has been received on the same dialog.

Editor's note:
Once the response code for signalling channel outage between the UE and the P-CSCF is standardized this response has to be added to this list.
NOTE 2:
There may be other means to discover this condition. These other means are out of the scope of the present document.

PROPOSED CHANGE

4.5.2.12
Actions at the BGCF

Basic call procedures according to ES 283 003 [2] shall apply. 

The interworking with other NGN is described in subclause 4.7.3.

PROPOSED CHANGE

4.6.3
Terminating Identification Restriction (TIR)

A P-Asserted-Identity and History-Info header field received in the diverting AS is passed unmodified to the originating entity. The originating CSCF is responsible of the interpretation of the privacy header field.

If the served (diverting) user selects the option that the originating user is notified, but without the diverted-to SIP, TEL or SIPS URI, then the AS shall not send the connected user's identity when the communication is answered, unless the originating user has an override capability.

When the TIR simulation service has been invoked by the diverted-to user, the diverted-to user's address and name shall not be presented in the CDIVN notification body in the NOTIFY request.
PROPOSED CHANGE

4.6.5
Originating Identification Restriction (OIR)

When the originating identification restriction simulation service has been invoked, the originating user's address shall not be presented to the diverted-to user unless the diverted-to user has an override capability. 

When the OIR simulation service has been invoked by the originating user, the originating user's address and name shall not be presented in the CDIVN notification body in the NOTIFY request.
PROPOSED CHANGE

4.6.10.1.1
Determine whether ECT is applied to the diverted communication

See TS 183 029 [16] subclause 4.5.2.4.1 on the criteria that determine that a REFER request is to be treated as a request for transfer of an existing communication.

PROPOSED CHANGE

4.6.10.1.2
Handling of transfer requests

When a REFER request is received in the context of a call transfer scenario (see subclause 4.6.10.1.1), it shall perform the following steps:

1)
Create a new CDIV Session Identifier URI addressed to this AS. The URI shall be created in such a way that a new dialog set up towards this URI can be easily correlated with the current REFER dialog.

2)
The AS stores the value of the Refer-To header field (transfer target) from the REFER request and links it to the CDIV Session Identifier URI.

3)
The AS Replaces the Refer-To header field with the CDIV Session Identifier URI. (This ensures that the diverting AS remains in the loop when the transferee sets up the communication with the transfer target.).

4)
The AS forwards the REFER request to the transferee using basic communication procedures ES 283 003 [2].

PROPOSED CHANGE

4.6.10.1.3
Actions when CDIV is invoked again by the transferred communication

When an INVITE is received targeted at the CDIV Session Identifier URI created earlier when transfer of the diverted ongoing communication was requested, the AS shall perform the following actions:

1)
The AS replaces the request URI with the stored Refer-To header field value linked to the specific CDIV Session Identifier URI.

NOTE:
If needed the AS may generate charging events to charge for the extra leg.

2)
The AS sets the diversion parameters (History-Info and To header fields) as specified in subclause 4.5.2.6.2, in step 4.5.2.6.2.2 b2) or 4.5.2.6.2.3 b2) the cause-param value 302 shall be used.

3)
The AS forwards the INVITE request towards the transfer target using basic communication procedures ES 283 003 [2].

PROPOSED CHANGE

4.10.1.1.1.2
Communication Diversion Notification Trigger Criteria

As a part of the body of the SUBSCRIBE request, the user may specify further criteria to trigger the notification of those communication diversions, which were selected by the above mentioned criteria. These criteria enable the user to trigger the notification based on the following; 

· Time-Range:
This specifies a time-range at which notifications of communication diversion can be sent to the user. It may be specified in the form of a time-interval to enable periodic triggering of notifications of communication diversions which took place in that time-interval. If absent, it indicates that notifications are sent immediately when the communication diversion takes place. A time zone should be indicated. If a time zone is not indicated the SUBSCRIBE shall be rejected with a SIP 489.

· Presence-status:
This specifies a presence state of the user, within which the user expects to receive notifications about communication diversions. If absent, it indicates that notifications are sent immediately irrespective of user's availability information.

In addition, the user may overwrite the CDIVN Buffer Timer with the Notification Buffer Interval as part of the body of the SUBSCRIBE request. The Buffer Interval value is time up to which the CDIVN AS should buffer the notification if it cannot be delivered to the user at the time of CDIVN AS execution. The user will be notified if CDIVN activation is valid and the CDIVN Buffer Timer to provide the notification has not expired, as described in clause 4.2.1.

· Notification Buffer Interval:
This specifies an optional element (in seconds) to overwrite the CDIVN Buffer Timer for which the CDIVN AS should store the CDIV Notification, if it cannot be delivered to the user, as per the criteria configured above. For example this would be required for buffering the notifications, if the user is logged out and the diversion is triggered due to CFNL/CFNRc, resulting in CDIVN for that diversion. The user may set Notification Buffer Interval value in seconds to a maximum value of 1 day. Also, if not configured by the user, the default value of 1 day (as configured by the network provider) is applicable. 

PROPOSED CHANGE

4.10.1.1.1.3
Communication Diversion Information Selection Criteria

As a part of the body of the SUBSCRIBE request, the user may specify further criteria to enable/disable which information about the communication diversion should be notified. By default, all information about a communication diversion would be notified. However, the user may use the following elements for DISABLING a particular kind of information from being notified. 

1)
Information about the Originating party. 

2)
URI of the Diverting party. 

3)
URI of the Diverted-To party. 

4)
Time of the Communication Diversion. 

5)
Reason for the Communication Diversion. 

6)
Identity of the rule which triggered the Communication Diversion. 

PROPOSED CHANGE

4.10.1.1.2
Communication Diversion Notification Information

The body of a notification of communication diversion would contain information about the communication diversion, as selected by the various filter criteria configured by the user in the body of the SUBSCRIBE request. If the SUBSCRIBE request did not contain a message body, then all possible information about the communication diversion is notified to the User.

The notifications generated by the server shall be in one of the formats specified in the Accept header field in the SUBSCRIBE request. The XML event package is sent as the body of the NOTIFY method, would contain the following information (subject to the filter criteria) selected by the user.

1)
Identity of the Originating party:
This helps the Diverting user in knowing whose communication was diverted.

2)
Information of the Diverting party:
The Request-URI of the INVITE before the Communication Diversion Service was executed, is informed to the subscribing user. 

3)
Information about the Diverted-To party:
The Public User Identity of the Diverted-to User, to whom the communication is being diverted, is informed to the subscribing user.

4)
Time of the Communication Diversion:
The time of the Communication Diversion is informed to the subscribing user. A time zone shall be indicated. 

5)
Reason for the Communication Diversion:
The Reason for this communication diversion is the same as the Reason Parameter as provisioned according to clause 4.10.1.1.1.1. It enables the subscriber to filter on diversion notifications for a particular cause. 

6)
Communication Diversion Rule:
This information identifies the Communication Diversion Rule as mentioned in clause 4.9.1.2 which was executed to result in the communication diversion, which is being notified to the user. It contains the "id" attribute of Communication Diversion Rule defined in [19]. 
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