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1. Introduction

This document provides the text for IP Mobility mode selection and for the indication of IPMS from the UE to the network, in section 6.3 of TS 24.hkl.  This document proposes to remove the editor’s note in section 6.3 regarding IPMS on untrusted access, as IPMS information is proposed to be added to section 7 of the TS.

2. Proposal
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3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

NBM
Network based mobility management

DSMIPv6
Dual-Stack MIPv6

ePDG
Evolved Packet Data Gateway

IPMS
IP Mobility management Selection
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6.3
IP Mobility Mode Selection

Editor's note:
This subclause describes the IP mobility mode selection process. In particular this subclause needs to cover the information needed and who shall provide such information and at what point in time. The criteria on which IP Mobility Mode is selected shall also be described.


6.3.1
General

IP Mobility Mode Selection (IPMS) consist of two components:

· IP MM protocol selection between Network Based Mobility (NBM) and DSMIPv6

· Decision on IP address preservation if NBM is selected

Upon initial attachment to a non-3GPP access and upon handoff to non-3GPP accesses, the UE performs IPMS by providing an explicit indication during network access authentication. For trusted access, the indication is provided before an IP address is allocated to the UE, while in untrusted access network, the indication is provided during IKEv2 tunnel establishment with the ePDG.

The scenarios for mobility mode selection are described in section 4.1.3.2.1 and 4.1.3.2.2 of TS 23.402.
6.3.2
IPMS indication

. The UE can provide indication for DSMIPv6 support only, NBM support only OR support for both DSMIPv6 and NBM.
Editors Note: It is FFS how the indication is provided by the UE. 

 Editors Note: It is FFS if indication for MIPv4 is supported and if UE can indicate preference for a specific mobility protocol.
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7.2.1
UE procedures

During the IKEv2 authentication and tunnel establishment, UE shall provide an explicit indication about the supported mobility protocol as described in section 6.3.2
