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2nd change
5.2.10
Emergency service

The P-CSCF shall store a configurable list of local emergency numbers and emergency URIs, i.e. those used for emergency services by the operator to which the P-CSCF belongs to. In addition to that, the P-CSCF shall store a configurable list of roaming partners' emergency numbers and emergency URIs associated with MCC and MNC codes.

NOTE:
Certain SIP URIs may be classified as emergency URIs in all networks. 

The P-CSCF shall inspect the Request URI of all INVITE requests from the UE for known emergency numbers and emergency URIs from these configurable lists. If the P-CSCF detects that the Request-URI of the INVITE request matches one of the numbers in any of these lists, the P-CSCF shall not forward the INVITE request. If the MIME type associated with the 3GPP IMS XML body (see subclause 7.6.1) is present in the Accept header and its "sv" or "schemaVersion" parameter is not present, it shall be assumed that the UE supports version 1 of the XML Schema for the IM CN subsystem XML body. If support for the 3GPP IMS XML body in the Accept header is not indicated, it shall be assumed that the UE supports version 1 of the XML Schema for the IM CN subsystem XML body. The P-CSCF shall respond the INVITE request with a 380 (Alternative Service) response.

In order to determine whether the INVITE request is destined for an emergency centre in the roaming country (i.e. the list of roaming partners' are inspected), the P-CSCF shall compare the MCC and the MNC fields in the received in the P-Access-Network-Info header of the INVITE request against its own MCC and MNC codes.

The P-CSCF shall include in the 380 (Alternative Service) response:

-
a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body as described in subclause 7.6.1.

The P-CSCF shall include in the 3GPP IMS XML body:

a)
an <alternative-service> element, set to the parameters of the alternative service:

b)
a <type> child element, set to "emergency" to indicate that it was an emergency call; and

c)
a <reason> child element, set to an operator configurable reason.

3rd change
7.6
3GPP IM CN subsystem XML body

7.6.1
General

This subclause contains the 3GPP IM CN Subsystem XML body in XML format. The 3GPP IM CN Subsystem XML shall be valid against the 3GPP IM CN Subsystem XML schema defined in table 7.7A.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required, in any SIP message. The 3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

See subclause 7.6.4 and subclause 7.6.5 for the associated MIME type definition.

7.6.2
Document Type Definition

The XML Schema is defined in table 7.7A.

Table 7.7A: 3GPP IM CN subsystem XML body, XML Schema
<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified" version="1">

   <xs:complexType name="tIMS3GPP">

      <xs:sequence>
         <xs:choice>

            <xs:element name="alternative-service" type="tAlternativeService"/>

            <xs:element name="service-info" type="xs:string"/>

         </xs:choice>

         <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      </xs:sequence>

      <xs:attribute name="version" type="xs:decimal" use="required"/>

      <xs:anyAttribute/>

   </xs:complexType>

   <xs:complexType name="tAlternativeService">

      <xs:sequence>

         <xs:element name="type" type="tType"/>

         <xs:element name="reason" type="xs:string"/>

         <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      </xs:sequence>

      <xs:anyAttribute/>

   </xs:complexType>

   <xs:complexType name="tType">

      <xs:sequence>

         <xs:element name="emergency" minOccurs="0" maxOccurs="1">

            <xs:complexType/>

         </xs:element>

         <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      </xs:sequence>

      <xs:anyAttribute/>

   </xs:complexType>

   <xs:element name="ims-3gpp" type="tIMS3GPP"/>

</xs:schema>

7.6.3
XML Schema description

This subclause describes the elements of the 3GPP IMS Document Type Definition as defined in table 7.7A.

<ims-3gpp>:
This is the root element of the 3GPP IMS XML body. It shall always be present. XML instance documents of future versions of the XML Schema in table 7.7A shall be valid against the XML Schema in table 7.7A in this document. XML instance documents of the XML Schema in table 7.7A in the present document shall have a version attribute value, part of the ims-3gpp element, that is equal to the value of the XML Schema version described in the present document.

<service-info>:
the transparent element received from the HSS for a particular trigger point are placed within this optional element.

<alternative-service>:
in the present document, the alternative service is used as a response for an attempt to establish an emergency session within the IM CN subsystem. The element describes an alternative service where the call should success. The alternative service is described by the type of service information. A possible reason cause why an alternative service is suggested may be included.


The <alternative-service> element contains a <type> element that indicates the type of alternative service. In the present document, the <type> element contains only the value "emergency".


The <reason> element contains an explanatory text with the reason why the session setup has been redirected. A UE may use this information to give an indication to the user.

7.6.4
MIME type definition
7.6.4.1
Introduction

This subclause defines the MIME type for "application/3gpp-ims+xml". A 3GPP IM CN subsystem XML Document can be identified with this media type.

7.6.4.2
Syntax

The following optional parameters are defined:

-
"charset": the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in RFC 3023 [xx].
-
"sv" or "schemaversion": the syntax for the "sv" or "schemaversion" parameter is specified in table 7.7B:

Table 7.7B: Syntax of the "sv" or "schemaversion" parameter

m-parameter    /= [ "sv" / "schema-version" EQUAL LDQUOT [ sv-value-list ] RDQUOT ]

sv-value-list  =  sv-value-range *( "," sv-value )

sv-value-range =  sv-value [ "-" sv-value ]

sv-value       =  number / token

number         =  1*DIGIT [ "." 0*DIGIT ]


The BNF for m-parameter is taken from IETF RFC 3261 [26] and modified accordingly.

7.6.4.3
Operation

The encoding considerations for "application/3gpp-ims+xml" are identical to those of "application/xml" as described in RFC 3023 [xx].
The "sv" or "schemaversion" parameter’s value is used to indicate:

-
the versions of the 3GPP IM CN Subsystem XML schema that can be used to validate the 3GPP IM CN subsystem XML body (if the MIME type and parameter are present in the Content-Type header) or

-
the accepted versions of the 3GPP IM CN Subsystem XML body (if the MIME type and parameter are present in the Accept header).

If the "sv" or "schemaversion" parameter is absent, it shall be assumed that version 1 of the XML Schema for the IM CN subsystem XML body is supported.
7.6.5
IANA Registration

Editor’s note: The MIME type "application/3gpp-ims+xml" as defined in this subclause and subclause 7.6.4 is to be registered in the IANA registry for Application Media Types based upon the following template.
MIME media type name: 

application

MIME subtype name: 

3gpp-ims+xml

Required parameters: 

None

Optional parameters: 

"charset"
the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in RFC 3023 [xx].

"sv" or "schemaversion"
the parameter’s value is used to indicate:

-
the versions of the 3GPP IM CN Subsystem XML schema that can be used to validate the 3GPP IM CN subsystem XML body (if the MIME type and parameter are present in the Content-Type header) or

-
the accepted versions of the 3GPP IM CN Subsystem XML body (if the MIME type and parameter are present in the Accept header).
If the "sv" or "schemaversion" parameter is absent, it shall be assumed that version 1 of the XML Schema for the IM CN subsystem XML body is supported.
This registration entry includes ABNF that modifies the m-parameter definition in RFC 3261 [26].  m-parameter allows for attribute/value pairs that are applicable to the media range. In particular, the ABNF below is given for a media range application/3gpp-ims+xml specific m-parameter. 
m-parameter    /= [ "sv" / "schema-version" EQUAL LDQUOT [ sv-value-list ] RDQUOT ]

sv-value-list  =  sv-value-range *( "," sv-value )

sv-value-range =  sv-value [ "-" sv-value ]

sv-value       =  number / token

number         =  1*DIGIT [ "." 0*DIGIT ]

Encoding considerations: 

Same as encoding considerations of application/xml as specified in RFC 3023 [xx]

Security considerations: 

3GPP has defined mechanisms for ensuring the privacy and integrity protection of the bodies of SIP messages used in the 3GPP IM CN Subsystem. 

Interoperability considerations: 

This content type provides a format for exchanging information in SIP Requests and Responses and used within the 3GPP IM CN Subsystem.

Published specification: 

3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP), stage 3"

Applications which use this media: 

Applications that use the 3GPP IM CN Subsystem as defined by 3GPP.

Intended usage: 

This content type provides a format for exchanging information in SIP Requests and Responses as used within the 3GPP IM CN Subsystem.
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