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1. Introduction

This paper represents the gsmSCF capability in PN access control for inclusion in stage3 TS 24.259.
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Roles for PN access control
10.1
Introduction
The PN access control procedure enables the controller UE to exercise access control to restrict accesses to certain controllee UE(s) of the PN as described in 3GPP TS 23.259 [xx]. 
10.2
PN UE
10.3 PNM application
10.3.1
gsmSCF(CAMEL service for PNM)
When the PNM application receives an indication that the gsmSCF has received a CAMEL IDP relating to a terminating call, the PNM application shall:

 (1)
check if the access control is applicable on basis of service key and called party number received in CAMEL IDP message.
(2)
if the call is not subject to access control, cause the gsmSCF to respond with a CAMEL CONTINUE and no further PNM specific procedures are performed on this call.
(3)
if the call is subject to access control, it cause the gsmSCF perform as follows:
(a)
check if the calling party is configured in PN access control list.
(b)
if the calling party is configured in PN access control list,cause the gsmSCF to respond with CAMEL CONTINUE message to GMSC.
(c)
if the calling party is not configured in PN access control list,cause the gsmSCF to generate the USSD request message to controller UE.
 (4)
based on controller’s response it cause the gsmSCF respond with CAMEL CONTINUE or CALL RELEASE message to GMSC.
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