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Abstract: This contribution proposes to add the issue on Access control as a place holder in Section10.13 to TR.

Introduction

During the last CT1 meeting, the principles has been agreed on the way forward of access control on E-UTRAN. A new subclause was added in Section 10.13 to TR24.008. 
This contribution proposes a new subclause of Basic Access Control.
Discussion

According to the decision in SA2, the principles for access control applied in the legacy system will apply with the additional access control currently under discussion in Rel8, i.e. PPAC. Therefore, the following two types of access control needs to be considered for work.
	· Basic access control
	:
mechanism for barring access attempts from the : barred UE

	· Paging Permission with Access Control (PPAC)
	:
new access control currently under discussion in Rel8


Although PPAC needs further clarification from other WGs to implement within TR24.801 which currently under discussion, it is useful to introduce ‘Basic access control’ subclause to progress the work in CT1.
Proposal

It is proposed to modify TR24.801 v0.5.1 with the following changes shown below.

Start of modification

10.13
Access Control
Editor's note: This clause will contain a description of access control aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

10.13.1 General

Due to problems in certain areas, Network Operators may decide to restrict access from some UEs (e.g., in case of congestion). In the case that a Network Operator decides to restrict access they may as an option allow restricted UEs to respond to paging messages and/or to perform location registrations.
10.13.2 Basic Access Control

At subscription one or more access control classes are allocated to the subscriber and stored in the USIM. The information providing all authorized classes is broadcast as system information (together with a bit indicating whether emergency calls may be made). This information is modified dynamically and therefore the UE has to check the system information before each attempt to access. (See. TS36.331, TS36.304)

When UEs send initial access message, UEs  
may access: Access Class stored in the USIM does not matches the broadcasted SIB(Access Class Barred List)
may not access : Access Class stored in the USIM match the broadcasted SIB(Access Class Barred List).
All UEs are members of one out of ten randomly allocated mobile populations, defined as Access Classes 0 to 9. The population number is stored in the SIM/USIM. In addition, mobiles may be members of one or more out of 5 special categories (Access Classes 11 to 15), also held in the USIM. These are allocated to specific high priority users as follows. (The enumeration is not meant as a priority sequence):


Class
15
-
PLMN Staff;


  -"-
14
-
Emergency Services;


  -"-
13
-
Public Utilities (e.g. water/gas suppliers);


  -"-
12
-
Security Services;


  -"-
11
-
For PLMN Use.
An additional control bit known as "Access Class 10" is also signalled over the air interface to the UE. This indicates whether or not network access for Emergency Calls is allowed for UEs with access classes 0 to 9 or without an IMSI. For UEs with access classes 11 to 15, Emergency Calls are not allowed if both "Access class 10" and the relevant Access Class (11 to 15) are barred. Otherwise, Emergency Calls are allowed.
End of modification
