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Abstract: This document discusses routeing of incoming calls towards terminal devices where those latter are connected to the network through intermediate devices in the customer premises and are seen from the IMS as a single UE with several public identities.

1.
Introduction

There are cases where the UE side is composed of several SIP terminals that access IMS networks through an intermediate entity which registers their public identities with its contact address. Implicit registration or wildcarded public URI may be used to register those public identities. Thus, from the IMS, such client side is seen as a single UE with several public identities. The intermediate entity is in charge of routeing incoming and outgoing calls toward/from the served terminals.  

Examples of such configurations are:

· Corporate networks: in that case the PBX or a corporate network site may use a wildcarded public identity to register all the served individual user identities. The PBX is in charge of routeing incoming calls toward the individual called user.

· Home networks: the Home Gateway may need to register on behalf of all the served terminals.  The Home Gateway is in charge of routeing incoming calls toward the individual called user.

In such situations, the intermediate entity needs to receive the incoming initial INVITE with the Request-URI containing the called user identity in order to be able to route the call toward the right terminal. However, currently, this is not possible as 24.229 specification states that the S-CSCF sets the Request-URI to the registered contact address before forwarding the incoming initial requests toward the served UE.

This document discusses a potential solution that allows the UE to receive the called user identity in Request-URI.
2.
Proposed solution

2.1
Requirements

The requirements to be fulfilled by the solution are:

· R1: Enable terminating requests to be routed to the P-CSCF

· R2: Enable the P-CSCF to associate the incoming request with a registration context (and therefore with a security association or a UE address/port).

· R3: Enable the UE to route the incoming request inside its domain, based on standard RFC3261 behaviour.

· R4: Preserve backward compatibility with existing IMS specifications.

2.2
Description
The proposed solution is based on a principle described in draft-rosenberg-sip-ua-loose-route-01: 

“When handling a request, a proxy only rewrites the Request-URI when performing a retargeting operation.  If, instead, the proxy is trying to route the request via some entity (whether its a proxy or UA) to reach the target, the Request-URI is retained, and Route header fields are pushed into the   request to reach the target.”
The proposed solution fulfils the above requirements as follows:

· R1: The S-CSCF inserts the contents of the path header associated to a registered contact in the route header of terminating requests (this is standard IMS behaviour).

· R2: The S-CSCF adds the Contact address to the route header (stripping out the Display name field if any) of the registered public user identity to the Route header (as the last field value). When receiving a terminating initial request, after removing its own address from the Route header, the P-CSCF uses the topmost Route header field (which happens to be the registered user’s Contact address) to identify the security association (or the UE's IP address / port in case no security association was established) and then route the request according to RFC3261.
· R3: The S-CSCF retains the received Request-URI value.

· R4: A specific trigger criteria is used to apply the procedures responding to R2 and R3. Three alternative are proposed:

· Alternative A:  Detection of a Wildcarded PUI. This alternative does not work in case another mean is used to register the public identities of the UE 

·  Alternative B: The presence of a special indication received from either the UE during registration as described in draft-rosenberg-sip-ua-loose-route-01: “When a UA registers, it places the "ua-loose" option tag into the Supported header field of its REGISTER request.  If the registrar and home proxy support the UA loose routing procedure described here, it adds a Require header field to the response, indicating to the UA that loose routing procedures will be used.  This mechanism would permit different UA for the same AOR to be a mix of ua-loose capable and ua-loose incapable.”

· Alternative C: the presence of a special indication received from the HSS, that is, contained in the UE service profile 

2.3 
Impact on 3GPP IMS specifications
Alternatives A and B requires a change of 24.229.

Alternative C requires change of 24.229 and 29.228/229
3. Conclusion

Alternative B allows the S-CSCF to determine the UE supports the proposed mechanism dynamically from SIP signalling. It is proposed to adopt the Change Request number C1-080303.
