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Introduction
TR 24.801 [1] contains information regarding the attach procedure initiation in the section, but the information provided is not up to date with the latest approval of TS 23.401 [3] and latest CRs. 

At present, many contentious issues stalled because of uncertainty in the stage 2 specifications are now resolved and CT1 can continue progressing work in TR 24.801 [1].
Discussion

We need to consider the requirements and description stated in TS 23.401 [3] for the attach initiation procedure. This part of the attach procedure results in an ATTACH REQUEST message sent by the UE. 
As shown below; the section 5.3.2.1 of TS 23.401 [3] tells us that the message would, at least, contain IMSI or old GUTI, the last visited TAI (if available), UE network capability, PDN address allocation, PCO and attach type. This gives the information to be included in the ATTACH REQUEST message.
1.
The UE initiates the Attach procedure by the transmission of an Attach Request (IMSI or old GUTI, last visited TAI (if available), UE Network Capability, PDN Address Allocation, Protocol Configuration Options, Attach Type) message together with an indication of the Selected Network to the eNodeB. IMSI shall be included if the UE does not have a valid GUTI available. If the UE has a valid GUTI, it shall be included. If available, the last visited TAI shall be included in order to help the MME produce a good list of TAIs for any subsequent Attach Accept message. Selected Network indicates the PLMN that is selected for network sharing purposes. UE Network Capability is described in clause "UE capabilities". If a NAS security association between the UE and the MME already exists, the Attach Request message shall be integrity protected in order to allow validation of the UE by the MME. It is FFS if the Attach Request message, or any individual information elements included in it, may also be encrypted to ensure its confidentiality. The PDN Address Allocation indicates whether the UE wants to perform the IP address allocation during the attach procedure and, when known, it indicates the UE IP version capability (IPv4, IPv4/IPv6, IPv6), which is the capability of the IP stack associated with the UE. Protocol Configuration Options (PCO) are used to transfer parameters between the UE and the PDN GW, and are sent transparently through the MME and the Serving GW. Attach Type indicates "Handover" when the UE has already an activated PDN GW/HA due to mobility with non-3GPP accesses.
Editor's note:
It has yet to be determined whether message 1 is only sent in ECM-CONNECTED state (e.g. it is preceded by a Service Request (type=signalling) procedure), or, whether message 1 can be used to establish an S1 connection (in which case, the message needs to carry the S-TMSI).
Editor's note:
The eNodeB may need to read GUTI/IMSI or other information elements from NAS message (e.g. to derive MME routeing), therefore it is assumed that at least these parts of that message are not encrypted.

Editor's note:
It's assumed that all the radio capabilities of the UE that the eNodeB has to know in order to handle radio resources for this UE are send to eNodeB upon RRC connection establishment.

Editor's note:
It's FFS whether the other values of the PDN Address Allocation and related use should be considered.

Seeing the stage 2 description above, we can say that the GUTI is the new globally unique temporary identity for EPS, as communicated by SA2 in S2-075862. The S-TMSI is part of this identity. In the ATTACH REQUEST message, the UE has to include the GUTI, if available. Otherwise, the IMSI.
TR 24.801 [1] contains an editor’s note on the possibility of including the APN in the ATTACH REQUEST message. This however, is not resolved in SA2 where it has been decided that APN would not be part of the message. Therefore, the existing editor’s note in the section 6.2.5.1.2 should be removed.
SA2 also communicates to different groups that support of DRX is needed also for EPS, and therefore we would propose to include them in the ATTACH REQUEST message when the UE supports it, though SA2 has not included them in the description of the attach procedure yet. 

Additionally, SA3 has now made new progress on NAS security procedures and there is a need of sending a NAS Key Set Identifier (KSI) in the initial L3 message. This allows the network to identifier the keys stored in the UE without performing the AKA procedure. 

SA3 has stated requirements on the integrity protection of NAS messages. Therefore, it seems that a Message Authentication Code (MAC) would be added to all NAS signalling messages. Also, a NAS message sequence number seems to be needed. For the case of ATTACH REQUEST message, it is not clear whether the integrity protection would also happen. Note that in case of first power-on of UE, a key set has not yet been agreed between the UE and the network and therefore integrity protection might not be able to take place, unless the UE has a default key set stored. It is therefore proposed to initially add an optional MAC IE and NAS message sequence number IE to the message till the issue is clarified. 

With regard to information elements definitions, the, for example, UE network capability would be something similar or an enhancement of today’s MS network capability which is transferred from the UE to the SGSN. The same may be applicable to other IEs such as Attach type, DRX parameters, and so on. These IEs might well being something like as today’s parameter IE definitions specified in TS 24.008 [2]. Note that 3GPP specifications already make use of information element descriptions stated in other specifications; e.g. TS 44.018 [4], TS 44.118 [5]. The re-use of existing information element, when possible, would allow among others re-use of current code in implementations as well as the certainty of robust and proved design which work in real networks today.

SA2 has decided to include the PCO IE in the ATTACH REQUEST message; therefore we propose to reuse the information element definition in TS 24.008 [2] for this purpose. Other information element definitions in the message may be re-used in the future as indicated in the above paragraph.
Proposal

It is proposed to update the 3GPP TR 24.801 [1] with the proposed text below.
References

[1]
3GPP TR 24.801, "3GPP System Architecture Evolution; CT WG1 aspects" (Release 8)
[2]
3GPP TS 24.008, "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3" (Release 8)

[3]
3GPP TS 23.401, "3GPP System Architecture Evolution; GPRS enhancements for LTE access" (Release 8)

[4] 
3GPP TS 44.018, "Mobile radio interface layer 3 specification, Radio Resource Control Protocol" (Release 7)
[5] 
3GPP TS 44.118, "Mobile radio interface layer 3 specification; Radio Resource Control (RRC) protocol; Iu mode" (Release 7)

1st Change

6.2.5.1
Attach procedure

6.2.5.1.1
General

The attach procedure is used to attach for packet services in EPS. With a successful attach procedure, a context is established for the UE in the MME, and a default bearer is established between the UE and the PDN GW, thus enabling always-on IP connectivity to the UE.

In a shared network, the UE shall choose one of the PLMN identities broadcast in the cell for the attach procedure. The selected network shall be indicated by the UE to the eNodeB.

6.2.5.1.2
Attach procedure initiation

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED. The UE shall include in the ATTACH REQUEST message a valid S-TMSI, if available, and the last visited registered tracking area identity associated with the S-TMSI. If there is no valid S-TMSI available, the UE shall include the IMSI in the ATTACH REQUEST message. The UE shall also indicate the UE network capability, attach type, and NAS key set identifier.
If available, the UE shall also include information about the IP address allocation in the PDN address allocation IE as specified in subclause 5.1.3. The UE may also indicate the DRX parameter, and the protocol configuration options.

The UE shall integrity protect the ATTACH REQUEST message according to the conditions described in the subclause 6.1.1. Therefore, if integrity protection is possible, a message authentication code and a NAS message sequence number shall be part of the ATTACH REQUEST message.
6.2.5.1.3
Identification and authentication

During the attach procedure, the MME may initiate an identification procedure, in order to request IMSI information from the UE. The MME may also initiate an authentication procedure and may setup security mode.

Next Change

6.5
Message functional definitions and contents

6.5.x
EPS Mobility Management (EMM) messages
6.5.x.1
Attach request

This message is sent by the UE to the network in order to perform an attach procedure. See table 6.5.x.1/3GPP TR 24.801.

Message type:
ATTACH REQUEST

Significance:

dual

Direction:


UE to network

Table 6.5.x.1/3GPP TR 24.801: ATTACH REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

6.6.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

6.6.3
	M
	V
	1/2

	
	Attach request message identity
	Message type

6.6.4
	M
	V
	1

	
	UE network capability
	TBD
	M
	TBD
	TBD

	
	Attach type
	TBD
	M
	TBD
	TBD

	
	NAS key set identifier
	TBD
	M
	TBD
	TBD

	
	Old GUTI or IMSI
	TBD
	M
	TBD
	TBD

	
	Last visited registered tracking area identity
	TBD
	M
	TBD
	TBD

	TBD
	Message authentication code
	TBD
	O
	TBD
	TBD

	TBD
	NAS message sequence number
	TBD
	O
	TBD
	TBD

	TBD
	PDN address allocation
	TBD
	O
	TBD
	TBD

	TBD
	DRX parameter
	TBD
	O
	TBD
	TBD

	TBD
	Protocol configuration options
	Protocol configuration options
6.6.5.2.2
	O
	TLV
	3 - 253


Editor's note:
It has to be decided the detail encoding of information elements of the ATTACH REQUEST message. It is assumed that existing information elements in other specifications, e.g. 3GPP TS 24.008 [4], would be reused when possible.
Next Change

6.6.5.2.2
Protocol configuration options
See 10.5.6.3 in 3GPP TS 24.008 [4].

End Change



