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Abstract: This contribution proposes to introduce the concept of a Globally Unique Temporary UE Identity (GUTI), which was introduced at the last SA2 meeting into TR 24.801.
Introduction

At the last SA2 meeting in Ljubljana (Nov. 12th - 16th), a new concept was introduced whereby the UE can uniquely identified by a Globally Unique Temporary UE Identity (GUTI), was agreed to be included in TS 23.401 [1] (see S2-075726). 
This contribution proposes to introduce to TR 24.801 [2] this concept of globally unique temporary identities.
Discussion

According to S2-075726, which was agreed at the last SA2#61 meeting; this concept of globally unique temporary identities has two main components:

· one that uniquely identifies the MME which allocated the GUTI; and
· one that uniquely identifies the UE within the MME that allocated the GUTI.

Furthermore, in TS 23.401 [1] subclause 5.2.2, the GUTI concept is described as follows:
Within the MME, the mobile is identified by the M-TMSI.

The Globally Unique MME Identifier (GUMMEI) is constructed from MCC, MNC and MME Identifier (MMEI).

In turn the MMEI is constructed from an MME Group ID (MMEGI) and an MME Code (MMEC).

The GUTI is constructed from the GUMMEI and the M-TMSI.

For paging, the mobile is paged with the S-TMSI. The S-TMSI is constructed from the MMEC and the M-TMSI.

The operator needs to ensure that the MMEC is unique within the MME pool area and, if overlapping pool areas are in use, unique within the area of overlapping MME pools.

The GUTI is used to support subscriber identity confidentiality, and, in the shortened S-TMSI form, to enable more efficient radio signalling procedures (e.g. paging and Service Request).

Proposal

It is proposed that CT1 take the recently SA2 agreed GUTI concept into consideration and modify TR 24.801 v0.5.0 with the following proposed changes shown below.
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1st Change

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AMBR
Aggregate Maximum Bit Rate

ARP
Allocation Retention Priority

E-UTRA
Evolved Universal Terrestrial Radio Access

E-UTRAN
Evolved Universal Terrestrial Radio Access Network

EMM
EPS Mobility Management

EPC
Evolved Packet Core Network

ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

ESM
EPS Session Management

FA
Foreign Agent

GBR
Guaranteed Bit Rate
GUMMEI
Globally Unique MME Identifier

GUTI
Globally Unique Temporary Identifier
HRPD
High Rate Packet Data

LBI
Linked Bearer Identity

MBR
Maximum Bit Rate

MME
Mobility Management Entity
M-TMSI
M-Temporary Mobile Subscriber Identity
PDN GW
Packet Data Network Gateway

PTI
Procedure Transaction Identity

RRQ
Registration Request

RRP
Registration Reply

S1AP
S1 Application Protocol

SAE
System Architecture Evolution

SDF
Service Data Flow

SMC
Security Mode Command

TAC
Tracking Area Code

TFT
Traffic Flow Template

Next Change

5.1
General

5.1.1
Registration areas in the EPS

5.1.1.1
General

Within the EPS, a registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. Tracking areas cannot overlap each other. Within the EPS, the concept of "registration to multiple tracking areas" applies:

-
A tracking area is broadcast in a cell, identified by a Tracking Area Code (TAC) and a PLMN identifier. In case of a shared network, a single TAC and multiple PLMN identifiers are broadcast.

Editor's note: The structure and coding of the TAC is FFS.

-
In order to reduce the tracking area update signalling within the EPS, the MME can assign several tracking areas to the UE.

-
The UE considers itself registered to a list of tracking areas and does not need to trigger tracking area update other than periodic tracking area update as long as it stays in one of the tracking areas of the list of tracking areas received from the MME.
Editor's note: the maximum number of tracking areas which can be allocated per UE needs to be defined.
-
The UE will consider the list of tracking areas as valid, until it receives a new list in the next normal tracking area update or periodic tracking area update or it is commanded by the network to delete the complete list of tracking areas or it is detached from the EPS. If the tracking area update request or attach procedure via E-UTRAN is accepted or the TA list is reallocated by the MME, the MME shall provide at least one entry in the tracking areas list.

-
The TA list can be reallocated by the MME.
-
When the UE is detached from the EPS, the TA list in the UE is invalid; except for the last visited registered TAI, the TA list can be deleted by the UE.

-
The MME allocates only one temporary identity (GUTI) to the UE, even if the UE is registered to more than one tracking area.

-
The MME stores the GUTI and TA list in its EMM Context for the UE.

-
The MME can initiate paging of the UE in all cells of all tracking areas the UE is registered to.

-
A TA list assigned by an MME to a UE shall only contain tracking areas served by this MME.
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5.1.2
GUTI and S-TMSI handling

A globally unique temporary user identity for E-UTRA based services, the Globally Unique Temporary Identity (GUTI), is used for identification within the signalling procedures, and, in its shortened S-Temporary Mobile Subscriber Identity (S-TMSI) form to enable more efficient radio signalling in the paging and service request procedures. The purpose of the GUTI and S-TMSI is to provide identity confidentiality, i.e., to protect a user from being identified and located by an intruder. The structure of the GUTI and its derivatives will be specified in 3GPP TS 23.003 [7]. The GUTI concept has two main components, one that provides for an unambiguous identity of the UE within the MME that allocated it, and one that uniquely identifies the MME that allocated the GUTI. The GUTI is constructed from the Globally Unique MME Identifier (GUMMEI) and the M-Temporary Mobile Subscriber Identity (M-TMSI). Within an MME, the UE is identified by the M-TMSI.
The MME is responsible of allocating the GUTI to the UE. The allocation of the GUTI can be performed during attach, tracking area updating and GUTI reallocation procedures. The MME uses the S-TMSI for paging purposes.


A UE supporting E-UTRA includes a valid GUTI, if any is available, in the attach and tracking area updating request messages. In the service request message, the UE includes a valid S-TMSI as user identity. The MME may assign a new GUTI for a particular UE at successful attach, tracking area updating and GUTI reallocation procedures.

If a new GUTI is assigned by the MME, the UE and the MME handle the GUTI as follows:

-
Upon receipt of a mobility management message containing a new GUTI the UE considers the new GUTI as valid and the old GUTI as invalid.

-
The MME considers the old GUTI as invalid as soon as an acknowledgement for an attach, tracking area updating or GUTI reallocation procedure is received.

Usually, the GUTI reallocation is performed at least at each time the UE moves to a new tracking area not included in the tracking area list assigned to the UE. However, this is left to the network operator's policies.

Next Change

5.3
UE NAS mobility functions in EMM-CONNECTED mode

Editor's note: This subclause will contain a description of UE NAS mobility functions in EMM-CONNECTED mode.

In EMM-CONNECTED mode a UE with a valid USIM inserted will: 

-
perform GUTI reallocation when requested by the MME;

-
respond to identification requests from the MME;

-
perform authentication when requested by the MME;

-
initiate the ciphering and integrity protection for NAS signalling when requested by the MME;

-
not perform periodic tracking area updating;

-
when attached to the EPS: 

-
perform tracking area updating when after handover the UE detects that it has entered a tracking area not in the list of assigned tracking areas;

Editor's note: The use of the service request procedure in order to establish the radio bearers, when uplink user data is to be sent and only a NAS signalling connection exists, is FFS.

-
perform detach when the UE is switched off, the USIM is removed from the UE, the EPS capability of the UE is disabled, or when requested by the MME.

Editor's note: The support of GUTI reallocation, identification request and tracking area updating by a UE using emergency services without valid USIM is FFS.
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6.2.1.2
Types of EMM procedures

Depending on how they can be initiated, three types of EMM procedures can be distinguished:

1)
EMM common procedures:

An EMM common procedure can always be initiated whilst a NAS signalling connection exists. The procedures belonging to this type are:

Initiated by the network:

-
GUTI reallocation;

-
authentication and security mode;

Editor's note: The inclusion of the security mode procedure for NAS signalling in the authentication procedure is FFS.

-
identification;

-
EMM information.

2)
EMM specific procedures:

At any time only one UE initiated EMM specific procedure can be running. The procedures belonging to this type are:

Initiated by the UE and used to attach the IMSI in the network for EPS services and to establish an EMM context and a default bearer:

-
attach.

Initiated by the UE or the network and used to detach the IMSI in the network for EPS services and to release an EMM context and all bearers:

-
detach.

Initiated by the UE when an EMM context has been established:

-
normal tracking area updating;

-
periodic tracking area updating.

The tracking area updating procedure can be used to request also the resource reservation for sending data.

3)
EMM connection management procedures:

Initiated by the UE and used to establish a secure connection to the network or to request the resource reservation for sending data, or both:

-
service request.

The service request procedure can only be initiated if no UE initiated EMM specific procedure is ongoing.

Initiated by the network and used to request the establishment of a NAS signalling connection or to prompt the UE to re-attach if necessary as a result of a network failure:

-
paging procedure.
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6.2.4.1
GUTI reallocation procedure

6.2.4.1.1
General

The purpose of the GUTI reallocation procedure is e.g. to provide identity confidentiality, i.e. to protect a user against being identified and located by an intruder, by means of allocating a GUTI to a particular UE (see subclause 5.1.2).

The reallocation of a GUTI is performed by the unique procedure defined in this subclause. This procedure can only be initiated by the MME in state EMM-REGISTERED.

The GUTI can also be implicitly reallocated at attach or tracking area updating procedures. The implicit reallocation of a GUTI is described in the subclauses which specify these procedures (see subclause 6.2.5.1 and 6.2.5.3).

NOTE 1:
The GUTI reallocation procedure is usually performed in ciphered mode.

NOTE 2:
Normally, the GUTI reallocation will take place in conjunction with another mobility management procedure, e.g. as part of tracking area updating.

6.2.4.1.2
GUTI reallocation initiation by the network

The MME shall initiate the GUTI reallocation procedure by sending a GUTI REALLOCATION COMMAND message to the UE and starting the timer T3450.

The GUTI REALLOCATION COMMAND message shall include a new combination of GUTI and/or tracking area list.

6.2.4.1.3
GUTI reallocation completion by the UE

Upon receipt of the GUTI REALLOCATION COMMAND message, the UE shall store the GUTI and the tracking area list, and send a GUTI REALLOCATION COMPLETE message to the MME. The UE considers the new GUTI as valid and the old GUTI as invalid (see subclause 5.1.2).

6.2.4.1.4
GUTI reallocation completion by the network

Upon receipt of the GUTI REALLOCATION COMPLETE message, the MME shall stop the timer T3450 and consider the new GUTI as valid and the old GUTI as invalid (see subclause 5.1.2).

Editor's note: The abnormal cases in the UE and on the network side need to be defined.


Figure 6.2.4.1.4.1: GUTI reallocation procedure
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6.2.5.1
Attach procedure

6.2.5.1.1
General

The attach procedure is used to attach for packet services in EPS. With a successful attach procedure, a context is established for the UE in the MME, and a default bearer is established between the UE and the PDN GW, thus enabling always-on IP connectivity to the UE.

In a shared network, the UE shall choose one of the PLMN identities broadcast in the cell for the attach procedure. The selected network shall be indicated by the UE to the eNodeB.

6.2.5.1.2
Attach procedure initiation

In state EMM-DEREGISTERED, the UE initiates the attach procedure by sending an ATTACH REQUEST message to the MME, starting timer T3410 and entering state EMM-REGISTERED-INITIATED. The UE shall include in the ATTACH REQUEST message a valid GUTI, if available, and the last visited registered tracking area identity, if available. If there is no valid GUTI available, the UE shall include the IMSI in the ATTACH REQUEST message.

If available, the UE shall also include information about the IP address allocation as specified in subclause 5.1.3.

Editor's note: It is FFS whether the UE provides the APN information in the ATTACH REQUEST message.

6.2.5.1.3
Identification and authentication

During the attach procedure, the MME may initiate an identification procedure, in order to request IMSI information from the UE. The MME may also initiate an authentication procedure and may setup security mode.

6.2.5.1.4
Attach accepted by the network

If the attach request is accepted by the network, the MME shall send an ATTACH ACCEPT message to the UE. 

The MME shall assign and include the list of tracking areas the UE is registered to in the ATTACH ACCEPT message. The UE, receiving an ATTACH ACCEPT message, shall delete its old list of tracking areas and store the received list of tracking areas.

Upon receiving the ATTACH ACCEPT message, the UE shall stop timer T3410, reset the attach attempt counter and tracking area update attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED.

The GUTI reallocation may be part of the attach procedure. When the ATTACH REQUEST message includes the IMSI or when the MME considers the GUTI provided by the UE is invalid, the MME shall allocate a new GUTI to the UE. The MME shall include in the ATTACH ACCEPT message the new assigned GUTI together with the list of assigned tracking areas. In this case the MME shall start timer T3450 and enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 6.2.4.1.

If the ATTACH ACCEPT message contains an GUTI, the UE shall use this GUTI as the new temporary identity and shall send an ATTACH COMPLETE message to the MME. The UE shall delete its old GUTI and store the new assigned GUTI. If no GUTI has been included by the MME in the ATTACH ACCEPT message, the old GUTI, if any available, shall be kept. 

The MME shall allocate an EPS bearer identity for the default EPS bearer context activated for the UE and shall include the EPS bearer identity in the ATTACH ACCEPT message.

The MME shall include in the ATTACH ACCEPT message the PDN address assigned to the UE by the PDN GW, if available. This address shall be used for the default bearer and any dedicated bearer established towards the same PDN.

The MME may include an IPv6 address of the PDN GW in the ATTACH ACCEPT message, for further use with host based mobility. In addition to the IPv6 address, the MME may also include an IPv4 address of the PDN GW.

Editor's note: The conditions under which a PDN GW address is delivered by the MME are FFS. Whether this IP address is delivered only if host based mobility is used or in any case is FFS. Whether this depends on UE IP version capabilities is FFS.

Upon receiving an ATTACH COMPLETE message, the MME shall stop timer T3450 and consider the GUTI sent in the ATTACH ACCEPT message as valid.

6.2.5.1.5
Attach not accepted by the network

If the attach cannot be accepted by the network, the MME shall send an ATTACH REJECT message to the UE including an appropriate reject cause value.

Upon receiving the ATTACH REJECT message, the UE shall stop timer T3410, enter state EMM-DEREGISTERED and take corresponding actions based on the reject cause value received.

Editor's note: The reject cause values as well as the actions the UE takes and the substates of the state EMM-DEREGISTERED (see subclause 6.2.1.3.2.3) the UE enters as a result of receiving different reject causes are FFS.

6.2.5.2
Detach procedure

6.2.5.2.1
General

The detach procedure is used:

-
by the UE to inform the network that it does not want to access the EPS any longer; and

-
by the network to inform the UE that it does not have access to the EPS any longer.

The detach procedure shall be invoked by the UE if the UE is switched off, the USIM card is removed from the UE or the EPS capability of the UE is disabled.
If the detach procedure is performed, the EPS bearer context(s) for this particular UE are deactivated locally without peer-to-peer signalling between the UE and the MME.

6.2.5.2.2
UE initiated detach procedure

6.2.5.2.2.1
UE initiated detach procedure initiation

The detach procedure is initiated by the UE by sending a DETACH REQUEST message. The Switch Off parameter in this message indicates whether detach is due to a switch off situation or not.

The UE shall include the GUTI in the DETACH REQUEST message.

If the detach is not due to switch off and the UE is in the state EMM-REGISTERED, timer T3421 shall be started in the UE after the DETACH REQUEST message has been sent. The UE shall then enter the state EMM-DEREGISTERED-INITIATED.

If the UE is to be switched off, the UE shall try for a period of 5 seconds to send the DETACH REQUEST message. During this period, the UE may be switched off as soon as the DETACH REQUEST message has been sent.
6.2.5.2.2.2
UE initiated detach procedure completion

When the DETACH REQUEST message is received by the network, the network shall send a DETACH ACCEPT message to the UE, if the Switch Off parameter indicates that the DETACH REQUEST has not been sent due to switching off. Otherwise, the procedure is completed when the network receives the DETACH REQUEST message.

The network and the UE shall deactivate the EPS bearer context(s) for this UE locally without peer-to-peer signalling between the UE and the MME.

The UE, when receiving the DETACH ACCEPT message, shall stop timer T3421.

The UE is marked as inactive in the network for EPS services. State EMM-DEREGISTERED is entered in the UE and the network.

6.2.5.2.2.3
Abnormal cases in the UE

6.2.5.2.3
Network initiated detach procedure

6.2.5.2.3.1
Network initiated detach procedure initiation

The network initiates the detach procedure by sending a DETACH REQUEST message to the UE. The DETACH REQUEST message shall include a detach type IE. In addition, the network may include a cause IE to specify the reason for the detach request. The network shall start timer T3422, deactivate the EPS bearer context(s) for the UE locally and enter state EMM-DEREGISTERED-INITIATED.
6.2.5.2.3.2
Network initiated detach procedure completion by the UE

When receiving the DETACH REQUEST message and the detach type IE indicates "re-attach required", the UE shall deactivate the EPS bearer context(s) including the EPS default bearer context locally without peer-to-peer signalling between the UE and the MME. The UE shall then send a DETACH ACCEPT message to the network and enter state EMM-DEREGISTERED. The UE shall, after the completion of the detach procedure, initiate an attach procedure.
When receiving the DETACH REQUEST message and the detach type IE indicates "re-attach not required", the UE shall deactivate the EPS bearer context(s) including the EPS default bearer context locally without peer-to-peer signalling between the UE and the MME. The UE shall then send a DETACH ACCEPT message to the network and enter state EMM-DEREGISTERED.

6.2.5.2.3.3
Network initiated detach procedure completion by the network

The network shall, upon receipt of the DETACH ACCEPT message, stop timer T3422 and enter state EMM-DEREGISTERED.

6.2.5.2.3.4
Abnormal cases on the network side

6.2.5.3
Tracking area updating procedure

6.2.5.3.1
General

The tracking area updating procedure is always initiated by the UE and is used for the following purposes:

-
normal tracking area updating to update the registration of the actual tracking area of a UE in the network;

-
periodic tracking area updating to periodically notify the availability of the UE to the network;

-
Iu mode to S1 mode intersystem change and A/Gb mode to S1 mode intersystem change.

Editor's note: Other purposes of using the tracking area updating procedure will be added if identified.

Editor's note: The impact of idle mode signalling reduction on this procedure is FFS.

During the tracking area updating procedure, the MME may initiate an authentication procedure and setup security mode.

In a shared network, the UE shall select one of the PLMN identities received on the broadcast channel for the tracking area updating procedure. The selected network shall be indicated by the UE to the E-UTRAN.

A UE initiating the tracking area updating procedure in EMM-IDLE mode may request the network to re-establish the radio and S1 bearers for all active EPS bearer contexts during the procedure.

The periodic tracking area updating procedure is controlled in the UE by timer T3412. When timer T3412 expires, the periodic tracking area updating procedure is started. Start and reset of timer T3412 is described in subclause 6.2.5.3.2.

6.2.5.3.2
Handling of the periodic tracking area update timer

Periodic tracking area updating is used to periodically notify the availability of the UE to the network. The procedure is controlled in the UE by the periodic tracking area update timer T3412. The value of timer T3412 is sent by the network to the UE in the ATTACH ACCEPT message and the TRACKING AREA UPDATE ACCEPT message. The UE shall apply this value in all tracking areas of the tracking areas list assigned to the UE, until a new value is received.

The timer T3412 is reset and started with its initial value, when the UE goes from EMM-CONNECTED to EMM-IDLE mode. The timer T3412 is stopped when the UE enters EMM-CONNECTED mode.

When timer T3412 expires, the periodic tracking area updating procedure shall be started and the timer shall be set to its initial value for the next start.

If the UE is in another state than EMM-REGISTERED.NORMAL-SERVICE when the timer expires the periodic tracking area updating procedure is delayed until the UE returns to EMM-REGISTERED.NORMAL-SERVICE.

Editor's note: Whether T3412 can be sent in the TRACKING AREA UPDATE ACCEPT message without integrity protection is FFS.

Editor's note: The impacts of idle mode signalling reduction on T3412 handling are FFS.

6.2.5.3.3
Tracking area updating procedure initiation

The UE in state EMM-REGISTERED shall initiate the tracking area updating procedure by sending a TRACKING AREA UPDATE REQUEST message to the MME,

i)
when the UE detects entering a tracking area that is not in the tracking area list that the UE previously registered in the MME;

ii)
when the periodic tracking area updating timer T3412 expires.

After sending the TRACKING AREA UPDATE REQUEST message to the MME, the UE shall start timer T3430 and enter state EMM-TRACKING-AREA-UPDATING-INITIATED.

In the TRACKING AREA UPDATE REQUEST message the UE shall include a GUTI and the last visited registered TAI of the TA list, the update type indicating the type of the tracking area updating. If a UE in EMM-IDLE mode has uplink user data pending when it initiates the tracking area updating procedure, it may also set an "active" flag in the TRACKING AREA UPDATE REQUEST message to indicate the wish to establish the user plane to the network.

The UE may set a follow-on request pending indicator in the TRACKING AREA UPDATE REQUEST message, to indicate its wish to keep the NAS signalling connection after the completion of the tracking area updating procedure. Only one of the two indicators, "active" flag and follow-on request pending indicator, shall be set in the message.

The UE may also include an EPS bearer context status IE in the TRACKING AREA UPDATE REQUEST message, indicating which EPS bearer contexts are active in the UE.

Editor's note: It is FFS whether the EPS bearer context status IE is an optional or a mandatory parameter.

6.2.5.3.4
Tracking area updating procedure accepted by the network

If the tracking area update request has been accepted by the network, the MME shall send a TRACKING AREA UPDATE ACCEPT message to the UE. If the MME assigns a new GUTI for the UE, a GUTI shall be included in the TRACKING AREA UPDATE ACCEPT message together with the tracking area list. In this case, the MME shall start timer T3450 and enter state EMM-COMMON-PROCEDURE-INITIATED as described in subclause 6.2.4.1.

Editor's note: It is FFS whether other information such as the "equivalent PLMNs" and a "list of emergency numbers" are included in the TRACKING AREA UPDATE ACCEPT message.

If an EPS bearer context status IE is included in TRACKING AREA UPDATE REQUEST message, the MME shall deactivate all those EPS bearer contexts locally (without peer-to-peer signalling between the MME and the UE) which are active on the network side, but are indicated by the UE as being inactive. Additionally, the MME shall include an EPS bearer context status IE in the TRACKING AREA UPDATE ACCEPT message, indicating which EPS bearer contexts are active in the MME.
In a shared network the MME shall indicate the PLMN identity of the operator that has accepted the tracking area update request in the TRACKING AREA UPDATE ACCEPT message.

Editor's note: How this PLMN identity is encoded in the TRACKING AREA UPDATE ACCEPT message is FFS.

If the "active" flag is included in the TRACKING AREA UPDATE REQUEST message, the MME shall re-establish the radio and S1 bearers for all active EPS bearer contexts.

Upon receiving a TRACKING AREA UPDATE ACCEPT message, the UE shall store the received tracking area list, stop timer T3430, reset the routing area updating attempt counter, enter state EMM-REGISTERED and set the EPS update status to EU1 UPDATED. If the message contains a GUTI, the UE shall use this GUTI as new temporary identity for EPS services and shall store the new GUTI. If no GUTI was included by the MME in the TRACKING AREA UPDATE ACCEPT message, the old GUTI shall be used.

If an EPS bearer context status IE is included in the TRACKING AREA UPDATE ACCEPT message, the UE shall deactivate all those EPS bearers contexts locally (without peer-to-peer signalling between the UE and the MME) which are active in the UE, but are indicated by the MME as being inactive.

If the network wishes to maintain the NAS signalling connection (for example, if the UE has indicated "follow-on request pending" in the TRACKING AREA UPDATE REQUEST message) the network shall indicate "follow-on proceed" in the TRACKING AREA UPDATE ACCEPT message. If the network wishes to release the NAS signalling connection, the network shall indicate "no follow-on proceed" in the TRACKING AREA UPDATE ACCEPT message. The UE shall act according to the follow-on proceed flag provided by the network.

If the TRACKING AREA UPDATE ACCEPT message contained a GUTI, the UE shall return a TRACKING AREA UPDATE COMPLETE message to the MME to acknowledge the received GUTI.

Upon receiving a TRACKING AREA UPDATE COMPLETE message, the MME shall stop timer T3450, and shall consider the GUTI sent in the TRACKING AREA UPDATE ACCEPT message as valid.

6.2.5.3.5
Tracking area updating procedure not accepted by the network

If the tracking area updating cannot be accepted by the network, the MME sends a TRACKING AREA UPDATE REJECT message to the UE including an appropriate reject cause value.

Upon receiving the TRACKING AREA UPDATE REJECT message, the UE shall stop timer T3430 and take corresponding actions depending on the reject cause value received.

Editor's note: The reject cause values as well as the actions the UE takes and the substates of the state EMM-DEREGISTERED (see subclause 6.2.1.3.2.3) the UE enters as a result of receiving different reject causes are FFS.
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6.7
List of system parameters

6.7.1
General

The description of timers in the following tables should be considered a brief summary.

6.7.2
Timers of EPS mobility management

Table 6.7.1.1: EPS mobility management timers – UE side

	TIMER NUM.
	TIMER VALUE
	STATE
	CAUSE OF START
	NORMAL STOP
	ON 
EXPIRY

	T3412
	Default 
(duration FFS)

NOTE 1
	EMM-REGISTERED
	In EMM-REGISTERED, when EMM-CONNECTED mode is left.
	When entering state EMM-DEREGISTERED or when entering EMM-CONNECTED mode. 
	Initiation of the periodic TAU procedure

	NOTE 1:
The value of this timer is used if the network does not indicate another value in an EMM signalling procedure.


Table 6.7.1.2: EPS mobility management timers – network side

	TIMER NUM.
	TIMER VALUE
	STATE 
	CAUSE OF START
	NORMAL STOP
	ON THE
 1st, 2nd, 3rd, 4th EXPIRY (NOTE 1)

	T3450
	6s
	EMM-COMMON-PROC-INIT
	ATTACH ACCEPT sent with GUTI
TAU ACCEPT sent with GUTI
GUTI REALLOC COMMAND sent
	ATTACH COMPLETE received

TAU COMPLETE received

GUTI REALLOC COMPLETE received
	Retransmission of the same message type, i.e. ATTACH ACCEPT, TAU ACCEPT or GUTI REALLOC COMMAND

	T3470
	6s
	EMM-COMMON-PROC-INIT
	IDENTITY REQUEST sent
	IDENTITY RESPONSE received
	Retransmission of IDENTITY REQUEST

	NOTE 1:
Typically, the procedures are aborted on the fifth expiry of the relevant timer. Exceptions are described in the corresponding procedure description.
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10.4
NAS signalling transport (E-UTRAN only)

In GPRS, procedures related to GMM, SM and RAB setup are performed independently of each other.

In EPS, in order to reduce the time and number of signalling necessary, there have been enhancements to these signalling flows, e.g. there are impacts on the attach and dedicated EPS bearer establishment procedures compared to GPRS.
For the attach procedure, at least the following messages should be considered for piggybacked transport in the radio bearer messages:

-
Attach Accept (GUTI, etc.);
-
Session Management Configuration (e.g. PDN Address).

For the dedicated EPS bearer establishment procedure, at least the following message should be considered for piggybacked transport in the radio bearer messages:

-
Session Management Configuration (e.g. UL filter).

Editor's note: The lists of procedures and messages for each procedure to be considered for piggybacked transport are not intended to be complete.

Next Change

10.12
Home cell deployments

10.12.1
General

10.12.1.1
Introduction

A home cell deployment is a single eNodeB used in a home or a small group of cells e.g. in a campus deployment. Typically, access to home cells is restricted to particular subscribers.

10.12.1.2
Working assumptions for all home cell deployment options

-
Tracking area update reject messages alone cannot be used to control access to home cells.

-
A UE must be prevented from attempting to access a home cell if the UE is not a member of the home cell.

-
It is not practical to use a forbidden list to control access to home cells because of the need to allow for a very large number of home cells within a single network.

-
A home cell must identify itself as a home cell by broadcasting a one bit flag.

-
UE access to home cells will be controlled by a white list of home cell identifiers stored in the UE.

Editor's note: Subclauses of 10.12 from 10.12.2 onwards contain solution options for home cell deployments, with one self‑contained option per subclause.

10.12.2
Option A

10.12.2.1
Introduction

A closed subscriber group (CSG) area is a tracking area that consists of a cell or group of cells to which access is restricted to a defined group of users. Idle and Active mobility procedures are optimized to avoid UE battery inefficiencies when a UE is not allowed to use a cell.

NOTE:
A CSG is not limited to the deployment of a single cell in a home, it can also be a campus deployment of multiple cells.

10.12.2.2
Definitions related to CSGs

Allowed CSGs List: A list stored in the UE of tracking area codes that belong to CSG cells. A UE is able to access only those CSG cells that have a tracking area code in this list.

Closed Subscriber Group (CSG) area: A collection of one or more cells that have a common tracking area identifier and indicate that they are closed, i.e. CSG cells.

CSG area identity: The identifier of a Closed Subscriber Group. For Option A, the CSG area identity is the TAI of the CSG cell(s).

Current Registration Area: an area represented by the cells identified by the Mobility List stored in the UE.

Mobility List: A list stored in the UE of tracking area codes that belong to tracking areas and CSG cells that the UE can access without performing a tracking area updating procedure.

10.12.2.3
Abbreviations related to CSGs 

CSG
Closed Subscriber Group

10.12.2.4
Impact of CSGs on Registration Areas in the EPS 

Within the EPS, a registration area is defined as a set of tracking areas and each of these tracking areas consists of one or more cells that cover a geographical area. A single cell can only belong to a single tracking area or a single Closed Subscriber Group (CSG). Tracking areas cannot overlap each other. CSGs cannot overlap each other. Within the EPS, the concept of "registration to multiple tracking areas" applies:

-
A tracking area identifier or closed subscriber group identifier is broadcast in a cell, and in both cases is identified by a Tracking Area Code (TAC) and a PLMN identifier. In case of a shared network, a single TAC and multiple PLMN identifiers are broadcast.

-
An indication is broadcast on each cell indicating whether the TAC is an identity of a tracking area or of a closed subscriber group.

Editor's note: The structure and coding of the TAC is FFS.

-
In order to reduce the tracking area update signalling within the EPS, the MME can assign several tracking areas and CSGs to the UE.

-
The EPC may indicate to the UE the identities of the CSGs to which it is subscribed. The UE shall treat all CSG cells where the UE does not belong to the associated CSG as though they are NOT a suitable cell as defined in 3GPP TS 23.122 [22].

Editor's note: To help with battery efficiency, the decision on what CSG TAs to provide to the UE could be based on the proximity of the UE to a subscribed CSG. Whether the UE location influences the provided CSG TAs is FFS.

-
The working assumption is that the allowed CSG list shall be stored in the UICC and, as an implementation option, can be stored additionally in the ME. If stored in the ME, when the ME detects that the UICC has been changed, the CSG list will be deleted from the ME.

Editor's note: for the decision where to store the allowed CSG list the following points should be taken into account:

-

how quickly CSG cells must be found at power on; 

-
whether it is required to maintain the list when moving the UICC between terminals; 

-
whether EPS requires other modification of the UICC; and

-
the number of entries there will be in a white list.

-
At switch-on the UE searches for a suitable cell in the manner described in 23.122 [22] and 25.304 [29]. This could result in the UE getting onto a TA of CSG cells correspond to the CSG list stored in the UICC or in the ME. Otherwise by cell reselection procedures, the UE can be manoeuvred to get onto TAs of CSG cells of its CSG list.
Editor's note: The manner by which the UE can be persuaded to perform cell reselection or be manoeuvred onto CSG TAs when and if CSG TAs are available is a cell selection/reselection is FFS, but this matter is the responsibility of RAN2 and not within the remit of CT1.

-
The MME may as part of Attach and/or TAU procedures provide the UE with a TAC (or TACs) identifying a CSG or non-CSG tracking area. If the TAC is a CSG area identity, the UE shall add this identity to the Allowed CSGs List.

-
The UE considers itself registered to a list of tracking areas stored in its Mobility List and does not need to trigger tracking area update other than periodic tracking area update as long as it stays in the Current Registration Area i.e. a cell that has one of the tracking area codes in the Mobility List stored in the UE.

-
The MME shall indicate to the UE whether or not a CSG to which the UE is subscribed belongs to the Current Registration Area assigned to the UE, and if it does the UE shall add this identity to its Mobility List, and the UE shall not trigger tracking area update when entering the CSG.

Editor's note: the maximum number of tracking areas and CSGs which can be allocated per UE needs to be defined.

-
The MME shall derive the CSG TA Identifier from the Cell Global ID of the serving cell included in the message containing the service request received from the eNodeB (e.g. S1AP Initial UE message). The MME shall check if the CSG TA identifier belongs to the ones subscribed by the UE. In case the CSG TA identifier doesn't match with the subscribed ones, then the MME shall reject the network access initiated by the UE. 

Editor's note: For this purpose, the definition of a new reject cause for the service request procedure should be investigated.

-
The NAS may use the CSG TA identifier, extracted from the message received by the eNodeB carrying the service request message (e.g. S1AP Initial UE message), for charging purposes.

Editor's note: the maximum number of tracking areas and CSGs which can be allocated per UE needs to be defined.

-
The UE will consider its Mobility List as valid, until it receives a new list from the network (e.g. in the next normal tracking area update or periodic tracking area update or it is commanded by the network to delete the Mobility List). If the tracking area update request is accepted, the MME shall provide at least one entry in the Mobility List.

-
The UE will consider its Allowed CSGs List as valid until it receives a new list from the network (e.g. in the next normal tracking area update or periodic tracking area update) or it is commanded by the network to delete all TACs in the Allowed CSGs List.

Editor's note: Whether the UE will be provide the CSG TA list solely by EMM procedures or by some other means is FFS.

-
The MME allocates only one temporary identity (GUTI) to the UE, even if the UE has more than one TAC in its Mobility List.

-
When necessary, the MME shall initiate paging of the UE in all cells of all tracking areas and all CSG area identities in the Current Registration Area. Cells having the same CSG area identity must be part of the same MME pool.

End Change
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