Error! No text of specified style in document.
1
Error! No text of specified style in document.

3GPP TSG CT WG1 Meeting #51
C1-080184
Puerto Vallarta, Mexico, 28th January – 1st February 2008.
Source:
RIM
Title:
PNM Stage 1 – Stage 2 Gap Analysis
Agenda item:
9.10.1
Document for:
         Discussion
Introduction

This contribution provides a gap analysis between the PNM requirements in TS 22.259 and the coverage if these requirements by the current stage 2 TS 23.259.. 
Discussion
The following analysis has highlighted in red requirements from TS 22.259 that are believed not to be covered currently by  TS 23.259 and those highlighted in yellow are believed either not to be adequately covered or its is not clear that they are covered. 
PNE Networks requirements are not covered by TS 23.259 at all and it seems that these requirements are not within the scope of TS 23.259. However the title of TS 23.259 does not make it clear that PNE Networks are not covered and the scope statement doesn’t clearly indicate this either. Another contribution attempts to clarify the scope of TS 23.259. 
If TS 23.259 doesn’t cover the stage 2 for the PNE Networks requirements which specification does?

The PNM CT WID seems to have as the objective the fulfil the requirements in TS 22.259
This work item implements the necessary enhancements to 3GPP systems so that the PNM can be offered. The objective of this work item is to specify the procedures in both CS domain and IM CN subsystem for PNM on stage 2 level and to specify the functionalities on stage 3 level to fulfil the requirements as defined in TS 22.259. 

However it is not clear where the work on PNE Networks is being covered.
The only stage 2 work on PNE Networks that seems to have been done is TS 33.259 from SA3 which deals with the key establishment between the device with the UICC and the remote device however this doesnt cover the full requirements for PNE Networks in TS 22.259.
It is proposed that the following analysis is taken into account for future contributions in order to ensure the full completion of all the PNM requirements in TS 22.259.
From TS 22.259

Introduction

Traditionally a single integrated device with integrated radio access means formed the User Equipment (UE) for access to mobile communication services. Now, however, many subscribers possess more than one device for running mobile communication services, which may be connected to form a Personal Network (PN). The devices differ in their capabilities and these capabilities qualify the devices more or less for specific end-to-end applications or particular media like audio, video and pictures. A part of the devices offers own network access means for accessing the PLMN via UTRA, WLAN, or other access technologies. The other devices are Terminal Equipments without radio access capabilities. 

Personal Network Management (PNM) allows the users to manage their devices and PN's. This TS specifies requirements for allowing the users to manage their devices. The considered management functions of Personal Network Management comprise the setup and configuration of Personal Networks, the personalization for the termination of services within the Personal Network as well as the enabling of secure connections between the Personal Network Elements. This includes the management of Personal Area Networks with their local device connections and their available radio access means.

Two different scenarios are distinguished for Personal Network Management:

1
Personal UE Networks: This addresses the management of multiple UEs belonging to a single PN-User. It contains the UE Redirecting application that provides for redirect terminating services to selected UEs and PN Access Control that provide for privacy and enable restricted access to a PN.

2
PNE Networks: This extends the scope of considered managed objects from UEs to physically separated UE components and to attached MEs. It does not only extend the PN UE Redirecting application and PN Access Control by PAN-specific aspects but addresses the PAN Management with interactions of TEs and MEs.
These two scenarios are handled separately within the TS as the requirements of Personal UE Networks and PNE Networks are focussed on different types of services. Personal UE Networks aim at an easy-to-use UE management whereas PNE Networks enable complex scenarios of local networks with alternative network access means. 

4.2.1
Requirements for PN UE redirecting application
-
PNM shall be provided to a subscription upon customers request via administrative procedures. 

-
PNM shall be withdrawn upon customer request or for administrative reasons via administrative procedures.

-
The PN-Users shall be able to register and deregister UEs to their PN.

-
Successful registration shall add the UE as new Personal Network Element to the Personal Network. The information on the UE and the public user identities belonging to the UE shall be written to the service profile in the network. A deregistration procedure shall be performed to remove a registered UE from the Personal Network.

-
Each UE shall only be registered in one PN and the network shall reject the registration request of a UE that is already registered in another PN.
-
The PN-Users shall be able to "activate" a certain UE of their PN as the default UE for terminating services addressed to any of the UEs belonging to the PN. Activation shall be possible

-
On a global level for all services supported by the UE capabilities and subscription

-
On a per service basis for selected services supported by the UE capabilities and subscription

-
On a per service component basis for the different media of a supported service (in line with [9])

-
The PN-Users shall be able to configure priorities of a UEs list with priority for terminating a specific service.
-
Note:
the priority may be based on parameters such as time, device capability and PN-User choice.
-
The PN-User shall be able to interrogate the PNM network database for the current PN-User settings of their own PN.

-
The registration and configuration procedures shall include a validation and update of identities and capabilities associated with the UE. For this reason, registration and activation of a UE shall only be done for UEs that are currently attached/registered to the network. The UE shall either send an registration/activation request to the network or the network shall "invite" the UE based on a request received from another UE belonging to the PN. Registration and activation may be also provided via administrative procedures. 

-
The UE or the network shall deny activation as default UE for terminating a particular service or service component, in case the UE does not provide the capability or the subscription to terminate the service.
-
Deactivation and deregistration should not always require the involvement of the UE affected by the setting. However the network shall only process deactivation and deregistration requests from UEs belonging to the same PN.
-
A UE performing activations shall have the capability to perform the deactivations for these settings.

-
For terminating services without an activated UE, the services shall not be redirected but shall be terminated by the addressed target UE. Information shall be offered to the PN-User when the only active device for terminating a service is deactivated.
-
In case more than one device is activated for a terminating service, e.g. IMS devices with the same Public User Identity, the service should be directed to all devices that are currently reachable for the network (PS attached or IMS registered). It shall be possible to make the PN-User aware on charging implications caused by activation of more than one UE for directing of the same service.

-
If activations are configured for one or more media types of a service then the overall service directing setting shall be overwritten for directing these service components.
-
Directing media of a service to different devices should be up to the choice and responsibility of the PN-User. For instance, in case of synchronized media the redirection to different devices may result in a loss of synchronization.
-
A new activation overrides the previous activation status when successful.
-
Deregistration of active UEs shall comprise the global deactivation of the UEs.

-
It shall be possible to allow two sets of activation settings. One set is always present and contains the default configuration. On a temporary basis, a second set of activation settings is configured. The temporary activations shall provide a means for saving and restoring current activation settings. While temporary activations are switched on, these settings shall override the non-temporary configuration.

-
The network shall assume that the non-temporary settings are still valid after fallback from temporary to non-temporary activation settings. For this reason, it shall be possible for the UE to access and change temporary as well as non-temporary settings.

-
If capabilities or subscriptions of an active UE change and activated services are no longer supported by the UE, e.g. TEs providing these capabilities are removed, then the UE shall deactivate the affected services and offer appropriate information to the user and the PN service.

-
It shall be possible for a UE to offer capability lists to the PNM service, where the capability list contains the capabilities that the UE is capable of terminating or is interested in receiving updates regarding them.
-
It shall be possible for UEs of the PN to update PN configuration after an attachment/registration of the UE to the network.
-
PNM settings may comprise current UE capabilities and redirection settings of a PN. The PNM service shall update the PNM settings to the UEs, selectively based on their respective capability lists, when other UE capabilities of the PN change. 

-
Means shall be provided to enable redirection to a particular UE for dealing with situations where UEs share the same Public User Identity.
-
Terminating services shall only be redirected if the redirection does not cause systematic misbehaviour of user devices or the network (e.g. SMS is one service where redirection shall not be applied if any over-the-air management of the target UE would be prevented.)
-
The PNM service shall interwork with CS-Domain call forwarding [8] and IMS session redirecting [9] in a way that no collisions of contradicting redirections occur in the network and the redirection of data remains transparent for the user. The considered interworking scenarios shall include the redirection of IP Multimedia sessions caused by any of the listed events or conditions [9].
-
The UE Redirecting application shall be applicable to terminating services in the CS-domain, PS-domain, and IMS subsystem.

-
Originating services shall not be affected by the default settings.

-
The services that are made available for redirection shall be consistent with existing service identifiers, e.g. IMS communication service identifier [10], or service grouping, e.g. basic service groups [1].

-
Redirection of terminating services and service media shall be done for only public user identities and addresses belonging to a UE of the PN.

-
The PN-User shall be able to exclude specific public user identities and addresses of the PN from data redirection.

Note:
In the above requirements, registration means the registration of UE and of its public identities to the PN. The registration procedures of the UE to the PLMN remain unaffected.

4.2.2
Usability requirements forPN UE redirection application
The following PNM procedures shall be at least available via one of the UEs belonging to the actual PN of the PN-User and shall be realized in a user friendly and secure manner:
-
Registration of a UE

-
Deregistration of a UE

-
Activation of a UE for a specific service or service component

-
Global activation of a UE for all services, as far as supported

-
Setting up of capability lists as requested by a user
-
Interrogation of PNM database

4.2.3
Security for PN UE redirection application
-
Registration of UEs to a PN shall require the consent of the subscriber by appropriate means, e.g. an ''invite" function, preventing intended/unintended access by unauthorized UEs.

4.2.4
Charging for PN UE redirection application
-
All charges for terminating services shall be levied to the "active" UEs, even when originally addressed to another UE belonging to the PN.

-
It shall be possible to raise registration/deregistration and activation/deactivation fees.

4.2.5
Interaction with supplementary services

-
For terminating services invocation of Supplementary Services applicable to the active UE shall take precedence over invocation of Supplementary Service applicable to the called UE.

-
There is no impact on the registration, erasure, activation, deactivation of Supplementary Services.
4.3
PN access control
-
Private networks may consist of UEs which are only privately accessed, that is each UE may be accessed only by other UEs of the PN. The PN-User may additionally modify the access levels of each UE of the PN to be public or private. 

-
In order to allow external UEs or Guest UEs to access these UEs, the PNM provides access control procedures. The PNM shall provide registration and authentication mechanisms for guest device access.

Note 1:
Authentication refers to verifying the registration status of a certain guest UE by the PNM.

Note 2:
It is assumed that guest UE access to a UE in a PN is routed via the PLMN Network. In particular control of access to a UE via local interfaces is outside the scope of this specification.
4.3.1
Requirements for PN access control
-
The PN-User may register up to <n> UEs to be private to the PN, whereby public access to these devices may be restricted.

-
The PN-User is able to register up to <m> UE public identities not owned by him as registered callers that are allowed to initiate sessions with the private UEs of the PN, and these UEs containing these registered public identities are referred to as Guest UEs.

-
The PN-User may nominate a UE as the default UE for access control. This UE shall have the access rights to register/deregister private UEs and guest UEs.

-
The registration of Guest UE may be performed by the default UE for access control and enabled dynamically (querying during session initiation procedures using public identity of caller) or statically (using PN specific database) by PNM procedures. 
-
In case the user has another UE in the PN as the default UE for redirection, then the querying shall be directed to the default UE for redirection.
4.3.2
Usability requirements for PN access control
-
Registration of a Guest UE 

-
Deregistration of a Guest UE 

-
PN access level settings for a particular UE of the PN to be public / private
-
PN Access control settings are stored at PNM database, for a particular Guest UE e.g unlimited access of PN by close friends, limited access by acquaintances.

Note:
In the above requirements, public identity may be substituted in place of UE. Example, either a public identity or a UE may be registered into a PN.

4.3.3
Security for PN access control
-
PN access control settings refer to the PN-User providing different access control settings of his PN for different Guest UEs / Public Identity. 

4.3.4
Charging for PN access control
Note:
Currently no additional charging issues have been identified, but this topic may be studied further.
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