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This paper describes the IPv4 address allocation procedure when DHCPv4 is used. 

1.  Discussion
TS 23.401 specifies that DHCPv4 can be used by the UE to perform address configuration and additional parameter configuration after the attach procedure. The same procedure can be used to allocate an IPv4 address from the operator’s network (e.g. directly from the PDN GW) or from an external network. In the former case, the PDN GW acts as DHCP server while in the latter case it acts as DHCP Relay. The role of the PDN GW concerning DHCP is still under discussion in SA2. However the behaviour of the UE does not change whether the PDN GW acts as a DHCP Relay or a DHCP server and therefore it can be specified by CT1. 
The DHCPv4 procedure is specified in RFC 2131 and consists of a four message exchange. In some scenarios (e.g. address configuration from the operator’s network) the UE may use the Rapid Commit option, specified in RFC 4039, in order to perform a two message exchange. It is based on the operator’s policies and configuration when the Rapid Commit option can be used. If the UE tries to use the Rapid Commit option, but this is not accepted by the DHCP server, the normal operation is executed. This is specified in RFC 4039.
Some details of the DHCPv4 exchange may need to be specified by CT1; as an example, the method used to identify the client (e.g. client identifier or physical address) should be discussed. This is left FFS in this document. 
2.  Proposal

Based on the analysis in the previous section, it is proposed to perform the following changes to TR 24.801. Some editor’s notes have been added to reflect that some issues are still open in SA2.
**** Start 1st change ****
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**** Start 2nd change ****

5.1.3.4
IPv4 address allocation via DHCPv4
If the UE wants to configure the IPv4 address and additional IPv4 parameters that were not provided during the attach procedure (e.g. the DNS server address), the UE shall send a DHCPDISCOVER message and use DHCPv4 as specified in [x1]. 
Editor's note: The type of identifier used by the UE in the DHCP protocol (e.g. client identifier) is FFS. 
If the IPv4 address was provided during the attach procedure and the UE needs additional parameters which were not provided, the UE shall use DHCPv4 for configuring the remaining additional IPv4 parameters.
The PDN GW shall reply with the options requested by the UE. 
Editor's note: It is FFS if the PDN GW acts as DHCPv4 Relay or DHCPv4 server.
The UE may use the Rapid Commit option as specified in [x2]. If the DHCPv4 server supports the option and is configured to use it, a two message exchange is executed. If the UE sends a DHCPDISCOVER with the Rapid Commit option but this is not accepted by the DHCPv4 server, the rules specified in [x1] shall be followed.
**** End 2nd change ****














































































































































































































































































































































