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1.
Introduction
While it is very useful to take the signalling flows from 23.402 subclause 6 and from there look logically into where and which of the proposed new Stage 3 TSes for non-3GPP access networks is to cover which aspect of the signalling flow, it is clearly understood that the signalling flow merely represent the signalling and protocol interaction part. Besides those signalling and protocol interactions there are many functional aspects that needs to considered. This paper aims to take very high level functional groupings of those needs and consider which of the new TSes will cover these functional groupings.
Note:
This paper has not attempted a full exhaustive and detail distillation of 23.402 into functional groupings. That for present can be quite subjective and secondly there are still "FFS" as well as functional details in 23.402 that are being worked on.

2.
Discussion
The left-hand column of the Table below attempts a brief and high level extraction from 23.402, v.8.0.0 functional areas/items that have to be covered within the Stage 3 TSes of CT1.

With this table an attempt is made to identify which of these functional areas is to be specified in which of the 3 proposed new TSes, namely, 24.abc, 24.efg, 24.hkl – indicated by the 3 right-hand columns 

	
	MM based on DS MIPv6
	MM based on MIPv4 UE – FA
	Access to the EPC via non-3GPP access Networks

	
	24.abc
	24.efg
	24.hkl

	1. Network discovery and selection for non-3GPP accesses
	

	a. NW selection of non-3GPP access NWs
	
	
	*

	b. NW selection between 3GPP/non-3GPP (system change)
	
	
	*

	2. UE capabilities, identities (eg. NAI. APN etc)
	?
[Note: Might be that NAI is also needed for MIP]
	? 
[Note: Might be that NAI is also needed for MIP]
	*

	3. Attachment through non-3GPP access NWs
	
	
	

	a. Determination of Trusted or Untrusted Access 
	
	
	*

	b. Access NW attachment
	
	
	*

	c. MIP Attachment
	*
	*
	

	4. Mobility Management


	

	a. IP Mobility Mode Selection
	
	
	*

	b. Trusted access - S2a/PMIP support

i. For dual radio UEs, an adaptation layer is needed to ensure that no two interfaces will be configured with the same address simultaneously, or if they are, a mechanism internal to the terminal will resolve this ambiguity for the upper layers of the stack

ii. UE initiated additional PDN connectivity
[Note: for multiple PDN connectivity]
	
	
	?

	c. Trusted access - S2a/MIPv4 FACoA support
[Note: NOT YET FULLY SPECIFIED IN 23.402] 

i. MIPv4 client interaction for attach
ii. detach

iii. HO (to E-UTRAN, UTRAN and GERAN) 

iv. interaction with authentication and obtaining parameters

v. UE initiated additional PDN connectivity
[Note: for multiple PDN connectivity]
	
	*
	

	d. Untrusted access - S2b/IP Sec  (Wn*)

i. considerations for MOBIKE support (terminal side) 

ii. considerations for IPsec tunnel establishment for access (terminal side)
[Note: apart from terminal side, do we not have to cover ePDG side? 24.234 does covers PDG procs in subclauses 8.2.2 and 8.3.2]
iii. attach

iv. detach

v. HO (to E-UTRAN, UTRAN and GERAN) 

vi. UE initiated additional PDN connectivity
[Note: for multiple PDN connectivity]
	
	
	?

	e. S2c/DSMIPv6 support

i. S2c over trusted access considerations

ii. S2c over untrusted access considerations

iii. S2c over 3GPP access considerations [MORE WORK IN SA2?] 

iv. UE initiated additional PDN connectivity 
[Note: NOT YET FULLY SPECIFIIED IN 23.402]

v. attach over any access

vi. detach over any access

vii. handover over any access
	*
	
	

	5. Inter-System change
	

	a. Idle Mode
	
	
	*

	b. Active (Connected) Mode
	*
	*
	?
[Note: what about move from 3GPP to non-3GPP]

	6. Tunnel Management
	

	a. IPSec Tunnel
	
	
	*

	b. MIP Tunnel
	*
	*
	

	7. Security Aspects
(eg. Authentication and security management, protocols and signalling)

	*
	*
	*

	a. IKEv2, EAP
	
	
	*

	b. MIP related
	*
	*
	

	c. during inter-system change
	*
	*
	?
[Note: what about HO from 3GPP to non-3GPP access]

	8. UE interaction for Network infrastructure support
	

	a. AAA Support 

i. EAP interaction (client side)

ii. Identities, identifiers
	*
	*
	*

	b. DNS

i. DNS client behavior
eg. HA discovery?
ii. DNS client configuration (DHCP or PCO during LTE attach) 
	*
	*
	*

	c. DHCP

i. deferred DHCP after attach
ii. may be employed as part of the attach procedure
	*
	*
	*

	d. Router advertisement solicitation and processing advertisements

i. sending and receiving router solicitation

ii. handling of IPv6 DAD (Duplicate Address Detection)
iii. address autoconfiguration
	*
	*
	*

	e. PDN Gateway selection 
[Note: "chained" cases still FFS in SA2]
i. transmission of APN from UE to the network
(as part of PDN GW selection function, TS 23.402 subclause 4.5.1)
ii. obtaining GW (PDN or Serving GW) location from the network
	?
	?
	?

	f. Dual stack issues

i. the UE may support different IP stack options (IPv4 only, IPv6 only, dual stack).  consider the implications. 

ii. note that for DSMIPv6 at least the lower levels must be dual stack, but the upper layers need not be (there may be only IPv4 transport / application interfaces offered to the ME) 
	*
	
	

	9. PCC and QoS
	

	a. transfer of PCC parameters to the UE (bearer activation)
	?
	?
	?

	b. UE requested network resources
	?
	?
	?

	c. network modification of bearers - UE must be informed
	?
	?
	?

	d. network deactivation of bearers - UE must be informed 
	?
	?
	?

	
	
	
	


In the above Table, certain functions (eg. Tunnel Management and Security Aspects such as Access Authentication and Authorization) are indicated to be covered in more than one of the 3 new TSes. This might cause some confusion but on closer examination the following points become apparent:-
· For aspects and management of IPSec Tunnels, 24.hkl will cover these

· For aspects and management of MIP Tunnels, 24.abc / 24.efg will cover these

· For Access Authentication and Authorization between UE and the MAG in trusted and non-trusted non-3GPP access networks, these will be covered in 24.hkl

· For MIP related Access Authentication and Authorization between UE and EPC, these will be covered by 24.abc / 24.efg

3.
Conclusion
Even though the extraction of the functions from 23.402 to the table above might not be 100% exhaustive or complete or given that SA2 is still working out fine details, what the extraction and the analysis given in the table does show is that there is a clean and proper logical division between what should be in TS 24.abc, 24.efg and 24.hkl. This separation is apparent even given the question marks denoted against some of the functional groupings. 

And as SA2 push to complete 23.401 and 23.402, some of what is suggested for one TS might - by that time given the greater clarity and finer granularity - be specified in another TS. That is a natural part of work progress and must not be taken as a reason for inaction.

