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Abstract: This contribution proposes to add the issue on Access control as a place holder in Section10.X to TR corresponding to the LS from SA2.
Note: Change from C1-072808 to C1-073017 is the deletion of proposed text from 10.x.1 to 10.x.4.
Introduction

During the last SA2 meeting, the principles has been agreed on the way forward of access control on E-UTRAN. As LS was sent from SA2 at the last Kobe meeting (Oct.8th-12th) to SA1, CT1, RAN2 to take into consideration in their work, this contribution proposes to introduce a new subclause to progress the work in CT1.
Discussion

According to the decision in SA2, the principles for access control applied in the legacy system will apply with the additional access control currently under discussion in Rel8, i.e. PPAC. Therefore, the following three types of access control needs to be considered for work.
	· Basic access control
	:
mechanism for barring access attempts from the : barred UE

	· Domain Specific Access Control (DSAC)
	:
barring all access attempts to a specific domain : from the barred UE

	· Paging Permission with Access Control (PPAC)
	:
new access control currently under discussion in Rel8


Although some of the access control mentioned above needs further clarification from other WGs to implement within TR24.801 which currently under discussion, it is useful to introduce a new subclause to progress the work in CT1.
Proposal

It is proposed to modify TR24.801 v0.4.0 with the following changes shown below.

Start of modification

10.x
Access Control
Editor's note: This clause will contain a description of access control aspects relevant for CT1. None of the text within this section shall be transferred directly to any specification unless explicitly stated.

End of modification
