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<<< First Modification >>>
3
Services and service elements

The SMS provides a means to transfer short messages between a GSM/UMTS MS and an SME via an SC. The SC serves as an interworking and relaying function of the message transfer between the MS and the SME.

The present document describes only the short message services between the MS and SC. It may, however, refer to possible higher layer applications.

3.1
Basic services

The Short Message Service comprise two basic services:


SM MT
(Short Message Mobile Terminated);


SM MO
(Short Message Mobile Originated).

SM MT denotes the capability of the GSM/UMTS system to transfer a short message submitted from the SC to one MS, and to provide information about the delivery of the short message either by a delivery report or a failure report with a specific mechanism for later delivery; see figure 1.

SM MO denotes the capability of the GSM/UMTS system to transfer a short message submitted by the MS to one SME via an SC, and to provide information about the delivery of the short message either by a delivery report or a failure report. The message shall include the address of that SME to which the SC shall eventually attempt to relay the short message; see figure 2.

The text messages to be transferred by means of the SM MT or SM MO contain up to 140 octets.

Short message delivery
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Figure 1: The Short Message Service mobile terminated

Short message submission
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Figure 2: The Short Message Service mobile originated

An active MS shall be able to receive a short message TPDU (SMS‑DELIVER) at any time, independently of whether or not there is a speech or data call in progress. A report shall always be returned to the SC; either confirming that the MS has received the short message, or informing the SC that it was impossible to deliver the short message TPDU to the MS, including the reason why.

An active MS shall be able to submit a short message TPDU (SMS‑SUBMIT) at any time, independently of whether or not there is a speech or data call in progress. A report shall always be returned to the MS; either confirming that the SC has received the short message TPDU, or informing the MS that it was impossible to deliver the short message TPDU to the SC, including the reason why. 

NOTE:
When the transmission or reception of a short message coincide with a change of state in the MS, i.e. from busy to idle or from idle to busy, or during a handover, the short message transfer may be aborted.
It is also possible for two short messages to be received in sequence having the same originating address and identification, i.e. message reference number (MO) or SC Timestamp (MT). Such a situation may be due to errors at the RP or CP layers (e.g. during inter MSC handover) where it may be a duplicated message or otherwise it may be a valid new message.
The receiving entity should therefore make provision to check other parameters contained in the short message to decide whether the second short message is to be discarded.

3.2
Short Message Service elements

3.2.0
Introduction

The SMS comprises 10 elements particular to the submission and reception of messages:



Validity‑Period;

MSC/SGSN-Expiry-Time

IMSI-Expiry-Time

Service‑Centre‑Time‑Stamp;

Protocol‑Identifier;

More‑Messages‑to‑Send;

Priority;

Messages‑Waiting;

Alert‑SC. 

MT Correlation ID.
3.2.1
Validity‑Period

The Validity‑Period is the information element which gives an MS submitting an SMS‑SUBMIT to the SC the possibility to include a specific time period value in the short message (TP‑Validity‑Period field, see clause 9). The TP‑Validity‑Period parameter value indicates the time period for which the short message is valid, i.e. for how long the SC shall guarantee its existence in the SC memory before delivery to the recipient has been carried out.

3.2.1a
MSC/SGSN-Expiry-Time

The MSC/SGSN-Expiry-Time is the information element that may be provided by a destination HLR to inform the SMS-GMSC that the address(es) for the current MSC and/or current SGSN for the destination subscriber can be cached for the specified period of time. The period of time is relative to when the response was received from the HLR at the SMS-GMSC.
This information element shall be an integer value between -32,767 to 32,768. A value of 0 (zero) or less shall indicate that caching of the associated data shall not be performed. A value of 1 (one) or more indicates in steps of 10 (ten) seconds the period of time for which the data can be cached, before it shall be considered out of date and thus discarded.
Therefore, the following equation shall be used:

Number of seconds cache time = [Field_value] * 10.

This gives a maximum of 1,270 seconds (21 minutes and 10 seconds) for which this data can be cached.
NOTE:
When setting this value, an operator should take into account factors such as the minimum length of time that an operator may withdraw/disable MT SMS to a subscriber, how often a subscriber is likely to change MSC and SGSN, and minimum length of time an SMS Router caches its data from the HLR.
Before using the cached data for the MSC/SGSN address(es), an SMS-GMSC shall also take into account whether or not the expiry time for the IMSI (conveyed in the IMSI-Expiry-Time) has elapsed. If it has elapsed, then the SMS‑GMSC shall discard the MSC/SGSN-Expiry-Time also.
3.2.1b
IMSI-Expiry-Time

The IMSI-Expiry-Time is an information element that may be provided by a destination HLR to inform the SMS-GMSC that the IMSI for the destination subscriber returned from the HLR can be cached for the specified period of time. The period of time is relative to when the response was received from the HLR at the SMS-GMSC.

This information element shall be an integer value between -32,767 to 32,768. A value of 0 (zero) or less shall indicate that caching of the associated data shall not be performed. A value of 1 (one) or more indicates in steps of 10 (ten) minutes the period of time for which the data can be cached, before it shall be considered out of date and thus discarded.

Therefore, the following equation shall be used:

Number of minutes cache time = [Field_value] * 10.

This gives a maximum of 1,270 minutes (21 hours and 10 minutes) for which this data can be cached.
NOTE:
When setting this value, an operator should take into account factors such as the minimum length of time a new IMSI for an existing MSISDN is to be made "live" in a network e.g. due to provisioning of a replacement (U)SIM, minimum portability time for that MSISDN to a new network. Also, the minimum length of time an SMS Router caches its data from the HLR, if the value of this field is to be less than the MSC/SGSN‑Expiry‑Time.
Before using the cached data for the IMSI, an SMS-GMSC shall also take into account whether or not the expiry time for the MSC/SGSN address(es) (conveyed in the MSC/SGSN-Expiry-Time) has elapsed. If it has elapsed, then the SMS-GMSC shall discard the IMSI-Expiry-Time also.
NOTE:
Services/features other than SMS that utilise SMS-GMSC functionality in order to retrieve only the IMSI can safely discard the MSC/SGSN-Expiry-Time and use only the IMSI-Expiry-Time. Definition of such services/features other than SMS that utilise SMS-GMSC funcationlity for IMSI retrieval is outside the scope of the present document.
<< Next Modification >>>
5
Service Centre and PLMN interconnection 

The present document deals with the SC only with regard to the interchange of messages between SC and MS. Only the requirements put upon the SC by the SMS functionality are specified in the present document.

5.1
Service centre connection

One SC may be connected to several PLMNs, and may be connected to several MSCs (SMS‑GMSCs or SMS‑IWMSCs) within one and the same PLMN.

The SC is addressed from the mobile by an E.164 [17] number in the numbering plan of the PLMN to which the SC is connected. This E.164 [17] number shall uniquely identify the SC to that PLMN.

There may be an intermediate network between the PLMN and the SC; in this case the PLMN must autonomously make a connection to the SC using the SC address in this intermediate network.

No mandatory protocol between the SC and the MSC below the transfer layer is specified by GSM/UMTS; this is a matter for agreement between SC and PLMN operators. However, annex A provides an example protocol stack which could be used.

5.2
Routing requirements

5.2.1
Mobile terminated short message

The SC sends the short message to the SMS‑GMSC. The SMS‑GMSC interrogates the HLR or optionally a local cache, to retrieve routing information necessary to forward the short message, and then sends the message to the relevant MSC or SGSN, transiting other networks if necessary and transiting an SMS Router in the HPLMN of the receiving MS if this is deployed. The MSC or SGSN then sends the short message to the MS.

5.2.2
Mobile originated short message

The MS sends the short message to the MSC or the SGSN. The MS shall always address the required SC by an E.164 [17] address. The visited PLMN shall route the message to the appropriate SMS‑IWMSC in the SC's PLMN, transiting other networks if necessary.

As an operator option, the SMS-IWMSC may interrogate the HLR to retrieve the recipient’s IMSI in order to check that an SMS Interworking agreement exists between the two networks.
<<< Next Modification >>>
8
Node functionality

The overall requirements to the MSC, SMS-GMSC, SMS-IWMSC, SGSN and SMS Router with respect to handling of the Short Message Service is to cater for the routing and necessary intermediate buffering of the short messages.

8.1
Node functionality related to SM MT

8.1.1
Functionality of the SMS‑GMSC

When receiving a short message TPDU from the SC, the SMS‑GMSC is responsible for the following operations:

‑
reception of the short message TPDU;

‑
inspection of the parameters.

NOTE 1:
The SMS‑GMSC may be identical to the MSC.

if parameters are incorrect:

‑
returning the appropriate error information to the SC in a failure report (see clauses 9 and 10);

if errors are not found within parameters:

‑
interrogating a local cache for the routing information

if the interrogation of the local cache fails i.e. no unexpired data is found:
-
interrogating the HLR ("sendRoutingInfoForShortMsg", see clause 10); retrieving routing information or possible error information;

if HLR is returning error information:

‑
returning the appropriate error information to the SC in a failure report (see clauses 9 and 10);

if interrogation of the local cache succeeded or no errors are indicated by the HLR:

‑
transferring the short message TPDU to the MSC or SGSN using the routing information obtained from the local cache or from the HLR ("forwardShortMessage", see clause 10);

NOTE 2:
In case where two addresses (SGSN and MSC) are received from local cache or HLR, the SMS-GMSC may choose (operator dependant) via which nodes (SGSN or MSC) the SMS is first to be sent. The SMS delivery via the SGSN is normally more radio resource efficient than the SMS delivery via the MSC.

if one address (SGSN or MSC) is received from local cache or HLR:

-
When receiving the report associated with the short message from the MSC or SGSN (positive or negative outcome of "forwardShortMessage", see clause 10), the SMS‑GMSC is responsible for the following operations;

if the report indicates successful delivery:

‑
notifying the HLR of the successful delivery via the MSC or the SGSN, which shall cause the HLR to alert any service centres whose addresses are stored in the MWD for the MS;

‑
creating and sending the successful report to the SC;

if the report is a failure report indicating "absent subscriber" via the MSC or the SGSN (see clause 3.3):

‑
requesting the HLR to insert the address of the originating SC into the MWD (if implemented) with cause Absent Subscriber ("SM_DeliveryReportStatus", see clauses 9 and 10);

-
informing the HLR of the reason for the MS being absent via the MSC or the SGSN (if this information is available);

‑
establishing, where necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the negative report to the SC which should include the reason for the MS being absent (if this information is available) so that the SC may adjust any retry algorithm appropriately (see clauses 9 and 10);

if the report is a failure report indicating "MS memory capacity exceeded" via the MSC or the SGSN (see clause 3.3):

‑
requesting the HLR to insert the address of the originating SC into the MWD (if implemented) with cause MS Memory Capacity Exceeded via the MSC or the SGSN ("SM_DeliveryReportStatus" , see clauses 9 and 10);

‑
establishing, where necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the report to the SC (see clauses 9 and 10).
If the report is a failure report indicating "Unidentified subscriber" via the MSC or the SGSN (see clause 3.3) and the routing information was retrieved from a local cache:
-
deleting the relevant entry from the local cache;

-
interrogating the HLR ("sendRoutingInfoForShortMsg", see clause 10); retrieving routing information or possible error information;
-
continue processing above from the step labelled "if HLR is returning error information".
if two addresses (SGSN and MSC) are received from HLR:

-
When receiving the first report associated with the short message from the MSC or SGSN (positive or negative outcome of "forwardShortMessage", see clause 10), the SMS‑GMSC is responsible for the following operations:

if the first report indicates successful delivery:

‑
notifying the HLR of the successful delivery via the MSC or the SGSN, which shall cause the HLR to alert any service centres whose addresses are stored in the MWD for the MS;

‑
creating and sending the successful report to the SC;

if the first report is a failure report indicating:

-
Unidentified subscriber;

-
Facility not supported;

-
Absent subscriber with indication: GPRS or IMSI Detach;

-
System failure;

-
Unexpected data value;

-
Data missing;

· GPRS connection suspended (see TS 3GPP TS 29.002 [15]);

· SM Delivery Failure with indication: equipment Not SM Equipped:

‑
transferring the short message TPDU to the second path using the routing information obtained from local cache or HLR. 

if the second report indicates successful delivery:

‑
notifying the HLR of the successful delivery of the second transfer via the MSC or SGSN, which shall cause the HLR to alert any service centres whose addresses are stored in the MWD for the MS;

-
notifying the HLR of the unsuccessful delivery at first transfer only with cause "absent subscriber";

-
notifying the HLR of the reason for the MS being absent via the MSC or the SGSN (if this information is available);

-
establishing, when necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the successful report to the SC;

if the second report is a failure report:

-
deleting the relevant entry from the local cache, interrogating the HLR ("sendRoutingInfoForShortMsg", see clause 10); retrieving routing information or possible error information, and continue processing above from the step labelled "if HLR is returning error information" only if the cause is "Unidentified subscriber";
‑
requesting the HLR to insert the address of the originating SC into the MWD (if implemented) only if at least one of the first or second report failed due to "MS Memory Capacity Exceeded" or "Absent Subscriber" ("SM_DeliveryReportStatus", see clauses 9 and 10);

-
notifying the HLR only with the causes "Absent Subscriber", "Memory Capacity Exceeded" via the MSC or the SGSN, or both;

-
notifying the HLR of the reason for the MS being absent via the MSC, SGSN or both (if this information is available);

‑
establishing, where necessary, a link with the addressed SC (see clause 5);

‑
creating and sending the negative report to the SC with errors from first and second path (see clauses 9 and 10).

<<< Final Modification >>>
10.1
Short message mobile terminated

The entities involved in this procedure are depicted in figure 14.
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NOTE 1:
The SMS Router is an optional entity. If it is not present, the two interfaces extending from the right side of the SMS‑GMSC extend directly to the SGSN and MSC, respectively.

NOTE2:
Since the short message mobile terminated procedure covers the functionality required at SM‑RL for transferring TPDUs from SC to MS, the procedure described covers both short message (SMS‑DELIVER) and status report (SMS‑STATUS‑REPORT) transfer. The term "short message transfer" therefore, in this clause, covers both cases.

Figure 14: Interfaces involved in the Short message mobile terminated procedure. GSM TS 43.002 [5]. X is the interface between an MSC and an SC as defined in clause 5

In figure 15, sequence diagrams are shown for the following basic situations of short message mobile terminated transfer attempt:

‑
Successful short message transfer via the MSC or the SGSN;

-
Successful short message transfer via the SMS Router, and the MSC or SGSN;

‑
Short message transfer attempt failing due to error at the SMS‑GMSC;

‑
Short message transfer attempt failing due to negative outcome of HLR information retrieval;

-
Short message transfer attempt via the SMS Router failing due to negative outcome of HLR information retrieval;

‑
Short message transfer attempt failing due to error at the MSC or SGSN;

‑
Short message transfer attempt failing due to negative outcome of VLR information retrieval;

‑
Short message transfer attempt failing due to erroneous message transfer on the radio path;

‑
Short message transfer attempt failing over the first path (e.g. SGSN) and succeeding over the second path (e.g. MSC);

-
Short message transfer attempt via the SMS Router failing over the first path (e.g. SGSN) and succeeding over the second path (e.g. MSC);

‑
Short message transfer attempt failing over the first path (e.g. SGSN) and over the second path (e.g. MSC).

References to the relevant specifications of the different operations are given in clause 4.
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NOTE 1:
This operation is not used by the SGSN.
NOTE 2:
Operation 2 may be skipped if the SMS‑GMSC utilises a local cache and a valid entry exists for the destination subscriber.
Figure 15a): Successful short message transfer attempt via the MSC or the SGSN
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NOTE 1:
Operation 5 is not used by the SGSN.
NOTE 2:
Operation 2 may be skipped if the SMS‑GMSC utilises a local cache and a valid entry exists for the destination subscriber.

Figure 15aa): Successful short message transfer attempt via the SMS Router, and the MSC or SGSN
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Figure 15b): Short message transfer attempt failing due to error at the SMS‑GMSC
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Figure 15c): Short message transfer attempt failing due to negative outcome of 
HLR information retrieval
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Figure 15ca) Short message transfer attempt via the SMS Router failing due to negative outcome of HLR information retrieval
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NOTE 1:
If an SMS Router is present, the message flow in 15aa is used, except that a 4c Failure Report message is transparently transferred to the SMS‑GMSC from the MSC or SGSN by the SMS Router instead of a 4b Delivery Report.
NOTE 2:
Operation 2 may be skipped if the SMS‑GMSC utilises a local cache and a valid entry exists for the destination subscriber.

Figure 15d): Short message transfer attempt failing due to error at the MSC or SGSN
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NOTE 1:
If an SMS Router is present, the message flow in 15aa is used, except that a 4c Failure Report message is transparently transferred to the SMS‑GMSC from the MSC or SGSN by the SMS Router instead of a 4b Delivery Report.
NOTE 2:
Operation 2 may be skipped if the SMS‑GMSC utilises a local cache and a valid entry exists for the destination subscriber.

Figure 15e): Short message transfer attempt failing due to negative outcome of 
VLR information retrieval
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NOTE 1:
This operation is not used by the SGSN.

NOTE 2:
If an SMS Router is present, the message flow in 15aa is used, except that a 4c Failure Report message is transparently transferred to the SMS‑GMSC from the MSC or SGSN by the SMS Router instead of a 4b Delivery Report.
NOTE 3:
Operation 2 may be skipped if the SMS‑GMSC utilises a local cache and a valid entry exists for the destination subscriber.

Figure 15f): Short message transfer attempt failing due to erroneous message transfer
on the radio path




NOTE 1:
This operation is not used by the SGSN.

NOTE 2:
Two addresses (SGSN and MSC) are received from HLR or obtained from a local cache.

NOTE 3:
Both successful transfer over second path and unsuccessful transfer over first path (e.g. Absent subscriber) are sent to HLR.

NOTE 4:
The SMS transfer towards the second path is only triggered by the reception of some MAP errors on the first path as described in sub-clause 8.1.1.
Figure 15g): Short message transfer attempt failing over the first path (e.g. SGSN) and
succeeding over the second path (e.g. MSC)

[image: image12.emf]SC VLR

MSC or 

SGSN

HLR

SMS-

GMSC

MS

SMS 

Router

1a. Message

Transfer

2a. SendRoutingInfo

ForShortMsg

2a. SendRoutingInfo

ForShortMsg

2. SendRoutingInfo

ForShortMsg

2b. SendRoutingInfo

ForShortMsg

4a. ForwardShortMsg

(e.g. via SGSN)

4a. ForwardShortMsg

(e.g. via SGSN)

5. SendInfoFor

MT-SMS

6. Message Transfer

4b. Delivery Report

4b. Delivery Report

1b. Delivery

Report

3. SM-Delivery

ReportStatus

Operation invocation or message transfer

Successful operation invocation or message transfer including report

4c. Failure Report

4c. Failure Report

4a. ForwardShortMsg

(e.g. via MSC)

(See NOTE 4)

4a. ForwardShortMsg

(e.g. via MSC)

5. SendInfoFor

MT-SMS

Operation invocation or message transfer

Unsuccessful operation invocation or message transfer including report

Error Report


NOTE 1:
Operation 5 is not used by the SGSN.

NOTE 2:
In Operation 2b, two addresses are received from the SMS Router or obtained from a local cache by the SMS‑GMSC. Both contain the address of the SMS Router, however, each address identifies delivery to the MS via the MSC or via the SGSN.

NOTE 3:
In Operation 3, both successful transfer over second path and unsuccessful transfer over first path (e.g. Absent subscriber) are sent to the HLR.

NOTE 4:
The SMS transfer towards the second path is only triggered by the reception of some MAP errors on the first path as described in sub‑clause 8.1.1.

Figure 15ga): Short message transfer attempt via the SMS Router failing over the first path (e.g. SGSN) and succeeding over the second path (e.g. MSC)



NOTE 1:
This operation is not used by the SGSN.

NOTE 2:
Two addresses (SGSN and MSC) are received from HLR or obtained from a local cache.

NOTE 3:
Unsuccessful transfer over the second path (e.g. MemoryCapacityExceeded) and over the first path (e.g. Absent subscriber) are sent to HLR.

NOTE 4:
The SMS transfer towards the second path is only triggered by the reception of some MAP errors on the first path as described in clause 8.1.1.

NOTE 5:
If an SMS Router is present, the message flow in 15ga is used, except that a 4c Failure Report message is transparently transferred to the SMS‑GMSC from the MSC or SGSN by the SMS Router instead of a 4b Delivery Report.
Figure 15h): Short message transfer attempt failing over the first path (e.g. SGSN) and
over the second path (e.g. MSC)

Operation 1: Message transfer SC ‑> SMS‑GMSC.

This operation is used to transfer a short message from an SC to an SMS‑GMSC.

The operation consists of:

‑
the transfer of a message containing the TPDU from the SC to the SMS‑GMSC (see "1a. Message transfer" in figure 15); and

‑
the return of either a "Failure report" (see 1c. in figure 15) or a "Delivery report" (see 1b. in figure 15).

"Failure report" is returned to the SC when the SMS‑GMSC has received indication from another entity (MSC, SGSN or HLR) the procedure was unsuccessful. The error indications which the SMS‑GMSC may receive from the MSC, SGSN, HLR, VLR or MS enable the SMS‑GMSC to return one of the error indications given in clause 3.3 back to the SC.

Operation 2: sendRoutingInfoForShortMsg.

The operation is an interrogation of the HLR by the SMS‑GMSC or the SMS Router to retrieve information necessary to deliver the short message. The SMS‑GMSC may utilise a local cache for the required data (IMSI and MSC/SGSN address(es)) in which case this local cache shall be checked before interrogating the HLR. If there is no valid data in the local cache, the SMS‑GMSC shall interrogate the HLR as above.
The result may contain the MSC, SGSN, both MSC and SGSN addresses, or the address of the SMS Router. It shall also indicate which address belongs to the MSC and the SGSN, however, it shall not indicate if the address belongs to an SMS Router (as the SMS Router poses as either an MSC or an SGSN or both to the SMS-GMSC).

Operation 3: SM-DeliveryReportStatus.

The operation provides a means for the SMS‑GMSC to request the HLR to add an SC address to the MWD, and is activated when the SMS‑GMSC receives an absent subscriber indication from the MSC, SGSN or both, and/or when the SMS‑GMSC receives a failure report for a short message transfer with cause MS Memory Capacity Exceeded via the MSC or SGSN. The Return Result optionally contains the MSIsdn‑Alert.

This operation is also activated at successful delivery short message when the MNRF, MNRG or both are set in HLR.

The operation consists of:

‑
the transfer of a message, containing the MSISDN of the MS to which the short message was addressed, the SC‑address, the successful outcome and/or the causes (Absent Subscriber, MS memory capacity exceeded or both) for updating the MWD, from the SMS‑GMSC to the HLR (see 3. in figure 15). 
Operation 4: forwardShortMessage.

The operation provides a means for the SMS‑GMSC to transfer a short message to the MSC or to the SGSN at which the MS is currently located, via an SMS Router if deployed by the HPLMN of the receiving MS.

The operation works in tandem with the forwarding of the short message from the MSC or from the SGSN to the MS. Thus, the outcome of the operation comprises either success, i.e. that the message has been delivered to the MS; or a failure that may be caused by several reasons, e.g. failure in the transfer SMS‑GMSC ‑> MSC or SMS-GMSC -> SGSN, MS being detached, or no paging response.

It should be noted that the MNRG setting is implicitly carried out in the SGSN when the message transfer is denied due to GPRS DETACH.
If the SMS‑GMSC used cached data instead of an HLR interrogation, then upon receiving a failure with cause "Unknown Subscriber" the SMS‑GMSC shall delete the appropriate entry in the local cache and resume from Operation 2: sendRoutingInfoForShortMsg.
Operation 5: sendInfoForMT‑SMS.

The operation provides a means for the MSC to retrieve subscriber information from VLR for mobile terminated short message transfer. The operation may be associated with an authentication procedure, as shown in figure 16. Unsuccessful retrieval (e.g. absent subscriber) is indicated by a cause indication to the SMS‑GMSC.

An overall depiction of how operation 5 interacts with signalling on the radio path is given in figure 16.

It should be noted that the MNRF setting is implicitly carried out when the message transfer is denied due to IMSI DETACH.

NOTE:
This operation is not used by the SGSN.

Operation 6: Message transfer MSC ‑> MS.

The operation is used to transfer a short message from the MSC to the MS.

If the transfer is not successful, e.g. due to the MS losing radio coverage after having successfully authenticated, a failure report (RP‑ERROR) is returned to the SMS‑GMSC. In this case, MWD and MCEF in the HLR shall be updated only for the case where the transfer fails with cause MS Memory Capacity Exceeded.

If the MS notifies the network that the MS has been unable to accept a short message because its memory capacity has been exceeded, then the ME shall set the memory capacity Exceeded Notification flag if present.

Operation 7: InformSC.

The operation is used to transfer the MSIsdn‑Alert from the HLR to the SMS‑GMSC if the error Absent Subscriber or a positive result is given as an answer to the operation SendRoutingInfoForSM.
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NOTE 1:
Described in GSM 44.008 [12] and 3GPP TS 29.002 [15].


If the SGSN is used, Paging and Authentication are performed from SGSN.

NOTE 2:
This operation is not used by the SGSN.

NOTE 3:
If an SMS Router is present, the message 4a forwardShortMessage and 4b Delivery report are transparently transferred from/to the SMS‑GMSC to/from the MSC or SGSN by the SMS Router.

Figure 16a): "Send information for MT SMS" procedure; error free case
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Operation invocation or message transfer

	
	:
Error report


NOTE 1:
The GPRS DETACH information is in the SGSN.


This operation is not used by the SGSN.

NOTE 2:
If an SMS Router is present, the message 4a forwardShortMessage and 4c Failure report are transparently transferred from/to the SMS‑GMSC to/from the MSC or SGSN by the SMS Router.
Figure 16b): "Send information for MT SMS" procedure;
erroneous case: absent subscriber (e.g. IMSI DETACH or GPRS DETACH)
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	:
Error report


NOTE 1:
Described in GSM 44.008 [12] and 3GPP TS 29.002 [15].


If the SGSN is used, Paging is performed from SGSN.

NOTE 2:
This operation is not used by the SGSN.

NOTE 3:
If an SMS Router is present, the message 4a forwardShortMessage and 4c Failure report are transparently transferred from/to the SMS‑GMSC to/from the MSC or SGSN by the SMS Router.
Figure 16c): "Send information for MT SMS" procedure;
erroneous case: Absent subscriber (e.g. no paging response)
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Error report

	
	:
Unsuccessful operation invocation or message transfer including error report 


(or with missing confirmation)


NOTE 1:
Described in GSM 44.008 [12] and 3GPP TS 29.002 [15].


If the SGSN is used, Paging and Authentication are performed from SGSN.

NOTE 2:
This operation is not used by the SGSN.

NOTE 3:
If an SMS Router is present, the message 4a forwardShortMessage and 4c Failure report are transparently transferred from/to the SMS‑GMSC to/from the MSC or SGSN by the SMS Router.
Figure 16d): "Send information for MT SMS" procedure; incorrect authentication
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