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This paper identifies the high-level procedures that must be performed by the UE to bootstrap a Mobile IPv4 FA mode connection and that are in the scope of CT1. 

1.  Introduction
During the last meeting the SAE work split among the CT working groups has been discussed. The discussion has confirmed that all UE-related procedures will be specified in CT1.

Concerning the interworking with non-3GPP accesses, three different protocol options have been agreed in SA2 over the S2 reference points: PMIPv6, MIPv4 FA mode and DS-MIPv6. While the former is fully network-based and does not involve any UE procedure, MIPv4 FA mode and DS-MIPv6 require an active role of the UE in the IP mobility management. 
This document focuses on the procedures that need to be specified by CT1 with regard to MIPv4 FA mode. 

2.  Discussion

Figure 1 shows the control plane and user plane for S2a reference point in case MIPv4 FA mode is used (figure from 23.402):

[image: image1.emf] 

L2/L1  

IPv4  

MIPv4  

UDP  

L2/L1  

IPv4  

MIPv4  

UDP  

L2/L1  

IPv4  

MIPv4  

UDP  

L2/L1  

IPv4  

MIPv4  

UDP  

UE   Trusted  Non - 3GPP IP Access   FA   Gateway   HA  

S2a        

L2/L1  

IPv4  

L2/L1  

IPv4  

L2/L1  

IPv4  

IPv4  

Trusted Non - 3GPP IP Access    FA   Gateway   HA  

S2a  

Tunnelling   Layer  

Tunnelling   Layer  

L2/L1  

UE  

IPv4  

Control Plane   User  Plane  


Figure 1 - Protocols for MM control and user planes of S2a for the MIPv4 FA mode option

As shown in Figure 1, Mobile IPv4 control plane is based on two different interfaces, one between the UE and the FA and the other between the FA and the HA. While the latter is an intra core network interface and should therefore be in the scope of CT4, the former involves the UE and the related procedures should be described in TR 24.801. 
In particular the Mobile IPv4 UE-FA procedures in the scope of CT1 include:

· procedures related to Home Agent address discovery;

· procedures related to the Home Address assignment;

· procedures to bootstrap a security association between the UE and the GW acting as HA in order to protect MIPv4 signalling;

· procedures related to Mobile IP update after a handover between two non-3GPP accesses or between a 3GPP and a non-3GPP access;

· procedures related to periodic Mobile IP update;

· procedures related to Mobile IP de-registration and Mobile IP session termination (e.g. when the UE returns to the home link).

The first three procedures can be grouped into a more general procedure called Mobile IP registration or Mobile IP bootstrapping. This procedure is performed by the UE in order to set up a Mobile IP connection with the HA. 
2. Proposal
*** Start of 1st change ***
2
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*** End of 1st change ***
*** Start of 2nd change ***
x.y
Mobility management based on MIPv4 foreign agent mode
Editor's note: This subclause will contain a description of the CT1 aspects of mobility management using MIPv4 in foreign agent (FA) mode. According to 3GPP TS 23.402 [x1] the UE can select this protocol for trusted non-3GPP access (reference point S2a). (For an alternative protocol for reference point S2a see subclause 8.3.)

x.y.1
General
This clause specifies the procedures for Mobile IPv4 FA mode over S2a reference point based on TS 23.402 [x1]. The scope of the clause is limited to the communication between the UE and the FA. The messages exchanged between the FA and the Home Agent are in the scope of TR 29.803 [x2].  
x.y.2
Mobile IP initial attach
Editor's note: This subclause will describe the procedures related to the PDN GW address discovery, the Home Address assignment and the bootstrapping of a security association between the UE and the PDN GW via the FA.

x.y.2.1
General
The Mobile IPv4 initial attach is performed by the UE to establish a Mobile IPv4 connection with the node acting as Home Agent. 
The initial attach involves the following procedures:

· Discovery of the Home Address. The UE needs to discover the IPv4 address of the node acting as Home Agent. 
· IPv4 Home Address assignment. The UE needs to be assigned an IPv4 address to be used as Home Address in Mobile IPv4 FA mode. The Home Agent is responsible of assigning the Home Address to the UE.
· Security Association establishment. The UE needs to establish a Security Association with the node acting as Home Agent in order to secure the Mobile IPv4 signalling. This procedure usually consists in a shared key verification and is performed via Mobile IPv4 signalling.
Editor's note: Details of the Security Association establishment are FFS.

x.y.2.2
UE procedures

x.y.2.3
Foreign agent procedures

*** End of 2nd change ***
