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Clarification to UEs in the Configuration Request message
1. Introduction & Discussion

If the user wants to use UE redirection service, the user shall be able to activate the UE by PN-Configuration message. Some parameters should be included in the message, for example, PUI/PUIs of the default UEs and the UE to be activated.

According to requirements in TS 22.259, the UE shall either send an activation/registration request to the network or the network shall "invite" the UE based on a request received from another UE belonging to the PN. So not only the active UE’s PUI, but also others active UEs’ PUIs belonging to the PN should be included in the PN-Configuration message. 

In TS 23.259, it is described that Configuration Request message to the PNM AS informing the PNM AS about its desirable settings for the session redirection applications by including the public user identity/identities of the UEs. 

However it is difficult to understand what the UEs are, the default UEs or the UEs to be activated?

The same issue as in the De-Configuration Request message in TS 23.259.
2. Conclusion

In TS 23.259, it proposes to be for the further clarification that the parameter the public user identity/identities of the UEs in the Configuration Request message and in the De-Configuration Request message.
*** Proposed Modification***
6.3
PN-Configuration

6.3.1 
General
The PN-Configuration procedures enable the User to configure UEs as the default UE for terminating sessions/calls addressed to any UE belonging to the same PN. The PN-Configuration can be done in three levels in IM CN subsystem and two levels in CS domain. They are a global level for all services supported by the UE capabilities and subscriptions, a per service basis for selected services supported by the UE capabilities and subscriptions, and a per service component basis for the different media of a supported service for the UE.

The following subclause describes the PN-Configuration procedures in the IM CN subsystem and CS domain respectively.

6.3.2 
PN-Configuration procedure in the IM CN subsystem 
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Figure 6.3.2-1: Successful PN-Configuration procedure in the IM CN subsystem
 1.  UE sends a Configuration Request message to the PNM AS informing the PNM AS about its desirable settings for the session redirection applications by including the public user identity/identities of the configured UEs including the default UE and the UEs which the user expects to activate. The relevant parameters for executing the session redirection application such as the configuration level and the priority value can be included.
Editor’s note: The configuration of shared public user identities is FFS.
2. 
Upon receiving this Configuration Request message, the NAF combined in the AS authenticates the Configuration Request message according to the 3GPP TS 33.222 [9]. After a successful authentication, the NAF inserts the private user identity of the UE and forwards the message to the PNM AS. The PNM AS authorizes the Configuration Request message by comparing the public user identity with those ones that are registered in the PN by means of the PN-Registration procedure.    
3. 
The PNM AS sends a Query Request message to the HSS in order to obtain the service subscription tied to the public user identity of the default UE received in the Configuration Request message.  
4. 
The HSS sends a Query Response message back to the PNM AS with the service subscription tied to the public user identity.
5. 
Upon receiving the Query Response message, the PNM AS verifies the UE capability and the service subscription of the public user identity. 
6.  The PNM AS sends the Subscribe Request message to the HSS.
7.
The HSS sends the Subscribe Response message to the PNM AS.
8. 
The PNM AS stores the configuration settings.

9. 
The PNM AS sends the Configuration Response message to the UE.
***Next Modification***
6.4
PN-Deconfiguration
6.4.1
General

The PN-Deconfiguration procedure enables the User to deconfigure the default UE of a PN. Corresponding to the configuration procedure described in section 6.3, the PN-Deconfiguration can be done in three levels in IM CN subsystem and two levels in CS domain. . 

The following subclauses describe the PN-Deconfiguration procedure in the IM CN subsystem and CS domain respectively. 
6.4.2
PN-Deconfiguration procedure in the IM CN subsystem 
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Figure 6.4.2-1: Successful PN-Deconfiguration procedure in the IM CN Subsystem
1.
In order to remove its configuration settings for the session redirection applications from the PN, a UE sends a Deconfiguration Request message to the PNM AS containing the public user identity/identities of the deconfigured UEs including the default UE and the UEs which the user expects to be removed. Additionally, other relevant parameters for executing the session redirection application such as the configuration level and the priority value can be included. 
2.
Upon receiving the Deconfiguration Request message, the NAF combined in the AS authenticates the Configuration Request message according to the 3GPP TS 33.222 [9]. After a successful authentication, the NAF inserts the private user identity of the UE and forwards it to the PNM AS. The PNM AS authorizes the Deconfiguration Request message by comparing the public user identity with those ones that are registered in the PN by means of the PN-Registration procedure.
3.
The PNM AS sends the Unsubscribe Request message to the HSS. 
4.
The HSS sends the Unsubscribe Response message to the PNM AS.
5.
The PNM AS removes the stored configuration setting.

6.
The PNM AS sends the Deconfiguration Response message to the UE.

***End of Modification***

_1239000781.vsd
UE


HSS


NAF/PNM AS


1. Configuration  Request


2. PN Authentication and Authorization


3.Service Suscription Query Request 


4.Service Suscription Query Response


5.Check UE's Capability
and Subscription


9. Configuration  Response


6.Service Subscription Subscribe Request


7.Service Subscription Subscribe Response


8.Store the Configuration Setting



_1239001052.vsd
UE


HSS


NAF/PNM AS


2. PN Authentication
and Authorization



5. Remove the Configuration Settings


1. Deconfiguration Request


3. Service Subscription Unsubscribe Request


6. Deconfiguration Response


4. Service Subscription Unsubscribe Response



