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Introduction 

When trying to deploy a small 3G base station in the subscriber’s home, the cell is often required to be restricted to only a small group of subscribers. The main problem, which is common for 3GPP GAN products which allow access to all terminals, is that the uplink of the backhaul is normally very restricted and an adequate QoS cannot be guaranteed, or guaranteed for large numbers of UEs. Additionally as the backhaul is paid for by the subscriber, normally it is not seen as acceptable for other people ‘to steal’ the bandwidth.

In order to provide a closed subscriber group using current specifications for 3G, i.e. a cell dedicated to a subscriber group, the only mechanism available to control access to the cell is RAU REJECT or LAU REJECT indicating that the “Location Area is forbidden, search for other LAs on this PLMN, or the use of PLMN not allowed and separate PLMN codes for each BTS. The user group therefore requires its own location area. However, the location area code is only 2 octets, which only allows 65536 unique identities in a PLMN and these need to be also shared with the Location Areas of the normal (overlaid) network. 
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Figure 1 Backhaul Limitations in 3G/UMTS
It is assumed that the operator probably would grudgingly accept some re-use of the Location Area Codes in an intelligent manner to overcome the shortage. 

There are however additional challenges with this solution in 3G, one being that all terminals would attempt to perform a Location Updating procedure on a cell advertising a LA not on the list of Forbidden LAs in the UE. The network would then need to reject the location updating procedure of those UEs which are not in the User Group associated with the LA.
This would lead to the scenario in a densely populated area, where a UE moving down the street could attempt to access a home cell at each house, before being rejected causing a wastage of battery in the terminal, and unnecessary signalling/processing load in the core network. Also there are other Radio Specific inefficiency problems from the UE measuring many cells which it will not anyway be allowed to use, as it affects measurement performance and battery life of the UE.

Furthermore, if the forbidden list is used to prevent access to home cells, other issues arise related to list length. A Forbidden LA list with the minimum length of 10 LA IDs might cause a UE to re-attempt to access a recently Forbidden Location Area (associated to a CSG) that has been pushed off the list by 10 unsuccessful attempts to access CSG cells. A forbidden LA list with the maximum length of 65,000 entries is not big enough for the anticipated deployment of hundreds of thousands of home cells and is cumbersome to store and manage. The UE will have to try and fail to access thousands of cells, or the core network will have to signal a very long list of forbidden LAs to the UE. Increasing the size of the forbidden LA list is not a practical solution, a different method is needed not based on the network signalling that a LA is forbidden when the UE first attempts to access through the LA. 
The above applies equally to home cells in LTE. For more discussions on home cells in LTE, please see C1-07xxxx Home Cell Concept in Enhanced Packet System. But while the above limitations may be acceptable for home cells in 3G/UMTS, such limitations should not be allowed to continue in LTE. 

Conclusion 

It is therefore necessary for the following to be addressed in the design of Closed Subscriber Groups in the enhanced packet system: 
· Sufficient address space in the TA ID to allow for a unique identifier for each CSG

· Avoid using reject messages alone to control access 

· Prevent attempts to access CSG cells when subscriber is not a member 
· Avoid limitation of limited forbidden LA list. Increasing the list size is not a solution. 






























Backhaul not shared because of privacy, or because backhaul is owned by the subscriber, or the backhaul does not guarantee adequate QoS 
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