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IMS Communication Service Identifier (ICSI)









Overview

		Two methods have been proposed to convey the information about the employed service by the originated UE to the network and also terminated UE.

		Method1 based on draft-rosenberg-sipping-service-identification-00: “Identification of Communications Services in the Session Initiation Protocol (SIP)”

		Method2 based on  RFC 3841: “Caller Preferences for the Session Initiation Protocol (SIP)”









Method1: draft-rosenberg-sipping-service-identification-00

Assumptions:

		Well-known services are identified by a service URN 

		The Require header field is utilized, and the option tag is set to the service URN for those well-known services

		User Agent makes use of UA loose routing (draft-rosenberg-sip-ua-loose-route-00) and GRUU, and adds an implementation-specific parameter to their GRUU for each service instance on a UE. 

		If UE wants the request to be processed by an application prior to reaching the terminating network, it includes the service URN in Route headers that get appended to the route set for the request.









Registration

		When a UE supports numerous services, it SHOULD generate a single registration representing the entire UE instance.  The UE MUST utilize GRUU and UA loose routing. 









Session setup

		A UA can initiate a session either directly, or using presence. 

		When using presence, the UE would start with the AOR for the target. Require Header Must be used. ** Less Interop problem – however, in case different version of the service instance is supported**

		When initiating a session directly, the user will select a service on the UE and then request communications by entering or selecting the target AOR. Require Header Must be used.** More Interop problem**

		If a UE wants the network to pass the request through application servers that provide specific processing, the UE MUST include a service URN for that service as the bottom-most Route header. 









Guideline for Usage of Method 1

		This method introduces the concept of using a service URN to identify well-known logic that is required in order to successfully process a request.  

		Service URN may be passed through Request-URI or Require Header

		In 3GPP, Service URN can only be passed via Require-header, therefore, the usage of this mechanism may cause serious interoperability problems.

		Defining of new service URNs for new version of a SW can result in interoperability problem.

		A service such as Video telephony is rejected even if the voice part could be setup.

		A Rel6 UE rejects the INVITE even if it is capable to setup the session, since it does not understand the service URN









Method 2: RFC 3841 “Caller Preferences for the SIP”

		Assumptions:

		Accept-Contact Header is employed to specify the service identifier

		Level of importance of the needed feature sets for the session can be determined by “require” and “explicit”. If both exist, the session is only setup when the feature sets are supported by the terminating UE.

		Multiple UE instances may register service capabilities which can be subscribed to.









Registration

		When a UE supports numerous services, it can generate a single registration representing the entire UE instance.  The UE MUST NOT utilize GRUU.









Session setup

		A UA can initiate a session either directly, or using presence. 

		When using presence, the UE would start with the AOR for the target ** No Interop problem**

		When initiating a session directly, the user will select a service on the UE and then request communications by entering or selecting the target AOR. Accept- header is employed and the level of required feature set is determined by “require” and “explicit” ** No Interop problem since UE is in charge of the level**

		









Guideline for Usage of Method 2

		This method introduces the concept of using a service identifier to identify logic that is required in order to successfully process a request.  

		The service identifier is passed through Accept-Contact Header

		Parameter “require” and “explicit” can be combined (by UE’s choice) to specify the importance of supported capabilities in the terminating UEs, therefore, the usage of this mechanism will NOT cause any interoperability problems.









Conclusion

		Mechanism		Supported Features		Inter-operability		Flexibility		Documenta
tions		Registra-
tion

		Method1: draft-rosenberg-sipping-service-identification-00 		Require Header, Service URN (can not be used in 3GPP)		May use GRUU and Presence		May cause serious interoperability problems		None (Require header)		Premature		The same

		Method2: RFC3841 Caller Preferences		Accept-Contact Header		May use GRUU and Presence		No interoperability problem		UE Choice (several levels are available)		Established		The same

































Conclusion and Recommendation

		Method 2 is a solution based on RFC 3841 is IETF solution. 

		Unlike Method 1, Method 2 is stable and does not have any dependency on GRUU and Loose Routing (both are in draft stage).

		Method is used in today’s POC.

		It is concluded and recommended to use Method 2 based on RC 3841.










