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Abstract of the contribution:

This document provides a brief overview of how preferred circuit carrier and dial-around inter-working functions may be achieved within the IMS. The document first summarizes essential requirements, and then discusses viable architectural alternatives. 

Brief Summary of Requirements

North American cable networks offering telephony service, including VoIP PacketCable networks, are required by regulations to support local number portability and equal-access carrier routing. These requirements are described in PacketCable specifications and the essential requirements that impact the IMS are summarized here for convenience. 

· Local number portability (LNP) and equal access carrier routing apply only to residential telephony services. Therefore, these requirements are limited to TEL URIs and SIP URIs with user=phone.  This limitation is assumed and understood throughout the balance of this document. 

· Since LNP and equal access carrier routing are required per national or regional regulations, the application of these capabilities within a network is dictated per operator policy. 

Local Number Portability

· The cable network is required to determine if a called number is ported. If the called number is ported to a PSTN destination, the cable network must be able to retrieve the LNP routing number, apply routing policy based on the LNP routing number, and must also pass the routing number and LNP database dip indicator to the PSTN. 

· Since LNP and equal access carrier routing is required per national or regional regulations, the application these procedures within a network is dictated per operator policy. 

Equal Access Carrier Routing
· Equal access carrier routing allows a long distance circuit switched carrier to be selected for the completion of long distance calls when the calls are destined for the PSTN. 
· The cable network must be able to determine the carrier for a given call, apply routing policy based on the identified carrier, and pass the carrier to the PSTN.
· The carrier is selected by the cable network based on who is paying for the call. For example, if the call is destined to a freephone number (e.g. 800 number), then the carrier identifies the freephone service provider. If the call is being charged to the originating user, then the carrier is the carrier selected by the user. 
· The cable network must provide a user with a preassigned (default) preferred carrier, selected by the user at provisioning time. Alternatively, a preferred circuit carrier may be selected and configured by the cable operator for all or a portion of cable subscribers. In this case, the cable operator configures to the network to route long distance calls on the circuit carrier selected by the cable operator.

· The cable network must also provide a dial-around capability that enables an originating user to select a carrier different than the preassigned carrier at call setup time (i.e. carrier is selected via dialled digits). 
· Calls that identify a carrier must also indicate how the carrier was obtained (whether dialled, preassigned, etc), and must signal this indication to the PSTN. Since this indication is used for billing reconciliation, its value must be asserted by the network (i.e. the originating user is not allowed to indicate where the carrier value came from). 
Document References

The signalling support for equal access carrier routing relies on the following IETF documents:

· RFC 4694 (October 2006): “Number Portability Parameters for the ‘tel’ URI”.

This RFC adds the following parameters to the tel URI:

· the “rn” parameter indicating the LNP routing number

· the “npdi” parameter indicating whether or not the LNP database dip has been performed. 

· the “cic” parameter identifying the carrier to be used in routing the call
· draft-yu-tel-dai-01 (March 2007): “DAI Parameter for the ‘tel’ URI”.

This draft adds a dial-around-indicator “dai” parameter to the tel URI which indicates how the “cic” parameter was obtained, whether dialled by the user, presubscribed by the operator, etc.
CT1 Changes for LNP and Carrier Routing

Local Number Portability:

Historically, LNP dips have been accomplished via TCAP interfaces, and the TCAP interface for LNP will need to be supported within cable networks as well. In the future it is expected that ENUM will be used to support LNP. (See RFC 4769) ENUM/DNS servers containing the E.164 address to SIP URI mapping are expected to be synchronized with LNP porting procedures. 

In order to cater to differing operator needs, stage-2 provides several options for support of LNP, whereby any component in the signalling chain from the originating S-CSCF to the MGCF can retrieve the routing number, and populate the “rn” and “npdi” parameters in the tel or SIP Request URI of the originating INVITE. Once the routing number is known, the component that performed the LNP dip or any downstream component can use the “rn” parameter in its routing policy decision (therefore, where the dip is done is governed partly by routing topology). 
On receiving an originating INVITE, a component in the signalling chain can determine whether or not the LNP dip has been performed based on the value of the “npdi” parameter in the Request SIP or tel URI. 
Originating S-CSCF and LNP
Since it is likely that LNP porting procedures may be synchronized in the future with ENUM, the existing S-CSCF ENUM interface may be updated to support the retrieval of the LNP routing number. As such, the originating S-CSCF can be configured to optionally populate the “rn” and “npdi” parameters in the SIP or tel Request URI, for calls destined for the PSTN. Note that per RFC 4769, LNP data is returned on an ENUM translation failure. Therefore, when RFC 4769 is supported, the S-CSCF will have the LNP data at the point where it decides to route the call to the PSTN. Therefore, it makes sense to have the originating S-CSCF populate the LNP parameters in this case, since it avoids having to do another LNP database dip on a downstream component. 

Originating Application Server and LNP
An application server that supports the ability to retrieve LNP data (e.g. TCAP or ENUM) could support LNP. An AS that retrieves the LNP data would add the “npdi” parameter to indicate to downstream entities that the LNP dip had been performed. Since this is an application specific function, it is outside the scope of 24.229.
BGCF and LNP
The BGCF can be configured to perform the LNP dip and populate the “rn” and “npdi” parameters.

MGCF and LNP
Cable operators have decided to use existing PacketCable defined network elements for PSTN interconnect. These PacketCable elements provide the equivalent to the 3GPP MGCF functions with specific enhancements for cable, such as the TCAP dip for LNP. Therefore, while not specifically required for cable deployments, the MGCF can be configured to perform the TCAP LNP dip and signal the routing number and dip indicator to the PSTN.

Equal Access Carrier Routing:
The equal access carrier information is carried in the tel or SIP URI of the Request URI of an originating INVITE. 

The “cic” parameter can be added by the following components:

· originating UE
· originating Application Server
· BGCF
Any component other than the originating UE that adds a “cic” parameter must also add a “dai” parameter to indicate how the carrier value was obtained. Also, it is assumed that components in the network that are responsible for adding the “cic” parameter will not add an incorrect value assuming that a downstream entity will correct it. For example, if an originating Application Server that is responsible for populating the “cic” with the preassigned carrier receives an INVITE destined for a freephone number, then it should not add the preassigned carrier assuming that a downstream entity such as the BGCF will update the carrier. Instead, it should either not add the “cic” parameter, or it should add a “cic” parameter identifying the freephone carrier. 
Originating UE adds dialled “cic”
If the originating UE identifies the called party using a tel URI, or SIP URI”user=phone”, and if the originating user dials a carrier, then the UE inserts the “cic” parameter identifying the dialled carrier. The UE must not include a “dai” parameter. 
Originating Application Server and “cic”

If an originating UE includes a “dai” parameter, then filter criteria must be configured to invoke an Application Server that removes the “dai”.  
If an originating UE inserts a “cic” parameter, then filter criteria must be configured to invoke an Application Server which verifies that the identified carrier is allowed, and if allowed then adds a “dai” parameter indicating that the carrier was user-dialled. If the INVITE is destined for a freephone number, then the AS must remove the UE dialled “cic”, and optionally insert a freephone carrier. 
If the originating UE identifies the called party using a SIP URI “user=dialstring”, and the call is destined for the PSTN then the originating INVITE is routed to a Application Server to resolve the Request URI to a valid tel URI (or SIP URI “user=phone’). 
If a user has a provisioned preassigned carrier that is different than the network-wide default preassigned carrier, and the user didn’t dial a carrier or call a freephone number, then the Application Server must be invoked to insert the “cic” identifying the preferred carrier protocol parameter on each call origination that requires a long distance circuit carrier. In this case the AS will also add a “dai” parameter indicating that the “cic” contains the preassigned carrier. Alternatively, if the call is destined to a freephone number, then the AS can add a “cic” identifying the freephone carrier. 

Since these AS procedures are application-specific, they are not specified in 24.229.

BGCF adds preassigned or freephone  “cic”
There are deployments where the cable network is able to select a single preferred circuit carrier for all cable subscribers within a region. In this case, it is more efficient to provision an IMS element to insert the preferred carrier protocol parameter rather than incur the additional latency and signalling to route calls through an originating application server. Since the MGCF may be contracted with a 3rd network that serves a number of originating networks, the preferred circuit carrier parameters should be inserted by the BGCF. To support this scenario, the cable operator can provision a preferred circuit carrier into the BGCF. 
On receiving an originating INVITE, a BGCF that is configured to support carrier routing will add a “cic” parameter identifying the carrier for the call (preassigned or freephone carrier). If the incoming request already contains a “cic” parameter, then the BGCF will not overwrite it (e.g. don’t want to replace a dialled carrier with a preassigned carrier).  
BGCF, MGCF and transit function route selection based on “cic”

The BGCF, MGCF and transit function may include the received “cic” values in their route selection engines.
LNP and Carrier Routing for Redirected Calls
When a call is redirected by a terminating Application Server acting as a B2BUA, there is a chance that the LNP and carrier routing information need to be updated for the forward-to leg (e.g., consider case where the original leg wasn’t billed, and the forward-to leg is billable to the forward-from party).  What component is responsible for updating the LNP and carrier routing data in this case? 

The terminating procedures in 5.4.3.3 for this redirect scenario execute steps 10 through 14 of the originating S-CSCF procedure. If the originating step-10 is configured to support LNP, then it will support LNP for this redirect case also. 

Support of carrier routing in the redirect case is not as straightforward. The terminating redirect procedure jumps to step 10 of the originating procedure, and bypasses the originating Application Servers. Therefore, if the operator policy is to update carrier information using Application Servers (say, to support the case where each user has a unique preassigned carrier), then the only AS that can perform the function for the redirect case is the redirect AS. 

