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3A
Interoperability with different IP-CAN

The IM CN subsystem can be accessed by UEs resident in different types of IP-CAN. The main body of this document, and annex A, are general to UEs and IM CN subsystems that are accessed using any type of IP-CAN. Requirements that are dependent on the type of IP-CAN are covered in annexes B, D, E and H, or in separate specifications.
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5.2.10.1
General

Editor's Note: The requirements for handling emergency related requests that have not been received over a security association need to be derived from the related statements in the UE section.

The P-CSCF can handle emergency session and other requests from both a registered user as well as an unregistered user. Certain networks only allow emergency session from registered users.

Editor's note: It needs to be clarified whether a user can set up an emergency session if the user is not registered. From the requirements in 23.167 it seems that even in the case of a UICC not being available, the UE still needs to register. In that case, the P-CSCF would (in the above sentence) only be able to handle emergency sessions from registered users. The user then could be either authenticated or not.

NOTE 1:
If only emergency setup from registered users is allowed, a request from an unregistered user is ignored since it is received outside of the security association.
The P-CSCF shall not subscribe to the reg event package for any emergency public user identity.

The P-CSCF shall store a configurable list of local emergency service identifiers, i.e. emergency numbers and the emergency service URN, which are valid for the operator to which the P-CSCF belongs to. In addition to that, the P-CSCF shall store a configurable list of roaming partners' emergency service identifiers.

NOTE 2:
The emergency service URN are common to all networks, although subtypes may either not necessarily be in use, or a different set of subtypes is in use. The above requirements do not apply to subtypes of the emergency service URN.

Access technology specific procedures are described in each access technology specific annex to determine whether the initial request for a dialog or standalone transaction or an unknown method is destined for a PSAP.



NOTE 3:
Depending on local operator policy, the P-CSCF has the capability to reject requests relating to specific methods in accordance with RFC 3261 [26], as an alternative to the functionality described above.

When the P-CSCF responds that the CS domain is to be used for emergency call the P-CSCF shall include in the 380 (Alternative Service) response a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body as described in subclause 7.6.1.

The P-CSCF shall include in the 3GPP IMS XML body:

a)
an <alternative-service> element, set to the parameters of the alternative service:

b)
a <type> child element, set to "emergency" to indicate that it was an emergency call; and

c)
a <reason> child element, set to an operator configurable reason.

The P-CSCF can handle emergency session establishment within a non-emergency registration.
When the P-CSCF responds that an emergency registration is required the P-CSCF shall include in the 380 (Alternative Service) response a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body as described in subclause 7.6.1. The P-CSCF shall include in the 3GPP IMS XML body:

a)
an <alternative-service> element, set to the parameters of the alternative service;
b)
a <type> child element, set to "emergency" to indicate that it was an emergency call; and
c)
an <action> child element, set to "emergency-registration" to indicate that emergency registration is required; and

d)
a <reason> child element, set to an operator configurable reason.
NOTE 4:
<action> element is used only in a context to indicate the UE that emergency registration is requied in the present document. Therefore, this element is defined as optional and shall not be used in other purpose. 
For all SIP transactions identified as relating to an emergency, the P-CSCF shall give priority over other transactions. This allows special treatment (e.g. with respect to filtering, higher priority, routeing) of emergency sessions. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

============= NEXT CHANGE =============

7.2A.4
P-Access-Network-Info header

7.2A.4.1
Introduction

The P-Access-Network-Info header is extended to include specific information relating to particular access technologies.

7.2A.4.2
Syntax

The syntax of the P-Access-Network-Info header is described in RFC 3455 [52]. There are additional coding rules for this header depending on the type of IP-CAN, according to access technology specific descriptions.


Table 7.6A describes 3GPP-specific extensions to the P-Access-Network-Info header field defined in RFC 3455 [52].

Table 7.6A: Syntax of extensions to P-Access-Network-Info header

   access-net-spec        = access-type [SEMI np] *(SEMI access-info)

   access-type            = "IEEE-802.11" / "IEEE-802.11a" / "IEEE-802.11b" / "IEEE-802.11g" / "3GPP-GERAN" / "3GPP-UTRAN-FDD" / "3GPP-UTRAN-TDD" / "ADSL" / "ADSL2" / "ADSL2+" / "RADSL" / "SDSL" / "HDSL" / "HDSL2" / "G.SHDSL" / "VDSL" / "IDSL" / "3GPP2-1X" / "3GPP2-1X-HRPD" / "DOCSIS" / token
   np                     = "network-provided"
   access-info            = cgi-3gpp / utran-cell-id-3gpp / dsl-location / i-wlan-node-id / ci-3gpp2 / extension-access-info

   extension-access-info  = gen-value

   cgi-3gpp               = "cgi-3gpp" EQUAL (token / quoted-string)

   utran-cell-id-3gpp     = "utran-cell-id-3gpp" EQUAL (token / quoted-string)

   i-wlan-node-id         = "i-wlan-node-id" EQUAL (token / quoted-string)
   dsl-location           = "dsl-location" EQUAL (token / quoted-string)

   ci-3gpp2               = "ci-3gpp2" EQUAL (token / quoted-string)
7.2A.4.3
Additional coding rules for P-Access-Network-Info header

The UE shall populate the P-Access-Network-Info header, where use is specified in subclause 5.1, with the following contents:

1)
the access-type field set to one of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", "IEEE-802.11g", "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", "IDSL", or "DOCSIS" as appropriate to the access technology in use.


2)
if the access type field is set to "3GPP-GERAN", a cgi-3gpp parameter set to the Cell Global Identity obtained from lower layers of the UE. The Cell Global Identity is a concatenation of MCC, MNC, LAC and CI (as described in 3GPP TS 23.003 [3]). The value of "cgi-3gpp" parameter is therefore coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and CI (fixed length code of 16 bits using a full hexadecimal representation);

3)
if the access type field is equal to "3GPP-UTRAN-FDD", or "3GPP-UTRAN-TDD", a "utran-cell-id-3gpp" parameter set to a concatenation of the MCC, MNC, LAC (as described in 3GPP TS 23.003 [3]) and the UMTS Cell Identity (as described in 3GPP TS 25.331 [9A]), obtained from lower layers of the UE, and is coded as a text string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length code of 16 bits using full hexadecimal representation) and UMTS Cell Identity (fixed length code of 28 bits);

4)
if the access type field is set to "3GPP2-1X", a ci-3gpp2 parameter set to the ASCII representation of the hexadecimal value of the string obtained by the concatenation of SID (16 bits), NID (16 bits), PZID (8 bits) and BASE_ID (16 bits)  (see 3GPP2 C.S0005-D [85]) in the specified order. The length of the ci-3gpp2 parameter shall be 14 hexadecimal characters. The hexadecimal characters (A through F) shall be coded using the uppercase ASCII characters. If the MS does not know the values for any of the above parameters, the MS shall use the value of 0 for that parameter. For example, if the SID is unknown, the MS shall represent the SID as 0x0000;

NOTE 1:
The SID value is represented using 16 bits as supposed to 15 bits as specified in 3GPP2 C.S0005-D [85].

EXAMPLE:
If SID = 0x1234, NID = 0x5678, PZID = 0x12, BASE_ID = 0xFFFF, the ci-3gpp2 value is set to the string "1234567812FFFF".

5)
if the access type field is set to "3GPP2-1X-HRPD", a ci-3gpp2 parameter set to the ASCII representation of the hexadecimal value of the string obtained by the concatenation of Sector ID (128 bits) and Subnet length (8 bits) (see 3GPP2 C.S0024-A [86]) in the specified order. The length of the ci-3gpp2 parameter shall be 34 hexadecimal characters. The hexadecimal characters (A through F) shall be coded using the uppercase ASCII characters;

EXAMPLE:
If the Sector ID = 0x12341234123412341234123412341234, Subnet length = 0x11, the ci-3gpp2 value is set to the string "1234123412341234123412341234123411".

6)
if the access-type field set to one of "IEEE-802.11", "IEEE-802.11a", "IEEE-WLAN-802.11b" or "IEEE-802.11g", an "i-wlan-node-id" parameter is set to the MAC address of the AP.
7)
if the access-type field is set to one of "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", "IDSL", the access-info field shall contain a dsl-location parameter obtained from the CLF (see NASS functional architecture) and derived from the binding information (IP edge ID, allocated IP address, line ID). The "dsl-location" is the concatenation of IP edge ID, allocated IP address, and line ID; and
8)
if the access-type field set to "DOCSIS", the access info parameter is set to a null value. This release of this specification does not define values for use in this parameter.

NOTE 2:
The "cgi-3gpp", the "utran-cell-id-3gpp", the "ci-3gpp2", the "i-wlan-node-id", and the "dsl-location" parameters described above among other usage also constitute the location identifiers that are used for IMS emergency services.

The UE shall indicate the access type used for IM CN subsystem signalling in the P-Access-Network-Info header when the UE populates the P-Access-Network-Info header and the UE is registered through multiple accesses simultaneously.
If the P-CSCF receives an initial request for a dialog or standalone transaction or an unknown method and:

-
the request includes a P-Access-Network-Info header with a "network-provided" parameter the P-CSCF shall remove the P-Access-Network-Info header;
-
the request is sent using xDSL as an IP-CAN the P-CSCF may insert a P-Access-Network-Info header into the request by setting the access-type field to one of "ADSL", "ADSL2", "ADSL2+", "RADSL", "SDSL", "HDSL", "HDSL2", "G.SHDSL", "VDSL", or "IDSL", adding the "network-provided" parameter and the "dsl-location" parameter with the value received in the Location-Information header in the User-Data Answer command as specified in ETSI ES 283 035 [98]; and
NOTE 4:
The way the P-CSCF deduces that the request comes using xDSL access is implementation dependent.
Editor's Note: Insertion of P-Access-Network-Info header by a P-CSCF is not allowed according to RFC 3455 [52].
-
the request is sent using DOCSIS as an IP-CAN the P-CSCF may insert a P-Access-Network-Info header into the request by setting the access-type field to "DOCSIS" and including the "network-provided" parameter.
NOTE 5:
The way the P-CSCF deduces that the request comes using DOCSIS access is implementation dependent.

Editor's Note: Insertion of P-Access-Network-Info header by a P-CSCF is not allowed according to RFC 3455 [52].
============= NEXT CHANGE =============

B.3.2
Procedures at the P-CSCF


B.3.2.1
Detecting requests destined for a PSAP
In order to determine whether the initial request for a dialog or standalone transaction or an unknown method is destined for a PSAP the P-CSCF shall compare the MCC field received in the P-Access-Network-Info header against its own MCC code.
============= NEXT CHANGE =============

D.3.2
Procedures at the P-CSCF


D.3.2.1
Detecting requests destined for a PSAP

Editor's Note: Determining the location of the I-WLAN AP is FFS.
============= NEXT CHANGE =============

E.3.2
Procedures at the P-CSCF


E.3.2.1
Location information handling

Upon receipt of an initial request for a dialog or standalone transaction or an unknown method, the P-CSCF based on local policy may include a P-Access-Network-Info header. The value of the dsl-location parameter shall be the value as received in the Location-Information header in the User-Data Answer command as specified in ETSI ES 283 035 [98].

NOTE:
The way the P-CSCF deduce that the request comes from a UE connected through xDSL access is implementation dependent.

E.3.2.2
Detecting requests destined for a PSAP

In order to determine whether the initial request for a dialog or standalone transaction or an unknown method is destined for a PSAP the P-CSCF shall check if the location information received in the network provided and/or UE provided "dsl-location" parameter in the P-Access-Network-Info header(s) belongs to a location in the same country.
NOTE 1:
If local policy does not require the insertion of P-Access-Network-Info header in the P-CSCF even if it is missing in the received initial request, the P-CSCF can assume that the request is initiated by fixed broadband UE in the same country.
NOTE 2:
If the location information in the network provided and UE provided "dsl-location" parameters (in a request that includes two P-Access-Network-Info headers) is contradictory, or the two P-Access-Network-Info headers indicate different access types the P-CSCF shall ignore either the network provided or the UE provided information according to operator policy.
============= NEXT CHANGE =============

H.3.2
Procedures at the P-CSCF


H.3.2.1
Location information handling

Upon receipt of an initial request for a dialog or standalone transaction or an unknown method, the P-CSCF based on local policy may include a P-Access-Network-Info header.

NOTE:
The way the P-CSCF deduce that the request comes from a UE connected through DOCSIS access is implementation dependent.

H.3.2.2
Detecting requests destined for a PSAP

If access type field in the P-Access-Network-Info header indicated DOCSIS access the P-CSCF shall assume that the initial request for a dialog or standalone transaction or an unknown method destined for a PSAP is initiated in the same country.
NOTE 1:
If local policy does not require the insertion of P-Access-Network-Info header in the P-CSCF even if it is missing in the received initial request, the P-CSCF can assume that the request is initiated by fixed broadband UE in the same country.
NOTE 2:
If the network provided and UE provided P-Access-Network-Info headers indicate different access types the P-CSCF shall ignore the information in either the network provided or the UE provided P-Access-Network-Info header according to operator policy.
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