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Annex A (normative):
Profiles of IETF RFCs for 3GPP usage


A.1
Profiles 

A.1.1
Relationship to other specifications

This annex contains a profile to the IETF specifications which are referenced by this specification, and the PICS proformas underlying profiles do not add requirements to the specifications they are proformas for.

This annex provides a profile specification according to both the current IETF specifications for SIP, SDP and other protocols (as indicated by the "RFC status" column in the tables in this annex) which are referenced by this specification and to the 3GPP specifications using SIP (as indicated by the "Profile status" column in the tables in this annex.

In the "RFC status" column the contents of the referenced specification takes precedence over the contents of the entry in the column.

In the "Profile status" column, there are a number of differences from the "RFC status" column. Where these differences occur, these differences take precedence over any requirements of the IETF specifications. Where specification concerning these requirements exists in the main body of the present document, the main body of the present document takes precedence.

Where differences occur in the "Profile status" column, the "Profile status" normally gives more strength to a "RFC status" and is not in contradiction with the "RFC status", e.g. it may change an optional "RFC status" to a mandatory "Profile status". If the "Profile status" weakens the strength of a "RFC status" then additionally this will be indicated by further textual description in the present document.

For all IETF specifications that are not referenced by this document or that are not mentioned within the 3GPP profile of SIP and SDP, the generic rules as defined by RFC 3261 [26] and in addition the rules in clauses 5 and 6 of this specification apply, e.g..

-
a proxy which is built in accordance to this specification passes on any unknown method, unknown header field or unknown header parameter after applying procedures such as filtering, insertion of P-Asserted-Identity header, etc.; 

-
an UA  which is built in accordance to this specification will 

-
handle received unknown methods in accordance to the procedures defined in RFC 3261 [26], e.g. respond with a 501 (Not Implemented) response; and

-
handle unknown header fields and unknown header parameters in accordance to the procedures defined in RFC 3261 [26], e.g. respond with a 420 (Bad Extension) if an extension identified by an option tag in the Require header of the received request is not supported by the UA.

A.1.2
Introduction to methodology within this profile

This subclause does not reflect dynamic conformance requirements but static ones. In particular, a condition for support of a PDU parameter does not reflect requirements about the syntax of the PDU (i.e. the presence of a parameter) but the capability of the implementation to support the parameter.

In the sending direction, the support of a parameter means that the implementation is able to send this parameter (but it does not mean that the implementation always sends it).

In the receiving direction, it means that the implementation supports the whole semantic of the parameter that is described in the main part of this specification.

As a consequence, PDU parameter tables in this subclause are not the same as the tables describing the syntax of a PDU in the reference specification, e.g. RFC 3261 [26] tables 2 and 3. It is not rare to see a parameter which is optional in the syntax but mandatory in subclause below.

The various statii used in this subclause are in accordance with the rules in table A.1.

Table A.1: Key to status codes
	Status code
	Status name
	Meaning

	m
	mandatory
	the capability shall be supported. It is a static view of the fact that the conformance requirements related to the capability in the reference specification are mandatory requirements. This does not mean that a given behaviour shall always be observed (this would be a dynamic view), but that it shall be observed when the implementation is placed in conditions where the conformance requirements from the reference specification compel it to do so. For instance, if the support for a parameter in a sent PDU is mandatory, it does not mean that it shall always be present, but that it shall be present according to the description of the behaviour in the reference specification (dynamic conformance requirement).

	o
	optional
	the capability may or may not be supported. It is an implementation choice.

	n/a
	not applicable
	it is impossible to use the capability. No answer in the support column is required.

	x
	prohibited (excluded)
	It is not allowed to use the capability. This is more common for a profile.

	c <integer>
	conditional
	the requirement on the capability ("m", "o", "n/a" or "x") depends on the support of other optional or conditional items. <integer> is the identifier of the conditional expression.

	o.<integer>
	qualified optional
	for mutually exclusive or selectable options from a set. <integer> is the identifier of the group of options, and the logic of selection of the options.

	i 
	irrelevant
	capability outside the scope of the given specification. Normally, this notation should be used in a base specification ICS proforma only for transparent parameters in received PDUs. However, it may be useful in other cases, when the base specification is in fact based on another standard.


In the context of this specification the "i" status code mandates that the implementation does not change the content of the parameter. It is an implementation option if the implementation acts upon the content of the parameter (e.g. by setting filter criteria to known or unknown parts of parameters in order to find out the route a message has to take).

It must be understood, that this 3GPP SIP profile does not list all parameters which an implementation will treat as indicated by the status code "irrelevant". In general an implementation will pass on all unknown messages, header fields and header parameters, as long as it can perform its normal behaviour.

The following additional comments apply to the interpretation of the tables in this Annex.

NOTE 1:
The tables are constructed according to the conventional rules for ICS proformas and profile tables.

NOTE 2:
The notation (either directly or as part of a conditional) of "m" for the sending of a parameter and "i" for the receipt of the same parameter, may be taken as indicating that the parameter is passed on transparently, i.e. without modification. Where a conditional applies, this behaviour only applies when the conditional is met.

A.1.3
Roles

Table A.2: Roles

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	User agent
	[26]
	o.1
	o.1

	2
	Proxy 
	[26]
	o.1
	o.1

	o.1:
It is mandatory to support exactly one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3: Roles specific to this profile

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	UE
	5.1
	n/a
	o.1

	2
	P-CSCF
	5.2
	n/a
	o.1

	2A
	P-CSCF (IMS-ALG)
	Annex F, G, K
	n/a
	c4

	3
	I-CSCF
	5.3
	n/a
	o.1

	3A
	void
	void
	void
	void

	4
	S-CSCF
	5.4
	n/a
	o.1

	5
	BGCF
	5.6
	n/a
	o.1

	6
	MGCF
	5.5
	n/a
	o.1

	7
	AS
	5.7
	n/a
	o.1

	7A
	AS acting as terminating UA, or redirect server
	5.7.2
	n/a
	c2

	7B
	AS acting as originating UA
	5.7.3
	n/a
	c2

	7C
	AS acting as a SIP proxy
	5.7.4
	n/a
	c2

	7D
	AS performing 3rd party call control
	5.7.5
	n/a
	c2

	8
	MRFC
	5.8
	n/a
	o.1

	9
	void
	void
	void
	void

	10
	Additional routeing functionality
	Annex I
	n/a
	c3

	11
	E-CSCF
	5.11
	n/a
	o.1

	12
	IBCF
	5.10
	n/a
	o.1

	12A
	IBCF (THIG)
	5.10.4
	n/a
	c5

	12B
	IBCF (IMS-ALG)
	5.10.5
	n/a
	c5

	c1:
void
c2:
IF A.3/7 THEN o.2 ELSE n/a - - AS.

c3:
IF A.3/3 OR A.3/4 OR A.3/5 OR A.3/6 OR A.3/12 THEN o ELSE o.1 - - I-CSCF, S-CSCF, BGCF, MGCF, IBCF.
c4 
IF A.3/2 THEN o ELSE n/a - - P-CSCF
c5: 
IF A.3/12 THEN o ELSE n/a - - IBCF
o.1:
It is mandatory to support exactly one of these items. 

o.2:
It is mandatory to support at least one of these items.

	NOTE:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.


Table A.3A: Roles specific to additional capabilities

	Item
	Roles
	Reference
	RFC status
	Profile status

	1
	Presence server
	3GPP TS 24.141 [8A]
	n/a
	c1

	2
	Presence user agent
	3GPP TS 24.141 [8A]
	n/a
	c2

	3
	Resource list server
	3GPP TS 24.141 [8A]
	n/a
	c3

	4
	Watcher
	3GPP TS 24.141 [8A]
	n/a
	c4

	11
	Conference focus
	3GPP TS 24.147 [8B]
	n/a
	c5

	12
	Conference participant
	3GPP TS 24.147 [8B]
	n/a
	c6

	21
	CSI User Agent
	3GPP TS 24.279
[8D]
	n/a
	c7

	c1:
IF A.3/7A AND A.3/7B THEN o ELSE n/a - - AS acting as terminating UA, or redirect server and AS acting as originating UA.

c2:
IF A.3/1 THEN o ELSE n/a - - UE.

c3:
IF A.3/7A THEN o ELSE n/a - - AS acting as terminating UA, or redirect server.

c4:
IF A.3/1 OR A.3/7B THEN o ELSE IF A.3/2A OR A.3/12B THEN m ELSE n/a - - UE or AS acting as originating UA, P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c5:
IF A.3/7D AND A.3/4 AND A.3/8 THEN o ELSE n/a - - AS performing 3rd party call control and S-CSCF and MRFC (note 2).

c6:
IF A.3/1 OR A.3A/11 THEN o ELSE IF A.3/2A OR A.3/12B THEN m ELSE n/a - - UE or conference focus, P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c7:
IF A.3/1 THEN o ELSE n/a - - UE.

	NOTE 1:
For the purposes of the present document it has been chosen to keep the specification simple by the tables specifying only one role at a time. This does not preclude implementations providing two roles, but an entirely separate assessment of the tables shall be made for each role.

NOTE 2:
The functional split between the MRFC and the conferencing AS is out of scope of this document and they are assumed to be collocated.


Table A.3B: Roles with respect to access technology

	Item
	Value used in P-Access-Network-Info header
	Reference
	RFC status
	Profile status

	1
	3GPP-GERAN
	[52] 4.4
	o
	c1

	2
	3GPP-UTRAN-FDD
	[52] 4.4
	o
	c1

	3
	3GPP-UTRAN-TDD
	[52] 4.4
	o
	c1

	4
	3GPP2-1X
	[52] 4.4
	o
	c1

	5
	3GPP2-1X-HRPD
	[52] 4.4
	o
	c1

	11
	IEEE-802.11
	[52] 4.4
	o
	c1

	12
	IEEE-802.11a
	[52] 4.4
	o
	c1

	13
	IEEE-802.11b
	[52] 4.4
	o
	c1

	14
	IEEE-802.11g
	[52] 4.4
	o
	c1

	21
	ADSL
	[52] 4.4
	o
	c1

	22
	ADSL2
	[52] 4.4
	o
	c1

	23
	ADSL2+
	[52] 4.4
	o
	c1

	24
	RADSL
	[52] 4.4
	o
	c1

	25
	SDSL
	[52] 4.4
	o
	c1

	26
	HDSL
	[52] 4.4
	o
	c1

	27
	HDSL2
	[52] 4.4
	o
	c1

	28
	G.SHDSL
	[52] 4.4
	o
	c1

	29
	VDSL
	[52] 4.4
	o
	c1

	30
	IDSL
	[52] 4.4
	o
	c1

	41
	DOCSIS
	[52] 4.4
	o
	c1

	c1:
If A.3/1 OR A.3/2 THEN o.1 ELSE n/a.

o.1:
It is mandatory to support at least one of these items.


A.2
Profile definition for the Session Initiation Protocol as used in the present document

A.2.1
User agent role

A.2.1.1
Introduction

This subclause contains the ICS proforma tables related to the user role. They need to be completed only for UA implementations:

Prerequisite: A.2/1 - - user agent role.

A.2.1.2
Major capabilities

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	1
	client behaviour for registration?
	[26] subclause 10.2
	o
	c3

	2
	registrar?
	[26] subclause 10.3
	o
	c4

	2A
	registration of multiple contacts for a single address of record
	[26] 10.2.1.2, 16.6
	o
	o

	2B
	initiating a session?
	[26] subclause 13
	o
	o

	2C
	initiating a session which require local and/or remote resource reservation?
	[27]
	o
	c43

	3
	client behaviour for INVITE requests?
	[26] subclause 13.2
	c18
	c18

	4
	server behaviour for INVITE requests?
	[26] subclause 13.3
	c18
	c18

	5
	session release?
	[26] subclause 15.1
	c18
	c18

	6
	timestamping of requests?
	[26] subclause 8.2.6.1
	o
	o

	7
	authentication between UA and UA?
	[26] subclause 22.2
	c34
	c34

	8
	authentication between UA and registrar?
	[26] subclause 22.2
	o
	n/a

	8A
	authentication between UA and proxy?
	[26] 20.28, 22.3
	o
	o

	9
	server handling of merged requests due to forking?
	[26] 8.2.2.2
	m
	m

	10
	client handling of multiple responses due to forking?
	[26] 13.2.2.4
	m
	m

	11
	insertion of date in requests and responses?
	[26] subclause 20.17
	o
	o

	12
	downloading of alerting information?
	[26] subclause 20.4
	o
	o

	
	Extensions
	
	
	

	13
	the SIP INFO method?
	[25]
	o
	n/a

	14
	reliability of provisional responses in SIP?
	[27]
	c19
	c44

	15
	the REFER method?
	[36]
	o
	c33

	16
	integration of resource management and SIP?
	[30] [64]
	c19
	c44

	17
	the SIP UPDATE method?
	[29]
	c5
	c44

	19
	SIP extensions for media authorization?
	[31]
	o
	c14

	20
	SIP specific event notification?
	[28]
	o
	c13

	21
	the use of NOTIFY to establish a dialog?
	[28] 4.2
	o
	n/a

	22
	acting as the notifier of event information?
	[28]
	c2
	c15

	23
	acting as the subscriber to event information?
	[28]
	c2
	c16

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	[35]
	o
	c6

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	[34]
	o
	m

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	[33]
	o
	m

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	[33]
	c9
	c11

	26B
	application of privacy based on the received Privacy header?
	[33]
	c9
	n/a

	26C
	passing on of the Privacy header transparently?
	[33]
	c9
	c12

	26D
	application of the privacy option "header" such that those headers which cannot be completely expunged of identifying information without the assistance of intermediaries are obscured?
	[33] 5.1
	c10
	c27

	26E
	application of the privacy option "session" such that anonymization for the session(s) initiated by this message occurs?
	[33] 5.2
	c10
	c27

	26F
	application of the privacy option "user" such that user level privacy functions are provided by the network?
	[33] 5.3
	c10
	c27

	26G
	application of the privacy option "id" such that privacy of the network asserted identity is provided by the network?
	[34] 7
	c10
	n/a

	26H
	application of the privacy option "history" such that privacy of the History-Info header is provided by the network?
	[66] 7.2
	c37
	c37

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	[50]
	o
	c7

	28
	session initiation protocol extension header field for service route discovery during registration?
	[38]
	o
	c17

	29
	compressing the session initiation protocol?
	[55]
	o
	c8

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	[52]
	o
	m

	31
	the P-Associated-URI header extension?
	[52] 4.1
	c21
	c22

	32
	the P-Called-Party-ID header extension?
	[52] 4.2
	c21
	c23

	33
	the P-Visited-Network-ID header extension?
	[52] 4.3
	c21
	c24

	34
	the P-Access-Network-Info header extension?
	[52] 4.4
	c21
	c25

	35
	the P-Charging-Function-Addresses header extension?
	[52] 4.5
	c21
	c26

	36
	the P-Charging-Vector header extension?
	[52] 4.6
	c21
	c26

	37
	security mechanism agreement for the session initiation protocol?
	[48]
	o
	c20

	38
	the Reason header field for the session initiation protocol?
	[34A]
	o
	o (note 1)

	39
	an extension to the session initiation protocol for symmetric response routeing?
	[56A]
	o
	x

	40
	caller preferences for the session initiation protocol?
	[56B]
	C29
	c29

	40A
	the proxy-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40B
	the cancel-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40C
	the fork-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40D
	the recurse-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	40E
	the parallel-directive within caller-preferences?
	[56B] 9.1
	o.5
	c28

	40F
	the queue-directive within caller-preferences?
	[56B] 9.1
	o.5
	o.5

	41
	an event state publication extension to the session initiation protocol?
	[70]
	o
	c30

	42
	SIP session timer?
	[58] 
	c19
	c19

	43
	the SIP Referred-By mechanism?
	[59]
	o
	c33

	44
	the Session Inititation Protocol (SIP) "Replaces" header?
	[60]
	c19
	c38 (note 1)

	45
	the Session Inititation Protocol (SIP) "Join" header?
	[61]
	c19
	c19 (note 1)

	46
	the callee capabilities?
	[62]
	o
	c35

	47
	an extension to the session initiation protocol for request history information?
	[66]
	o
	o

	48
	Rejecting anonymous requests in the session initiation protocol?
	[67]
	o
	o

	49
	session initiation protocol URIs for applications such as voicemail and interactive voice response
	[68]
	o
	o

	50
	Session Initiation Protocol's (SIP) non-INVITE transactions?
	[84]
	m
	m

	51
	the P-User-Database private header extension?
	[82] 4
	o
	o

	52
	a uniform resource name for services
	[69]
	n/a
	c39

	53
	obtaining and using GRUUs in the Session Initiation Protocol (SIP)
	[93]
	o
	c40

	54
	an extension to the session initiation protocol for request cpc information?
	[95]
	o
	c41

	55
	the Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)?
	[96]
	o
	c42

	56
	the SIP P-Profle-Key private header  extension?
	[97]
	n/a
	n/a

	c2:
IF A.4/20 THEN o.1 ELSE n/a - - SIP specific event notification extension.

c3:
IF A.3/1 OR A.3/4 THEN m ELSE n/a - - UE or S-CSCF functional entity.

c4:
IF A.3/4 THEN m ELSE IF A.3/7 THEN o ELSE n/a - - S-CSCF or AS functional entity.

c5:
IF A.4/16 THEN m ELSE o - - integration of resource management and SIP extension.

c6:
IF A.3/4 OR A.3/1 THEN m ELSE n/a. - - S-CSCF or UE.

c7:
IF A.3/1 OR A.3/4 OR A.3/7A OR A.3/7B OR A.3/7D OR A.3/2A OR A.3/12B THEN m ELSE n/a - - UA or S-CSCF or AS acting as terminating UA or AS acting as originating UA or AS performing 3rd party call control or P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c8:
IF A.3/1 THEN (IF (A.3B/1 OR A.3B/2 OR A.3B/3 OR A.3B/4 OR A.3B/5 OR A.3B/11 OR A.3B/12 OR A.3B/13 OR A.3B/14) THEN m ELSE o) ELSE n/a - - UE behaviour (based on P-Access-Network-Info usage).

c9:
IF A.4/26 THEN o.2 ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c10:
IF A.4/26B THEN o.3 ELSE n/a - - application of privacy based on the received Privacy header.

c11:
IF A.3/1 OR A.3/6 THEN o ELSE IF A.3/2A OR A.3/12B THEN m ELSE n/a - - UE or MGCF, P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c12:
IF A.3/7D THEN m ELSE n/a - - AS performing 3rd-party call control.

c13:
IF A.3/1 OR A.3/2 OR A.3/4 OR A.3/2A OR A.3/12B THEN m ELSE o - - UE or S-CSCF or P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c14:
IF A.3/1 AND A4/2B THEN m ELSE IF A.3/2 THEN o ELSE n/a – UE and initiating sessions or P-CSCF.

c15:
IF A.4/20 AND (A.3/4 OR A.3/2A OR A.3/12B) THEN m ELSE o – SIP specific event notification extensions and S-CSCF or P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c16:
IF A.4/20 AND (A.3/1 OR A.3/2 OR A.3/2A OR A.3/12B) THEN m ELSE o - - SIP specific event notification extension and UE or P-CSCF or P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c17:
IF A.3/1 or A.3/4 THEN m ELSE n/a - - UE or S-CSCF.

c18:
IF A.4/2B THEN m ELSE n/a - - initiating sessions.

c19:
IF A.4/2B THEN o ELSE n/a - - initiating sessions.

c20:
IF A.3/1 THEN m ELSE n/a - - UE behaviour.

c21:
IF A.4/30 THEN o.4 ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP).

c22:
IF A.4/30 AND (A.3/1 OR A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF or UA.

c23:
IF A.4/30 AND A.3/1 THEN o ELSE n/a - -  private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE.

c24:
IF A.4/30 AND A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and S-CSCF.

c25:
IF A.4/30 AND (A.3/1 OR A.3/4 OR A.3/7A OR A.3/7D OR A.3/2A OR A.3/12B) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and UE, S-CSCF or AS acting as terminating UA or AS acting as third-party call controller or P-CSCF(IMS-ALG) or IBCF(IMS-ALG).

c26:
IF A.4/30 AND (A.3/6 OR A.3/7A OR A.3/7B or A.3/7D) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and MGCF, AS acting as a terminating UA, or AS acting as an originating UA, or AS acting as third-party call controller.

c27:
IF A.3/7D THEN o ELSE x - - AS performing 3rd party call control.

c28:
IF A.3/1 THEN m ELSE o.5 - - UE.

c29:
IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a - - support of any directives within caller preferences for the session initiation protocol.

c30:
IF A.3A/1 OR A.3A/2 THEN m ELSE IF A.3/1 THEN o ELSE n/a - - presence server, presence user agent, UE, AS.

c33:
IF A.3/11 OR A.3/12 OR A.3/2A OR A.3/12B OR A.4/44 THEN m ELSE o - - conference focus or conference participant or P-CSCF(IMS-ALG) or IBCF(IMS-ALG) or the Session Inititation Protocol (SIP) "Replaces" header.

c34:
IF A.4/44 OR A.4/45 OR A.3/2A OR A.3/12B THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header  or the Session Inititation Protocol (SIP) "Join" header or P-CSCF(IMS-ALG) or IBCF(IMS-ALG).
c35: 
IF A.3/4 OR A.3/2A OR A.3/12B OR A.3A/21 THEN m ELSE IF (A.3/1 OR A.3/6 OR A.3/7 OR A.3/8) THEN o ELSE n/a - - S-CSCF or P-CSCF(IMS-ALG) or IBCF(IMS-ALG) functional entities, UE or MGCF or AS or MRFC functional entity.

c37
IF A.4/47 THEN o.3 ELSE n/a - - an extension to the session initiation protocol for request history information.

c38:
IF A.4/2B AND (A.3A/11 or A.3A/12) THEN m ELSE IF A.4/2B THEN o ELSE n/a - - initiating sessions, conference focus, conference participant.

c39:
IF A.3/1 THEN m ELSE n/a - - UE.

c40
IF A.3/4 THEN m ELSE IF (A.3/1 OR A.3/7A OR A.3/7B OR A.3/7D) THEN o ELSE n/a - - S-CSCF, UE, AS, AS acting as terminating UA, or redirect server, AS acting as originating UA, AS performing 3rd party call control.

c41:
IF A.3/2 OR A.3/3 OR A.3/12 OR A.3/4 OR A.3.5 OR A.3/6 OR A.3/7 OR A.3/8 THEN o ELSE n/a - - cpc URI parameter.

c42:
IF A.3/1 n/a ELSE o - - UE.

c43:
IF A.4/2B THEN o ELSE n/a - - initiating sessions. 

c44:
IF A.4/2C THEN m ELSE o - - initiating a session which require local and/or remote resource reservation.

o.1:
At least one of these capabilities is supported.

o.2: 
At least one of these capabilities is supported.

o.3: 
At least one of these capabilities is supported.

o.4:
At least one of these capabilities is supported.

o.5:
At least one of these capabilities is supported.

	NOTE 1:
At the MGCF, the interworking specifications do not support a handling of the header associated with this extension.


Editor's note:
For WLAN, it is FFS if it is considered as a radio access or a broadband access for the recommended use of compression
[=== NEXT CHANGE =======================================]
A.2.2
Proxy role

A.2.2.1
Introduction

This subclause contains the ICS proforma tables related to the proxy role. They need to be completed only for proxy implementations.

Prerequisite: A.2/2 - - proxy role

A.2.2.2
Major capabilities

Table A.162: Major capabilities

	Item
	Does the implementation support
	Reference
	RFC status
	Profile status

	
	Capabilities within main protocol
	
	
	

	3
	initiate session release?
	[26] 16
	x
	c27

	4
	stateless proxy behaviour?
	[26] 16.11
	o.1
	c28

	5
	stateful proxy behaviour?
	[26] 16.2
	o.1
	c29

	6
	forking of initial requests?
	[26] 16.1
	c1
	c31

	7
	support of indication of TLS connections in the Record-Route header on the upstream side?
	[26] 16.7
	o
	n/a

	8
	support of indication TLS connections in the Record-Route header on the downstream side?
	[26] 16.7
	o
	n/a

	8A
	authentication between UA and proxy?
	[26] 20.28, 22.3
	o
	x

	9
	insertion of date in requests and responses?
	[26] 20.17
	o
	o

	10
	suppression or modification of alerting information data?
	[26] 20.4
	o
	o

	11
	reading the contents of the Require header before proxying the request or response? 
	[26] 20.32
	o
	o

	12
	adding or modifying the contents of the Require header before proxying the REGISTER request or response 
	[26] 20.32
	o
	m

	13
	adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER?
	[26] 20.32
	o
	o

	14
	being able to insert itself in the subsequent transactions in a dialog (record-routing)?
	[26] 16.6
	o
	c2

	15
	the requirement to be able to use separate URIs in the upstream direction and downstream direction when record routeing?
	[26] 16.7
	c3
	c3

	16
	reading the contents of the Supported header before proxying the response? 
	[26] 20.37
	o
	o

	17
	reading the contents of the Unsupported header before proxying the 420 response to a REGISTER?
	[26] 20.40
	o
	m

	18
	reading the contents of the Unsupported header before proxying the 420 response to a method other than REGISTER?
	[26] 20.40
	o
	o

	19
	the inclusion of the Error-Info header in 3xx - 6xx responses?
	[26] 20.18
	o
	o

	19A
	reading the contents of the Organization header before proxying the request or response?
	[26] 20.25
	o
	o

	19B
	adding or concatenating the Organization header before proxying the request or response?
	[26] 20.25
	o
	o

	19C
	reading the contents of the Call-Info header before proxying the request or response?
	[26] 20.25
	o
	o

	19D
	adding or concatenating the Call-Info header before proxying the request or response?
	[26] 20.25
	o
	o

	19E
	delete Contact headers from 3xx responses prior to relaying the response?
	[26] 20
	o
	o

	
	Extensions
	
	
	

	20
	the SIP INFO method?
	[25]
	o
	o

	21
	reliability of provisional responses in SIP?
	[27]
	o
	i

	22
	the REFER method?
	[36]
	o
	o

	23
	integration of resource management and SIP?
	[30] [64]
	o
	i

	24
	the SIP UPDATE method?
	[29]
	c4
	i

	26
	SIP extensions for media authorization?
	[31]
	o
	c7

	27
	SIP specific event notification
	[28]
	o
	i

	28
	the use of NOTIFY to establish a dialog
	[28] 4.2
	o
	n/a

	29
	Session Initiation Protocol Extension Header Field for Registering Non-Adjacent Contacts
	[35]
	o
	c6

	30
	extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks
	[34]
	o
	m

	30A
	act as first entity within the trust domain for asserted identity
	[34]
	c5
	c8

	30B
	act as subsequent entity within trust network that can route outside the trust network
	[34]
	c5
	c9

	31
	a privacy mechanism for the Session Initiation Protocol (SIP)
	[33]
	o
	m

	31A
	request of privacy by the inclusion of a Privacy header
	[33]
	n/a
	n/a

	31B
	application of privacy based on the received Privacy header
	[33]
	c10
	c12

	31C
	passing on of the Privacy header transparently
	[33]
	c10
	c13

	31D
	application of the privacy option "header" such that those headers which cannot be completely expunged of identifying information without the assistance of intermediaries are obscured?
	[33] 5.1
	x
	x

	31E
	application of the privacy option "session" such that anonymization for the session(s) initiated by this message occurs?
	[33] 5.2
	n/a
	n/a

	31F
	application of the privacy option "user" such that user level privacy functions are provided by the network?
	[33] 5.3
	n/a
	n/a

	31G
	application of the privacy option "id" such that privacy of the network asserted identity is provided by the network?
	[34] 7
	c11
	c12

	31H
	application of the privacy option "history" such that privacy of the History-Info header is provided by the network?
	[66] 7.2
	c34
	c34

	32
	Session Initiation Protocol Extension Header Field for Service Route Discovery During Registration
	[38]
	o
	c30

	33
	a messaging mechanism for the Session Initiation Protocol (SIP)
	[50]
	o
	m

	34
	Compressing the Session Initiation Protocol
	[55]
	o
	c7

	35
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	[52]
	o
	m

	36
	the P-Associated-URI header extension?
	[52] 4.1
	c14
	c15

	37
	the P-Called-Party-ID header extension?
	[52] 4.2
	c14
	c16

	38
	the P-Visited-Network-ID header extension?
	[52] 4.3
	c14
	c17

	39
	reading, or deleting the P-Visited-Network-ID header before proxying the request or response?
	[52] 4.3
	c18
	n/a

	41
	the P-Access-Network-Info header extension?
	[52] 4.4
	c14
	c19

	42
	act as first entity within the trust domain for access network information?
	[52] 4.4
	c20
	c21

	43
	act as subsequent entity within trust network for access network information that can route outside the trust network?
	[52] 4.4
	c20
	c22

	44
	the P-Charging-Function-Addresses header extension?
	[52] 4.5
	c14
	m

	44A
	adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response?
	[52] 4.6
	c25
	c26

	45
	the P-Charging-Vector header extension?
	[52] 4.6
	c14
	m

	46
	adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response?
	[52] 4.6
	c23
	c24

	47
	security mechanism agreement for the session initiation protocol?
	[48]
	o
	c7

	48
	the Reason header field for the session initiation protocol
	[34A]
	o
	o

	49
	an extension to the session initiation protocol for symmetric response routeing
	[56A]
	o
	x

	50
	caller preferences for the session initiation protocol?
	[56B]
	c33
	c33

	50A
	the proxy-directive within caller-preferences?
	[56B] 9.1
	o.4
	o.4

	50B
	the cancel-directive within caller-preferences?
	[56B] 9.1
	o.4
	o.4

	50C
	the fork-directive within caller-preferences?
	[56B] 9.1
	o.4
	c32

	50D
	the recurse-directive within caller-preferences?
	[56B] 9.1
	o.4
	o.4

	50E
	the parallel-directive within caller-preferences?
	[56B] 9.1
	o.4
	c32

	50F
	the queue-directive within caller-preferences?
	[56B] 9.1
	o.4
	o.4

	51
	an event state publication extension to the session initiation protocol?
	[70]
	o
	m

	52
	SIP session timer?
	[58]
	o
	o

	53
	the SIP Referred-By mechanism?
	[59]
	o
	o

	54
	the Session Inititation Protocol (SIP) "Replaces" header?
	[60]
	o
	o

	55
	the Session Inititation Protocol (SIP) "Join" header?
	[61]
	o
	o

	56
	the callee capabillities?
	[62]
	o
	o

	57
	an extension to the session initiation protocol for request history information?
	[66]
	o
	o

	58
	Rejecting anonymous requests in the session initiation protocol?
	[67]
	o
	o

	59
	session initiation protocol URIs for applications such as voicemail and interactive voice response
	[68]
	o
	o

	60
	the P-User-Database private header extension?
	[82]
	o
	o

	61
	Session initiation protocol's non-INVITE transactions?
	[83]
	m
	m

	62
	a uniform resource name for services
	[69]
	n/a
	c35

	63
	obtaining and using GRUUs in the Session Initiation Protocol (SIP)
	[93]
	o
	c36

	64
	an extension to the session initiation protocol for request cpc information?
	[95]
	o
	c37

	65
	the Stream Control Transmission Protocol (SCTP) as a Transport for the Session Initiation Protocol (SIP)?
	[96]
	o
	o (note2)

	66
	the SIP P-Profle-Key private header  extension?
	[97]
	o
	c41

	66A
	making the first query to the database in order to populate the P-Profile-Key header?
	[97]
	c38
	c39

	66B
	using the information in the P-Profile-Key header?
	[97]
	c38
	c40

	c1:
IF A.162/5 THEN o ELSE n/a - - stateful proxy behaviour.

c2:
IF A.3/2 OR A.3/12A OR A.3/4 THEN m ELSE o - - P-CSCF, IBCF(THIG) or S-CSCF.

c3:
IF (A.162/7 AND NOT A.162/8) OR (NOT A.162/7 AND A.162/8) THEN m ELSE IF A.162/14 THEN o ELSE n/a - - TLS interworking with non-TLS else proxy insertion.

c4:
IF A.162/23 THEN m ELSE o - - integration of resource management and SIP.

c5:
IF A.162/30 THEN o ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c6:
IF A.3/2 OR A.3/12A THEN m ELSE n/a - - P-CSCF or IBCF (THIG).

c7:
IF A.3/2 THEN m ELSE n/a - - P-CSCF.

c8:
IF A.3/2 AND A.162/30 THEN m ELSE n/a - - P-CSCF and extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c9:
IF A.3/2 AND A.162/30 THEN m ELSE IF A.3/7C AND A.162/30 THEN o ELSE n/a - - S-CSCF or AS acting as proxy and extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks (NOTE 1).

c10:
IF A.162/31 THEN o.2 ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c11:
IF A.162/31B THEN o ELSE x - - application of privacy based on the received Privacy header.

c12:
IF A.162/31 AND A.3/4 THEN m ELSE n/a - - S-CSCF.

c13:
IF A.162/31 AND (A.3/2 OR A.3/3 OR A.3/12 OR A.3/7C) THEN m ELSE n/a - - P-CSCF or I-CSCF or IBCF or AS acting as a SIP proxy.

c14:
IF A.162/35 THEN o.3 ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP).

c15:
IF A.162/35 AND (A.3/2 OR A.3/3 OR A.3/12) THEN m THEN o ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and P-CSCF or I-CSCF or IBCF.

c16:
IF A.162/35 AND (A.3/2 OR A.3/3 OR A.3/12 OR A.3/4) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and P-CSCF or I-CSCF or IBCF or S-CSCF.

c17:
IF A.162/35 AND (A.3/2 OR A.3/3 OR A.3/12) THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and P-CSCF or I-CSCF or IBCF.

c18:
IF A.162/38 THEN o ELSE n/a - - the P-Visited-Network-ID header extension.

c19:
IF A.162/35 AND (A.3/2 OR A.3.3 OR A.3/4 OR A.3/7 THEN m ELSE n/a - - private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP) and P-CSCF, I-CSCF, S-CSCF, AS acting as a proxy.

c20:
IF A.162/41 THEN o ELSE n/a - - the P-Access-Network-Info header extension.

c21:
IF A.162/41 AND A.3/2 THEN m ELSE n/a - - the P-Access-Network-Info header extension and P-CSCF.

c22:
IF A.162/41 AND A.3/4 THEN m ELSE n/a - - the P-Access-Network-Info header extension and S-CSCF.

c23:
IF A.162/45 THEN o ELSE n/a - - the P-Charging-Vector header extension.

c24:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c25:
IF A.162/44 THEN o ELSE n/a - - the P-Charging-Function-Addresses header extension.

c26:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function Addresses header extension.

c27:
IF A.3/2 OR A.3/4 THEN m ELSE x - - P-CSCF or S-CSCF.

c28:
IF A.3/2 OR A.3/4 OR A.3/6 then m ELSE o - - P-CSCF or S-CSCF of MGCF.

c29:
IF A.3/2 OR A.3/4 OR A.3/6 then o ELSE m - - P-CSCF or S-CSCF of MGCF.

c30:
IF A.3/2 o ELSE i - - P-CSCF.

c31:
IF A.3/4 THEN m ELSE x - - S-CSCF.

c32:
IF A.3/4 THEN m ELSE o.4 - - S-CSCF.

c33:
IF A.162/50A OR A.162/50B OR A.162/50C OR A.162/50D OR A.162/50E OR A.162/50F THEN m ELSE n/a - - support of any directives within caller preferences for the session initiation protocol.

c34:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c35:
IF A.3/2 OR A.3/11 THEN m ELSE n/a - - P-CSCF, E-CSCF.

c36:
IF A.3/4 THEN m ELSE n/a - - S-CSCF.

c37:
IF A.3/2 OR A.3/3 OR A.3/12 OR A.3/4 OR A.3.5 OR A.3/6 OR A.3/7 OR A.3/8 THEN o ELSE n/a - - cpc URI parameter.

c38:
IF A.162/66 THEN o ELSE n/a - - the SIP P-Profile-Key private header.

c39:
IF A.162/66 AND (A.3/3 OR A.3/12) THEN m ELSE n/a - - the SIP P-Profile-Key private header, I-CSCF or IBCF.

c40:
IF A.162/66 AND A.3/4 THEN m ELSE n/a - - the SIP P-Profile-Key private header, S-CSCF.

c41:
IF A.3/3 OR A.3/12 OR A.3/4 THEN o ELSE n/a - - I-CSCF or IBCF or S-CSCF.
o.1:
It is mandatory to support at least one of these items.

o.2:
It is mandatory to support at least one of these items.

o.3:
It is mandatory to support at least one of these items.

o.4
At least one of these capabilities is supported.

	NOTE 1:
An AS acting as a proxy may be outside the trust domain, and therefore not able to support the capability for that reason; in this case it is perfectly reasonable for the header to be passed on transparently, as specified in the PDU parts of the profile.

NOTE 2:
Not applicable over Gm reference point (UE – P-CSCF).


[=== NEXT CHANGE =======================================]
A.2.2.4.7
INVITE method

Prerequisite A.163/8 - - INVITE request

Table A.204: Supported headers within the INVITE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Contact
	[56B] 9.2
	c34
	c34
	[56B] 9.2
	c34
	c35

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	4
	Alert-Info
	[26] 20.4
	c2
	c2
	[26] 20.4
	c3
	c3

	5
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	6
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	8
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	9
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	10
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c12
	c12

	11
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	12
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	c6

	13
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	c6

	14
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	c6

	15
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	16
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	c6

	17
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	18
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c4
	c4

	19
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	20
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	20A
	History-Info
	[66] 4.1
	c43
	c43
	[66] 4.1
	c43
	c43

	21
	In-Reply-To
	[26] 20.21
	m
	m
	[26] 20.21
	i
	i

	21A
	Join
	[61] 7.1
	c41
	c41
	[61] 7.1
	c42
	c42

	22
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	23
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	c6

	23A
	Min-SE
	[58] 5
	o
	o
	[58] 5
	o
	o

	24
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c5
	c5

	24A
	P-Access-Network-Info
	[52] 4.4
	c28
	c28
	[52] 4.4
	c29
	c30

	24B
	P-Asserted-Identity
	[34] 9.1
	c15
	c15
	[34] 9.1
	c16
	c16

	24C
	P-Called-Party-ID
	[52] 4.2
	c19
	c19
	[52] 4.2
	c20
	c21

	24D
	P-Charging-Function-Addresses
	[52] 4.5
	c26
	c27
	[52] 4.5
	c26
	c27

	24E
	P-Charging-Vector
	[52] 4.6
	c24
	c24
	[52] 4.6
	c25
	c25

	25
	P-Media-Authorization
	[31] 5.1
	c9
	c10
	[31] 5.1
	n/a
	n/a

	25A
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c14
	c14

	25B
	P-Profile-Key
	[97] 5
	c45
	c45
	[97] 5
	c46
	c46

	25C
	P-User-Database
	[82] 4
	c44
	c44
	[82] 4
	c44
	c44

	25D
	P-Visited-Network-ID
	[52] 4.3
	c22
	n/a
	[52] 4.3
	c23
	n/a

	26
	Priority
	[26] 20.26
	m
	m
	[26] 20.26
	i
	i

	26A
	Privacy
	[33] 4.2
	c17
	c17
	[33] 4.2
	c18
	c18

	27
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c13
	c13

	28
	Proxy-Require
	[26] 20.29, [34] 4
	m
	m
	[26] 20.29, [34] 4
	m
	m

	28A
	Reason
	[34A] 2
	c32
	c32
	[34A] 2
	c33
	c33

	29
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c11
	c11

	30
	Referred-By
	[59] 3
	c37
	c37
	[59] 3
	c38
	c38

	31
	Reject-Contact
	[56B] 9.2
	c34
	c34
	[56B] 9.2
	c34
	c35

	31A
	Replaces
	[60] 6.1
	c39
	c39
	[60] 6.1
	c40
	c40

	31B
	Reply-To
	[26] 20.31
	m
	m
	[26] 20.31
	i
	i

	31B
	Request-Disposition
	[56B] 9.1
	c34
	c34
	[56B] 9.1
	c34
	c34

	32
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c7
	c7

	33
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	33A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c31
	c31

	33B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c31
	c31

	33C
	Session-Expires
	[58] 4
	c36
	c36
	[58] 4
	c36
	c36

	34
	Subject
	[26] 20.36
	m
	m
	[26] 20.36
	i
	i

	35
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c8
	c8

	36
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	37
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	38
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	39
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/10 THEN n/a ELSE m - - suppression or modification of alerting information data.

c3:
IF A.162/10 THEN m ELSE i - - suppression or modification of alerting information data.

c4:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c5:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c6:
IF A.3/2 OR A.3/4 THEN m ELSE i - - P-CSCF or S-CSCF.

c7:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c8:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c9:
IF A.162/26 THEN m ELSE n/a - - SIP extensions for media authorization.

c10:
IF A.3/2 THEN m ELSE n/a - - P-CSCF.

c11:
IF A.162/14 THEN m ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c12:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c13:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c14:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c15:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c16:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c17:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c18:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c19:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c20:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c21:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/12) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF).

c22:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c23:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c24:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c25:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c26:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c27:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c28:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c29:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c30:
IF A.162/43 OR (A.162/41 AND A.3/2) THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension (with or without P-CSCF).

c31:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c32:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c33:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c34:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c35:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c36: 

IF A.162/52 THEN m ELSE n/a - - the SIP session timer.

c37:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c38:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c39:
IF A.162/54 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header.

c40:
IF A.162/54 THEN i ELSE n/a - - the Session Inititation Protocol (SIP) "Replaces" header.

c41:
IF A.162/55 THEN m ELSE n/a - - the Session Inititation Protocol (SIP) "Join" header.

c42:
IF A.162/55 THEN i ELSE n/a - - the Session Inititation Protocol (SIP) "Join" header.

c43:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c44:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.
c45:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c46:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


[=== NEXT CHANGE =======================================]
A.2.2.4.7A
MESSAGE method

Prerequisite A.163/9A - - MESSAGE request

Table A.218A: Supported headers within the MESSAGE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	1A
	Allow
	[26] 20.5
	m
	m
	[50] 10
	i
	i

	2
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	3
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c4
	c4

	6
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i 
	i

	7
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i 
	i

	8
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	9
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	10
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	11
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	12
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	13
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	I
	i

	14
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	14A
	History-Info
	[66] 4.1
	c32
	c32
	[66] 4.1
	c32
	c32

	15
	In-Reply-To
	[26] 20.21
	m
	m
	[50] 10
	i
	i

	16
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	17
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	18
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	18A
	P-Access-Network-Info
	[52] 4.4
	c23
	c23
	[52] 4.4
	c24
	c24

	18B
	P-Asserted-Identity
	[34] 9.1
	c10
	c10
	[34] 9.1
	c11
	c11

	18C
	P-Called-Party-ID
	[52] 4.2
	c14
	c14
	[52] 4.2
	c15
	c16

	18D
	P-Charging-Function-Addresses
	[52] 4.5
	c21
	c21
	[52] 4.5
	c22
	c22

	18E
	P-Charging-Vector
	[52] 4.6
	c19
	c19
	[52] 4.6
	c20
	c20

	18F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c9
	c9

	18G
	P-Profile-Key
	[97] 5
	c34
	c34
	[97] 5
	c35
	c35

	18H
	P-User-Database
	[82] 4
	c33
	c33
	[82] 4
	c33
	c33

	18I
	P-Visited-Network-ID
	[52] 4.3
	c17
	n/a
	[52] 4.3
	c18
	n/a

	19
	Priority
	[26] 20.26
	m
	m
	[26] 20.26
	i
	i

	19A
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c13
	c13

	20
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c8
	c8

	21
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	21A
	Reason
	[34A] 2
	c26
	c26
	[34A] 2
	c27
	c27

	22
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	22A
	Referred-By
	[59] 3
	c30
	c30
	[59] 3
	c31
	c31

	23
	Reject-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	23A
	Reply-To
	[26] 20.31
	m
	m
	[26] 20.31
	i
	i

	23B
	Request-Disposition
	[56B] 9.1
	c28
	c28
	[56B] 9.1
	c28
	c28

	24
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	25
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	25A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	25B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	26
	Subject
	[26] 20.36
	m
	m
	[26] 20.36
	i
	i

	27
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	28
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	29
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	30
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	31
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN o ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/12) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or I-CSCF or IBCF.

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c26:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c28:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c30:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c32:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c33:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c34:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c35:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


[=== NEXT CHANGE =======================================]
A.2.2.4.9
OPTIONS method

Prerequisite A.163/12 - - OPTIONS request

Table A.233: Supported headers within the OPTIONS request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c4
	c4

	8
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	9
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	10
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	11
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	14
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	History-Info
	[66] 4.1
	c32
	c32
	[66] 4.1
	c32
	c32

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	18
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	19
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	19A
	P-Access-Network-Info
	[52] 4.4
	c23
	c23
	[52] 4.4
	c24
	c24

	19B
	P-Asserted-Identity
	[34] 9.1
	c10
	c10
	[34] 9.1
	c11
	c11

	19C
	P-Called-Party-ID
	[52] 4.2
	c14
	c14
	[52] 4.2
	c15
	c16

	19D
	P-Charging-Function-Addresses
	[52] 4.5
	c21
	c21
	[52] 4.5
	c22
	c22

	19E
	P-Charging-Vector
	[52] 4.6
	c19
	c19
	[52] 4.6
	c20
	c20

	19F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c9
	c9

	19G
	P-Profile-Key
	[97] 5
	c34
	c34
	[97] 5
	c35
	c35

	19H
	P-User-Database
	[82] 4
	c33
	c33
	[82] 4
	c33
	c33

	19I
	P-Visited-Network-ID
	[52] 4.3
	c17
	n/a
	[52] 4.3
	c18
	n/a

	19J
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c13
	c13

	20
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c8
	c8

	21
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	21A
	Reason
	[34A] 2
	c26
	c26
	[34A] 2
	c27
	c27

	22
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	22A
	Referred-By
	[59] 3
	c30
	c30
	[59] 3
	c31
	c31

	22B
	Reject-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	22C
	Request-Disposition
	[56B] 9.1
	c28
	c28
	[56B] 9.1
	c28
	c28

	23
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	24
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	24A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	24B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	25
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	26
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN o ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/12) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF).

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c26:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c28:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c29:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c30:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c32:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c33:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c34:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c35:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


[=== NEXT CHANGE =======================================]
A.2.2.4.10A
PUBLISH method

Prerequisite A.163/15A - - PUBLISH request

Table A.260A: Supported headers within the PUBLISH request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept-Contact
	[56B] 9.2
	c28
	c28
	[56B] 9.2
	c28
	c29

	2
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	3
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c29
	c29

	4
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	5
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6
	Call-Info
	[26] 24.9
	m
	m
	[26] 24.9
	c4
	c4

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	Event
	[70] 4, 6
	m
	m
	[70] 4, 6
	m
	m

	15
	Expires
	[26] 20.19, [70] 4, 5, 6
	m
	m
	[26] 20.19, [70] 4, 5, 6
	i
	i

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	History-Info
	[66] 4.1
	c32
	c32
	[66] 4.1
	c32
	c32

	17
	In-Reply-To
	[26] 20.21
	m
	m
	[26] 20.21
	i
	i

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	19
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	20
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	21
	P-Access-Network-Info
	[52] 4.4
	c23
	c23
	[52] 4.4
	c24
	c24

	22
	P-Asserted-Identity
	[34] 9.1
	c10
	c10
	[34] 9.1
	c11
	c11

	23
	P-Called-Party-ID
	[52] 4.2
	c14
	c14
	[52] 4.2
	c15
	c16

	24
	P-Charging-Function-Addresses
	[52] 4.5
	c21
	c21
	[52] 4.5
	c22
	c22

	25
	P-Charging-Vector
	[52] 4.6
	c19
	c19
	[52] 4.6
	c20
	c20

	26
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c9
	c9

	26A
	P-Profile-Key
	[97] 5
	c34
	c34
	[97] 5
	c35
	c35

	26B
	P-User-Database
	[82] 4
	c33
	c33
	[82] 4
	c33
	c33

	27
	P-Visited-Network-ID
	[52] 4.3
	c17
	n/a
	[52] 4.3
	c18
	n/a

	28
	Priorità
	[26] 20.26
	m
	m
	[26] 20.26
	i
	i

	29
	Privacy
	[33] 4.2
	c12
	c12
	[33] 4.2
	c13
	c13

	30
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c7
	c7

	31
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	32
	Reason
	[34A] 2
	c8
	c8
	[34A] 2
	c1
	c1

	33
	Referred-By
	[59] 3
	c30
	c30
	[59] 3
	c31
	c31

	34
	Reject-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	34A
	Reply-To
	[26] 20.31
	m
	m
	[26] 20.31
	i
	i

	35
	Request-Disposition
	[56B] 9.1
	c27
	c27
	[56B] 9.1
	c27
	c27

	36
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	37
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	38
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c25
	c25

	39
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c26
	c26

	40
	SIP-If-Match
	[70] 11.3.2
	m
	m
	[70] 11.3.2
	i
	i

	41
	Subject
	[26] 20.36
	m
	m
	[26] 20.36
	i
	i

	42
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	43
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	44
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	45
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	46
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c8:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c9:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c10:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c11:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c12:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c13:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c14:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c16:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/12) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF).

c17:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c18:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c19:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c20:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c21:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c22:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c23:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c25:
IF A.162/47 THEN o ELSE n/a - - security mechanism agreement for the session initiation protocol (note 1).

c26:
IF A.162/47 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c27:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c28:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c29:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension (note 2).

c30:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c32:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c33:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.
c34:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c35:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

	NOTE 1:
Support of this header in this method is dependent on the security mechanism and the security architecture which is implemented.

NOTE 2:
c29 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


[=== NEXT CHANGE =======================================]
A.2.2.4.11
REFER method

Prerequisite A.163/16 - - REFER request

Table A.261: Supported headers within the REFER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	0B
	Accept-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	0C
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	1
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	1A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	2
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	3
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	4
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	5
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	5A
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	5B
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	5C
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	6
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	7
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	8
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	9
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	10
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	11
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	11A
	History-Info
	[66] 4.1
	c31
	c31
	[66] 4.1
	c31
	c31

	12
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	13
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	14
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	14A
	P-Access-Network-Info
	[52] 4.4
	c22
	c22
	[52] 4.4
	c23
	c23

	14B
	P-Asserted-Identity
	[34] 9.1
	c9
	c9
	[34] 9.1
	c10
	c10

	14C
	P-Called-Party-ID
	[52] 4.2
	c13
	c13
	[52] 4.2
	c14
	c15

	14D
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c20
	[52] 4.5
	c21
	c21

	14E
	P-Charging-Vector
	[52] 4.6
	c18
	c18
	[52] 4.6
	c19
	c19

	14F
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c8
	c8

	14G
	P-Profile-Key
	[97] 5
	c33
	c33
	[97] 5
	c34
	c34

	14H
	P-User-Database
	[82] 4
	c32
	c32
	[82] 4
	c32
	c32

	14I
	P-Visited-Network-ID
	[52] 4.3
	c16
	n/a
	[52] 4.3
	c17
	n/a

	14J
	Privacy
	[33] 4.2
	c11
	c11
	[33] 4.2
	c12
	c12

	15
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	16
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	16A
	Reason
	[34A] 2
	c25
	c25
	[34A] 2
	c26
	c26

	17
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	18
	Refer-To
	[36] 3
	c3
	c3
	[36] 3
	c4
	c4

	18A
	Referred-By
	[59] 3
	c29
	c29
	[59] 3
	c30
	c30

	18B
	Reject-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	18C
	Request-Disposition
	[56B] 9.1
	c27
	c27
	[56B] 9.1
	c27
	c27

	19
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	20
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	20A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	20B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	21
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	22
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	23
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	24
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	25
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c7:
IF A.162/14 THEN m ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c9:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c10:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c11:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c12:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c13:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c14:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/12) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or (I-CSCF or IBCF).

c16:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c17:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c18:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c20:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c22:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c23:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c25:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c26:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c28:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c29:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c30:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c32:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.
c33:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c34:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


[=== NEXT CHANGE =======================================]
A.2.2.4.12
REGISTER method

Prerequisite A.163/18 - - REGISTER request

Table A.275: Supported headers within the REGISTER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7, [49]
	m
	m
	[26] 20.7, [49]
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	7
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c2
	c2

	8
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	9
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	10
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	11
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	12
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	13
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	14
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	15
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	m
	m

	16
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	17
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	17A
	History-Info
	[66] 4.1
	c24
	c24
	[66] 4,1
	c24
	c24

	18
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	19
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	20
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	20A
	P-Access-Network-Info
	[52] 4.4
	c16
	c16
	[52] 4.4
	c17
	c17

	20B
	P-Charging-Function-Addresses
	[52] 4.5
	c14
	c14
	[52] 4.5
	c15
	c15

	20C
	P-Charging-Vector
	[52] 4.6
	c12
	c12
	[52] 4.6
	c13
	c13

	20D
	P-User-Database
	[82] 4
	c25
	c25
	[82] 4
	n/a
	n/a

	20E
	P-Visited-Network-ID
	[52] 4.3
	c10
	c10
	[52] 4.3
	c11
	c11

	20F
	Path
	[35] 4.2
	c6
	c6
	[35] 4.2
	c6
	c6

	20G
	Privacy
	[33] 4.2
	c8
	c8
	[33] 4.2
	c9
	c9

	21
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c7
	c7

	22
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	22A
	Reason
	[34A] 2
	c19
	c19
	[34A] 2
	c20
	c20

	22B
	Referred-By
	[59] 3
	c22
	c22
	[59] 3
	c23
	c23

	22C
	Request-Disposition
	[56B] 9.1
	c21
	c21
	[56B] 9.1
	c21
	c21

	23
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c4
	c4

	24
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	24A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c18
	c18

	24B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c18
	c18

	25
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c5
	c5

	26
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	27
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	28
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	29
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/11 OR A.162/12 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c5:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response.

c6:
IF A.162/29 THEN m ELSE n/a - - PATH header support.

c7:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c8:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c9:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c10:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c11:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c12:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c13:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c14:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c15:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c16:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c17:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c18:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c19:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c20:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c21:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c22:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c23:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c24:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c25:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.


Prerequisite A.163/18 - - REGISTER request

Table A.276: Supported message bodies within the REGISTER request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	
	
	
	
	
	
	


Table A.277: Void

Prerequisite A.163/19 - - REGISTER response

Prerequisite: A.164/1 - - Additional for 100 (Trying) response

Table A.277A: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	2
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	3
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	4
	Date
	[26] 20.17
	c1
	c1
	[26] 20.17
	c2
	c2

	5
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	6
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	7
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF (A.162/9 AND A.162/5) OR A.162/4 THEN m ELSE n/a - - stateful proxy behaviour that inserts date, or stateless proxies.

c2:
IF A.162/4 THEN i ELSE m - - Stateless proxy passes on.


Prerequisite A.163/19 - - REGISTER response for all status-codes

Table A.278: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	0A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	1
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	1A
	Call-Info
	[26] 20.9
	m
	m
	[26] 20.9
	c2
	c2

	2
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	3
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	4
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	5
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	6
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	7
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	8
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	m
	m

	9
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	9A
	History-Info
	[66] 4.1
	c12
	c12
	[66] 4.1
	c12
	c12

	10
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	11
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c1
	c1

	11A
	P-Access-Network-Info
	[52] 4.4
	c9
	c9
	[52] 4.4
	c10
	c10

	11B
	P-Charging-Function-Addresses
	[52] 4.5
	c7
	c7
	[52] 4.5
	c8
	c8

	11C
	P-Charging-Vector
	[52] 4.6
	c5
	c5
	[52] 4.6
	c6
	c6

	11D
	Privacy
	[33] 4.2
	c3
	c3
	[33] 4.2
	c4
	c4

	11E
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c11
	c11

	11F
	Server
	[26] 20.35
	m
	m
	[26] 20.35
	i
	i

	12
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	13
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	13A
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	14
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	15
	Warning
	[26] 20.43
	m
	m
	[26] 20.43
	i
	i

	c1:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c2:
IF A.162/19C OR A.162/19D THEN m ELSE i - - reading, adding or concatenating the Call-Info header.

c3:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c4:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c5:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c6:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c7:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c8:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c9:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c10:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c11:
IF A.162/11 OR A.162/12 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c12:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.


Prerequisite A.163/19 - - REGISTER response

Prerequisite: A.164/102 - - Additional for 2xx response

Table A.279: Supported headers within the REGISTER response

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	1B
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	2
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	3
	Authentication-Info
	[26] 20.6
	m
	m
	[26] 20.6
	i
	i

	5
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	5A
	P-Associated-URI
	[52] 4.1
	c8
	c8
	[52] 4.1
	c9
	c10

	6
	Path
	[35] 4.2
	c3
	c3
	[35] 4.2
	c4
	c4

	8
	Service-Route
	[38] 5
	c5
	c5
	[38] 5
	c6
	c7

	9
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	i
	i

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2: 
void
c3:
IF A.162/29 THEN m ELSE n/a - - Path extension support.

c4:
IF A.162/29 THEN i ELSE n/a - - Path extension support.

c5:
IF A.162/32 THEN m ELSE n/a - - Service-Route extension support. 

c6:
IF A.162/32 THEN i ELSE n/a - - Service-Route extension support. 

c7:
IF A.162/32 THEN (IF A.3/2 THEN m ELSE i) ELSE n/a - - Service-Route extension and P-CSCF.

c8:
IF A.162/36 THEN m ELSE n/a - - the P-Associated-URI extension.

c9:
IF A.162/36 THEN i ELSE n/a - - the P-Associated-URI extension.

c10:
IF A.162/36 AND A.3/2 THEN m ELSE IF A.162/36 AND (A.3/3 OR A.3/12) THEN i ELSE n/a - - the P-Associated-URI extension and P-CSCF or I-CSCF or IBCF.


[=== NEXT CHANGE =======================================]
A.2.2.4.13
SUBSCRIBE method

Prerequisite A.163/20 - - SUBSCRIBE request

Table A.290: Supported headers within the SUBSCRIBE request

	Item
	Header
	Sending
	Receiving

	
	
	Ref.
	RFC status
	Profile status
	Ref.
	RFC status
	Profile status

	1
	Accept
	[26] 20.1
	m
	m
	[26] 20.1
	i
	i

	1A
	Accept-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	2
	Accept-Encoding
	[26] 20.2
	m
	m
	[26] 20.2
	i
	i

	3
	Accept-Language
	[26] 20.3
	m
	m
	[26] 20.3
	i
	i

	3A
	Allow
	[26] 20.5
	m
	m
	[26] 20.5
	i
	i

	4
	Allow-Events
	[28] 7.2.2
	m
	m
	[28] 7.2.2
	c1
	c1

	5
	Authorization
	[26] 20.7
	m
	m
	[26] 20.7
	i
	i

	6
	Call-ID
	[26] 20.8
	m
	m
	[26] 20.8
	m
	m

	6A
	Contact
	[26] 20.10
	m
	m
	[26] 20.10
	i
	i

	7
	Content-Disposition
	[26] 20.11
	m
	m
	[26] 20.11
	i
	i

	8
	Content-Encoding
	[26] 20.12
	m
	m
	[26] 20.12
	i
	i

	9
	Content-Language
	[26] 20.13
	m
	m
	[26] 20.13
	i
	i

	10
	Content-Length
	[26] 20.14
	m
	m
	[26] 20.14
	m
	m

	11
	Content-Type
	[26] 20.15
	m
	m
	[26] 20.15
	i
	i

	12
	Cseq
	[26] 20.16
	m
	m
	[26] 20.16
	m
	m

	13
	Date
	[26] 20.17
	m
	m
	[26] 20.17
	c2
	c2

	14
	Event
	[28] 7.2.1
	m
	m
	[28] 7.2.1
	m
	m

	15
	Expires
	[26] 20.19
	m
	m
	[26] 20.19
	i
	i

	16
	From
	[26] 20.20
	m
	m
	[26] 20.20
	m
	m

	16A
	History-Info
	[66] 4.1
	c31
	c31
	[66] 4.1
	c31
	c31

	17
	Max-Forwards
	[26] 20.22
	m
	m
	[26] 20.22
	m
	m

	18
	MIME-Version
	[26] 20.24
	m
	m
	[26] 20.24
	i
	i

	18A
	Organization
	[26] 20.25
	m
	m
	[26] 20.25
	c3
	c3

	18B
	P-Access-Network-Info
	[52] 4.4
	c22
	c22
	[52] 4.4
	c23
	c23

	18C
	P-Asserted-Identity
	[34] 9.1
	c9
	c9
	[34] 9.1
	c10
	c10

	18D
	P-Called-Party-ID
	[52] 4.2
	c13
	c13
	[52] 4.2
	c14
	c15

	18E
	P-Charging-Function-Addresses
	[52] 4.5
	c20
	c20
	[52] 4.5
	c21
	c21

	18F
	P-Charging-Vector
	[52] 4.6
	c18
	c18
	[52] 4.6
	c19
	c19

	18G
	P-Preferred-Identity
	[34] 9.2
	x
	x
	[34] 9.2
	c8
	c8

	18H
	P-Profile-Key
	[97] 5
	c33
	c33
	[97] 5
	c34
	c34

	18I
	P-User-Database
	[82] 4
	c32
	c32
	[82] 4
	c32
	c32

	18J
	P-Visited-Network-ID
	[52] 4.3
	c16
	n/a
	[52] 4.3
	c17
	n/a

	18K
	Privacy
	[33] 4.2
	c11
	c11
	[33] 4.2
	c12
	c12

	19
	Proxy-Authorization
	[26] 20.28
	m
	m
	[26] 20.28
	c4
	c4

	20
	Proxy-Require
	[26] 20.29
	m
	m
	[26] 20.29
	m
	m

	20A
	Reason
	[34A] 2
	c25
	c25
	[34A] 2
	c26
	c26

	21
	Record-Route
	[26] 20.30
	m
	m
	[26] 20.30
	c7
	c7

	21A
	Referred-By
	[59] 3
	c29
	c29
	[59] 3
	c30
	c30

	21B
	Reject-Contact
	[56B] 9.2
	c27
	c27
	[56B] 9.2
	c27
	c28

	21C
	Request-Disposition
	[56B] 9.1
	c27
	c27
	[56B] 9.1
	c27
	c27

	22
	Require
	[26] 20.32
	m
	m
	[26] 20.32
	c5
	c5

	23
	Route
	[26] 20.34
	m
	m
	[26] 20.34
	m
	m

	23A
	Security-Client
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	23B
	Security-Verify
	[48] 2.3.1
	x
	x
	[48] 2.3.1
	c24
	c24

	24
	Supported
	[26] 20.37
	m
	m
	[26] 20.37
	c6
	c6

	25
	Timestamp
	[26] 20.38
	m
	m
	[26] 20.38
	i
	i

	26
	To
	[26] 20.39
	m
	m
	[26] 20.39
	m
	m

	27
	User-Agent
	[26] 20.41
	m
	m
	[26] 20.41
	i
	i

	28
	Via
	[26] 20.42
	m
	m
	[26] 20.42
	m
	m

	c1:
IF A.4/20 THEN m ELSE i - - SIP specific event notification extension.

c2:
IF A.162/9 THEN m ELSE i - - insertion of date in requests and responses.

c3:
IF A.162/19A OR A.162/19B THEN m ELSE i - - reading, adding or concatenating the Organization header.

c4:
IF A.162/8A THEN m ELSE i - - authentication between UA and proxy.

c5:
IF A.162/11 OR A.162/13 THEN m ELSE i - - reading the contents of the Require header before proxying the request or response or adding or modifying the contents of the Require header before proxying the request or response for methods other than REGISTER.

c6:
IF A.162/16 THEN m ELSE i - - reading the contents of the Supported header before proxying the response. 

c7:
IF A.162/14 THEN m ELSE i - - the requirement to be able to insert itself in the subsequent transactions in a dialog.

c8:
IF A.162/30A THEN m ELSE n/a - - act as first entity within the trust domain for asserted identity.

c9:
IF A.162/30 THEN m ELSE n/a - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks.

c10:
IF A.162/30A or A.162/30B THEN m ELSE i - - extensions to the Session Initiation Protocol (SIP) for asserted identity within trusted networks or subsequent entity within trust network that can route outside the trust network.

c11:
IF A.162/31 THEN m ELSE n/a - - a privacy mechanism for the Session Initiation Protocol (SIP).

c12:
IF A.162/31D OR A.162/31G THEN m ELSE IF A.162/31C THEN i ELSE n/a - - application of the privacy option "header" or application of the privacy option "id" or passing on of the Privacy header transparently.

c13:
IF A.162/37 THEN m ELSE n/a - - the P-Called-Party-ID header extension.

c14:
IF A.162/37 THEN i ELSE n/a - - the P-Called-Party-ID header extension.

c15:
IF A.162/37 AND A.3/2 THEN m ELSE IF A.162/37 AND (A.3/3 OR A.3/12) THEN i ELSE n/a - - the P-Called-Party-ID header extension and P-CSCF or I-CSCF or IBCF.

c16:
IF A.162/38 THEN m ELSE n/a - - the P-Visited-Network-ID header extension.

c17:
IF A.162/39 THEN m ELSE i - - reading, or deleting the P-Visited-Network-ID header before proxying the request or response.

c18:
IF A.162/45 THEN m ELSE n/a - - the P-Charging-Vector header extension.

c19:
IF A.162/46 THEN m ELSE IF A.162/45 THEN i ELSE n/a - - adding, deleting, reading or modifying the P-Charging-Vector header before proxying the request or response or the P-Charging-Vector header extension.

c20:
IF A.162/44 THEN m ELSE n/a - - the P-Charging-Function-Addresses header extension.

c21:
IF A.162/44A THEN m ELSE IF A.162/44 THEN i ELSE n/a - - adding, deleting or  reading the P-Charging-Function-Addresses header before proxying the request or response, or the P-Charging-Function-Addresses header extension.

c22:
IF A.162/43 THEN x ELSE IF A.162/41 THEN m ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c23:
IF A.162/43 THEN m ELSE IF A.162/41 THEN i ELSE n/a - - act as subsequent entity within trust network for access network information that can route outside the trust network, the P-Access-Network-Info header extension.

c24:
IF A.4/37 THEN m ELSE n/a - - security mechanism agreement for the session initiation protocol.

c25:
IF A.162/48 THEN m ELSE n/a - - the Reason header field for the session initiation protocol.

c26:
IF A.162/48 THEN i ELSE n/a - - the Reason header field for the session initiation protocol.

c27:
IF A.162/50 THEN m ELSE n/a - - caller preferences for the session initiation protocol.

c28:
IF A.162/50 AND A.4/3 THEN m ELSE IF A.162/50 AND NOT A.4/3 THEN i ELSE n/a - - caller preferences for the session initiation protocol, and S-CSCF.

c29:
IF A.162/53 THEN i ELSE n/a - - the SIP Referred-By mechanism.

c30:
IF A.162/53 THEN m ELSE n/a - - the SIP Referred-By mechanism.

c31:
IF A.162/57 THEN m ELSE n/a - - an extension to the session initiation protocol for request history information.

c32:
IF A.162/60 THEN m ELSE n/a - - the P-User-Database private header extension.

c33:
IF A.162/66A THEN m ELSE n/a - - making the first query to the database in order to populate the P-Profile-Key header.

c34:
IF A.162/66B THEN m ELSE n/a - - using the information in the P-Profile-Key header.

	NOTE:
c1 refers to the UA role major capability as this is the case of a proxy that also acts as a UA specifically for SUBSCRIBE and NOTIFY.
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