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1. Introduction
Following the decision in SA #34 to allow CT working groups to progress on stage 2 and 3 aspects of PNM, this contribution gives a stage2 level implementation of personal UE networks management – UE registration procedure, and intends to kick-off the PNM CT work. 

There was a contribution discussed the same topic presented on the DaLian meeting, here this paper raises a few questions that need to be considered further and gives an analysis on that. Based on this analysis, an amendatory registration way is proposed at the end of this document.
2. PNM background

2.1 PNM architecture overview

PNM functionality is being provided via an AS in the IMS and a CAMEL service in the CS domain using interfaces available in Rel-7 or earlier Releases. The following figures show the architectures in the IMS and CS domain.
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Figure 1: PNM Architecture Overview for IMS-only
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Figure 2: PNM Architecture Overview for CS-only
2.2 Authentication mechanism used in PNM
It was proposed to use the 3GPP Generic Authentication Architecture for the authentication of UEs at the Ut reference point in PNM, the procedure and sequence flows listed in this document also based on this mechanism, the network entities and reference points are given in the following Figure.  
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 Figure3: PNM Authentication Architecture Overview for IMS- only
3. Discussion

3.1 Registration state of the UE in PLMN
As illustrated in the above architecture figure, when the UE intends to register to the PN, it will initiate a PNM register request to PNM AS via the Ut reference point. It is highly predictable that the UE is associated with multiple public user identities simultaneously and contains more than one public user identities in the request. 
After receiving the request, PNM AS shall verify the public user identities contained in the request, about this point, in TS 22.259, it is required that ‘The activation and registration procedures shall include a validation and update of identities and capabilities associated with the UE. For this reason, activation and registration of a UE shall only be done for UEs that are currently attached/registered to the network.’
Considering that the public user identities maybe shared by more than one UEs at the same time, to assure that the UE intends to register to the PN is being in registered state, PNM AS needs send a request to HSS to query for the registration state of the public user identities linked to the private user identity of the UE, thus only the public user identities already registered by the UE contained in the PNM registration request will be considered valid and successful stored in PN, if there is no public user identity registered by the UE, the PNM registration will be considered a failing operation. 
3.2 Assignment of a prefer public user identity for a UE 
After registering to the PN, the users shall be able to "activate" a certain UE of their PN as the default UE for terminating services addressed to any of the UEs belonging to the PN, if the active UE is associated with multiple public user identities which have already been stored in the PNM AS, it was proposed to optionally assign a Preferred Public ID during the UE registration procedure and the PNM AS shall direct terminating services to the Preferred Public ID subsequently. Here we will give an analysis about this to prove it may be unworkable.
It is described in TS 24.229 section 6.3 that when the S-CSCF receives any SIP request containing SDP, the S-CSCF shall examine the media parameters in the received SDP. If the S-CSCF finds any media parameters which are not allowed based on either local policy or the subscription, the S-CSCF shall return a 488 (Not Acceptable Here) response containing SDP payload. The subscription here points to the core network service authorization contained in the service profile of the public identity.
Back to the Preferred Public ID optionally assigned during the UE registration procedure, due to there is not any validity checking about the subscription of it, when the PNM AS directs terminating services of the PN to the Preferred Public ID, the media parameters allowance can not be guaranteed; then the S-CSCF may reject the incoming request which leads to a session establishment failure and is unexpected by the user. 
3.3 Push Connectivity between network and UE  
According to the stage1 requirement, PNM shall offer two different registration methods. One is a UE may register Public User Identities belonging to itself. This self-registration allows the UE to register itself in a particular Personal Network. The other one method is to register a Public User Identity of another UE in the Personal Network. In this case the UE owning the Public User Identity, receives an invitation from the PNM AS for the requested registration.
It was proposed that for pushing the invitation requests towards the UE the PNM AS should use WAP Push over HTTP (OMA-WAP-TS-PushOTA). Thereby, the PNM AS would direct HTTP requests to the Push Proxy Gateway (PPG) first then on to the terminal. 
But there may be some questions about this method in some special cases, when the PPG intends to push a message to the client, and the network address of the target client it received is a sharedIMPU, the PPG MAY use any of the client’s bearer-level addresses in delivering the push message to the client. How the PPG determines this is not specified, this may leads that the terminal which received the invite request is not the one which the inviter expected, and if the one it selected is not reachable temporarily, the PPG will not try other ones again. The alternative of this is the SIP forking mechanism.
It is required that the UE shall have already registered in the PLMN before it register to a particular PN. Then there must be a S-CSCF name stored in the HSS for it, then PNM AS can query the HSS for the S-CSCF serving for the UE, reusing the SIP registration path, sends the invitation request first to the S-CSCF, then 

S-CSCF can delivery the ‘invite’ message utilizing parallel forking or sequent forking when one of the UEs is not reachable at this moment. If the invited UE has not registered to PLMN yet and the HSS does not return a valid S-CSCF name to the PNM AS, then it shall directly send an error response to the inviter UE. 
4. Conclusion

From the above discussion, we can get the following conclusion:
1)  Only public user identities registered/attached in PLMN associated with the UE which intends to register to the PN can stored by the PNM AS.

2) The PNM AS should not direct terminating services to an optionally public user identity in spite of its subscription, therefore the assignment of Preferred Public ID is not needed during the registration procedure.  

3)  Compare to the OMA PPG service provision, it is more convenient to send the invitation request to the UE by reusing the SIP registration path.
5. Proposal

The following registration sequence procedures are proposed to be approved for inclusion in PNM stage2 TS 2x.xxx.

Note: Here the NAF is illustrated as combination with PNM AS; it can also reside in an Authentication Proxy.
************   Modification ************
6.1 Registration 
6.1.1 General
Registration procedures enable the users register PNEs to their PN, the PNE self registration and registration of another PNE in the PN are both available in PNM.
6.1.2 Registration procedure for IMS
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Figure x: UE Self-Registration from IMS
Steps:

1) UE sends a register request to the PNM AS, requesting to register to the PN, this message shall contain the IMPUs which are intended to register to the PN and register type to indicate the register request is a self-register request, In addition, it may also contain the UE capability list.

2) The request first is directed to the NAF, after successful authentication, the NAF forwards the register request to the PNM AS, adding the IMPI of the UE in the request in addition.
3) The PNM AS correlates the UE to a particular PN by the IMPI contained in the request, then the PNM AS queries the HSS for the registered IMPUs associated with the IMPI.
4) The HSS responds with the required Public User Identities.
5) The PNM AS verifies that there are some Public User Identities in the registration request are part of the IMPUs received from the HSS. 
6) The PNM AS sends request to the HSS to set the PN registered flag of the IMPUs which are not only registered in the PLMN but also contained in the Ut register request.

7) The HSS sends an acknowledgement to PNM AS;
Note: if the IMPU has already registered to another PN, then an error response will be sent to the PNM AS；

8) The PNM AS stores the UE’s info in the particular PN, including the IMPUs registered in PLMN by the UE and contained in the Ut register request,  IMPI of the UE, and the UE capability list if there was any in the request；
9) The PNM AS sends a Ut register response to the UE; 
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Figure x: Registration of another UE from IMS
Steps:

1) UE sends a register request to the PNM AS, requesting to register to the PN, this message shall contain the IMPUs which are intended to register to the PN and register type to indicate the register request is a register of another UE.

2) On receiving this request, the NAF combined in the AS verifies if the UE has been authorized to register another UE in the PN, after successful authentication, the NAF forwards the register request to the PNM AS, adding the IMPI of the inviter UE in addition.
3) The PNM AS queries the HSS for the S-CSCF of the UE2.

4) The HSS sends a response with the required data. 

5-7) The PNM AS sends a register invite request to the invited UE through the S-CSCF, P-CSCF then on to the UE, the invite request shall use SIP as the signal protocol, e.g. SIP MESSAGE.

8-10) The 200 OK message sent from the invited UE confirming the invite message has been successfully received is returned to the PNM AS through the original session path. 

11-18) The invited UE initiate a registration procedure, which is identical with the self-registration case.

19) The PNM AS sends a register response to the inviter UE.
6.1.3 Registration procedure for CS domain
************   End Modification ************
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