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INTRODUCTION

This contribution proposes to modify Annex C according to the CDIV CRs (12TD066r1) approved at the TISPAN#12 plenary.
CHANGE PROPOSAL

****** CHANGE BEGIN ******
4.5.2.6.2.2
First diversion; no History header received

When this is the first diversion the communication has undergone, the following information is to be set in the retargeted request:

-
the diverting parties address;

-
the diverted-to party address;

-
diversion information.

The following header fields shall be included or modified with the specified values: 

a)
The Request URI - shall be set to the public user identity where the communication is to be diverted.

b)
The History-Info Header field - Two hist-info entries that shall be generated. 

b.1)
The first entry includes the hi-targeted-to-uri of the served user. 


The privacy header "history" shall be escaped within the hi-targeted-to-uri, if:

If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.



The Index is set to index = 1 according to the rules specified in RFC 4244 [3].

b.2)
The second entry includes the hi-targeted-to-uri of the address were the communication is diverted to. The index is set to index = 1.1, The cause-param 
parameter (redirecting reason and redirecting indicator) included
 in the history-info header field shall be set according to the diversion conditions and notification subscription option.


The mapping between the diversion conditions and the coding of the cause-param 
parameter is as follows:

-
Communication forwarding busy, the cause value "486 " as 
defined by draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;

-
Communication forwarding no reply, the cause value " 408" as 
defined by draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;

-
Communication forwarding unconditional, the cause value "302 as 
defined by draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used";

-
Communication deflection (Immediate response), the cause value " 480" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used";

-
Communication Forwarding Not Logged in , the cause value "404" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) is used,

according to the rules specified in RFC 4244 [3].

c)
The To header field - If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.

In all other cases the To header shall not be changed.

****** SECOND CHANGE ******
4.5.2.6.2.3
Subsequent diversion; a History header received

When this is the second or greater diversion the communication has undergone, a new history-info entry shall be added to the History-Info header field according to the rules defined in RFC 4244 [3]. The following information has to added to the retargeted request:

the diverted-to party address;

diversion information.

The following header fields shall be included or modified with the specified values

a)
Request URI - shall be set to the public user identity where the communication is to be diverted.

b)
History-Info Header The history entry representing the served user may be modified. One history entry is added. 

b.1)
The history entry representing the served user privacy header "history" shall be escaped within the 
hi-targeted-to-uri, if:

-
If the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.


If the history is already escaped with the correct privacy value no modification is needed. 


In all other cases the history entry representing the served user shall not be changed.

b.2)
A history entry shall be added where the hi-targeted-to-uri shall be set to the public user identity were the communication is diverted to. Cause-param 
parameter (redirecting reason) included
 in the History-Info header field shall be set according to the diversion conditions and notification subscription option. 
The mapping between the diversion conditions and the coding of the cause-param 
parameter is as follows:

-
Communication forwarding busy, the Cause value "486" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication forwarding no reply, the Cause value "408" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication forwarding unconditional, the Cause value "302 " as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication deflection (Immediate response), the Cause value "480" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used;
-
Communication Forwarding Not Logged in, The Cause value "404" as defined by 
draft-jennings-sip-voicemail-uri-05 (see Bibliography) shall be used. 

The Index shall be incremented according to the rules specified in RFC 4244 [3].

c)
To header- If the served user does not want to reveal its identity to the diverted-to party, then the To header shall be changed the URI where the communication is diverted to. The served user does not want to reveal its identity when one of the following conditions holds true:

-
if the served user wishes privacy (e.g. the served user is subscribed to the OIR Service); or

-
if the served used has the subscription option "Served user allows the presentation of his/her URI to diverted‑to user" set to false.

In all other cases the To header shall not be changed.

Table 4.5.2.6.2.2.1 shows the example of a communication path for multiple diversions.

****** THIRD CHANGE ******
4.9.1
Structure of the XML Document

Communication Diversion documents are subtrees of the simservs document specified in TS 183 023 [4]. As such, Communication Diversion documents use the XCAP application usage in TS 183 023 [4].

In addition to the considerations and constraints defined by the simservs document TS 183 023 [4], we define the additional constraints and considerations for the Communication Diversion subtree:

XML schema: Implementations in compliance with the present document shall implement the XML schema defined in clause 4.9.2. 

Data semantics: The semantics of the communication diversion XML configuration document is specified in clause 4.9.1.
An instance of the simulation services configuration containing a communication diversion configuration document.

<?xml version="1.0" encoding="UTF-8"?>

<simservs 

xmlns="http://uri.etsi.org/ngn/params/xml/simservs/xcap" 

xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

xmlns:ocp="urn:oma:xml:xdm:common-policy">

   <communication-diversion active="true">




rule set

   </communication-diversion>

</simservs>

The communication diversion service contains a rule set, that specifies how the communication diversion service shall react to external stimuli. 

****** FOURTH CHANGE ******
4.9.1.1
Communication Diversion Element

The communication diversion configuration is contains a ruleset. The rule set reuses the syntax as specified by the common policy draft (see IETF draft-ietf-geopriv-common-policy-11 
in Bibliography).

   <communication-diversion active="true">

       <cp:ruleset>





rule1





rule2

       </cp:ruleset>

   </communication-diversion>

In general the following procedure applies:

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action shall be executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

However not all rules can be matched at the same moment in the call. Some conditions imply that rules that carry them are checked at specific events in the call, for example the no-answer condition only holds when the called party does not answer after a while. In this case the same procedure shall apply as above with the modification that the set of rules to process contains only the rules applicable for that specific network event. 

In clause 4.9.1.3 all allowed conditions are specified, normally rules are evaluated at communication setup time, for conditions where this is not the case this is explicitly indicated.

The shown "active" attribute is inherited from the simservType from TS 183 023 [4], its meaning is also specified in TS 183 023 [4].

****** FIFTH CHANGE ******
4.9.1.2
Communication Diversion Rules

The Communication Diversion service is configured with an ordered set of forwarding rules. The XML Schema reuses the rule syntax as specified by the common policy draft (see IETF draft-ietf-geopriv-common-policy-11
 in Bibliography). The rules take the following form:

            <cp:rule id="rule66">

               <cp:conditions>








condition1








condition2

               </cp:conditions>

               <cp:actions>

                   <forward-to>

                       <target> 

targetAddress1

                       </target>

                       <notify-caller>true</notify-caller>

                   </forward-to>

               </cp:actions>

           </cp:rule>

When the service processes a set of rules it shall start with the first rule and test if its conditions are all true, if this is the case the rule matches and the specified action is executed. When a rule matches remaining rules in the rule set shall be discarded. Applied to the fragment above this means that only if the expression (condition1 AND condition2) evaluates to true that then the rule66 matches and the forward-to action is executed. 

When the rule does not match the following rule shall be selected and the same procedure repeated, until a matching rule is found or the set of remaining rules is empty.

The "id" attribute value of a rule shall uniquely identify the rule within a rule set. This can be used in XCAP usage to address one specific rule.

****** SIXTH CHANGE ******
4.9.1.3
Communication Diversion Rule Conditions

The following conditions are allowed by the XML Schema for the communication diversion service:

busy: This condition evaluates to true when the called user is busy. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a busy indication is received from the called party.

not-registered: This condition evaluates to true when the called user is not registered. In all other cases the condition evaluates to false.

presence-status: This condition evaluates to true when the called user's current presence activity status is equal to the value set for this condition. In all other cases the condition evaluates to false.

cp:identity: This condition evaluates to true when the calling user's identity matches with the value of the identity element. The interpretation of all the elements of this condition is described in OMA-TS-XDM-Core-V1-0  
(see Bibliography). In all other cases the condition evaluates to false.

anonymous: This condition evaluates to true when the P-Asserted-Identity of the calling user is not provided or privacy restricted.

cp:sphere: Not applicable in the context of the Communication Diversion service.

cp:validity: Specifies a period. The condition evaluates to true when the current time is within the validity period expressed by the value of this condition. In all other cases the condition evaluates to false.

media: When the incoming call request for certain media, the forwarding rule can decide to forward the call for this specific media. This condition evaluates to true when the value of this condition matches the media field in one of the "m=" lines in the SDP (RFC 2327 [5]) offered in an INVITE (RFC 3261 [6]).

no-answer: This condition evaluates to true when the called user does not answer. In all other cases the condition evaluates to false. Rules with this condition are evaluated when a no-answer timeout is detected.

rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without loosing information. By removing this condition the rule can be activated again.

ocp:external-list: This condition evaluates to true when the calling users identity is contained in an external resource list to which the value of external-list refers. The exact interpretation of this element is specified in 
OMA-TS-XDM-Core-V1-0 (see Bibliography).

ocp:other-identity: Not applicable in the context of communication diversion service.

The condition elements that are not taken from the common policy schema 
(IETF draft-ietf-geopriv-common-policy-11 
in Bibliography) or oma common policy schema 
(see OMA-TS-XDM-Core-V1-0  in BIbliography) are defined in the simservs document schema specified in [4].

****** SEVENTH CHANGE ******

4.9.2
XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
   

       xmlns:ss="http://uri.etsi.org/ngn/params/xml/simservs/xcap"
   

       xmlns:cp="urn:ietf:params:xml:ns:common-policy" 

       xmlns:ocp="urn:oma:xml:xdm:common-policy"
       targetNamespace="http://uri.etsi.org/ngn/params/xml/simservs/xcap"
 

       elementFormDefault="qualified" 

       attributeFormDefault="unqualified">

   

   <!-- import common policy definitions -->

   <xs:import namespace="urn:ietf:params:xml:ns:common-policy" schemaLocation="common-policy.xsd"/>

   <!-- import OMA common policy extensions -->

   <xs:import namespace="urn:oma:xml:xdm:common-policy" schemaLocation="oma-common-policy.xsd"/>
   <!-- communication diversion rule set based on the common policy rule set.-->

   <xs:element name="communication-diversion" substitutionGroup="ss:absService">

       <xs:annotation>

           <xs:documentation>This is the communication diversion configuration document.</xs:documentation>

       </xs:annotation>

       <xs:complexType>

           <xs:complexContent>

               <xs:extension base="ss:simservType">

                   <xs:sequence>

                       <!-- add service specific elements here-->

                       <xs:element ref="cp:ruleset" minOccurs="0"/>

                   </xs:sequence>

               </xs:extension>

               <!-- service specific attributes can be defined here -->

           </xs:complexContent>

       </xs:complexType>

   </xs:element>

   












   <!-- communication diversion specific extensions to IETF common policy actions-->

   <xs:element name="forward-to" type="ss:forward-to-type"/> 
  <!-- communication diversion specific type declarations -->

   <xs:complexType name="forward-to-type">

       <xs:sequence>

           <xs:element name="target" type="ss:target-type"/>

           <xs:element name="notify-caller" type="xs:boolean" default="true" minOccurs="0"/>



<xs:element name="reveal-identity-to-caller" type="xs:boolean" default="true" minOccurs="0"/>
           <xs:element name="notify-served-user" type="xs:boolean" default="false" minOccurs="0"/>
           <xs:element name="notify-served-user-on-outbound-call" type="xs:boolean" default="false" minOccurs="0"/>
           <xs:element name="reveal-identity-to-target" type="xs:boolean" default="true" minOccurs="0"/>
       </xs:sequence>

   </xs:complexType>

   <xs:complexType name="target-type">

       










</xs:schema>


****** EIGHTH CHANGE ******

Annex D (informative):
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****** CHANGE END ******
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