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1. Introduction
TS 23.206 introduces that network should be able to restrict the domain transfer to a single direction. For example, if domain transfer is only allowed from IMS to CS, then it is restricted once the VCC UE is in CS.
Prior to the introduction of domain transfer restriction, there is no mechanism for the network to prevent the VCC UE from initiating a domain transfer, and thus it can only reject an incoming leg setup in the transferred to domain. In this case, as the VCC UE is not informed of the restriction, it may try and register in the other domain, and try and initiate a domain transfer, which would possibly be rejected. This results in a waste of resources for the operator and the UE alike, e.g. in case the domain transfer procedure prevents an optimal handling of the current call.
Therefore, this paper proposes that the restriction of domain transfer can be added into the domain transfer procedure.
2. Proposal
It is proposed that the following contents of subclause 9 & 10 and A.6 & A.7 be included into TS 24.206.
*** FIRST CHANGE ***

9
Roles for domain transfer of a call from the CS domain to the IM CN subsystem
9.1
Introduction

9.2
VCC UE

If the VCC UE determines that an ongoing call in the CS domain needs to be supported over the IM CN subsystem instead, e.g. based on radio conditions, then the VCC UE shall send a SIP INVITE request in accordance with 3GPP TS 24.229 [8] subclause5.1. The VCC UE shall populate the SIP INVITE request as follows: 
Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the CONNECT message has been sent? Working assumption should be that it has.

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.
1)
the Request-URI set to the VDI;

2)
the To header field set to the VDI;

3) 
the P-Preferred-Identity header set to the tel URI of the calling party of the MSISDN used in the CS domain call; and

Editors Note: It is for FFS how the UE determines which Public User ID's to register and then subsequently use to ensure that requirement in 3) is met.

4)
the SDP payload set for a single media line with media type "audio", indicating all supported codecs for this media type, in accordance with subclause 6.1.1 and subclause 6.1.2 of 3GPP TS 24.229 [8].
If the VCC UE receives any SIP 4xx – 6xx response to the SIP INVITE request, then domain transfer has not occurred and the call will continue in the CS domain.
NOTE 1:
If the VCC UE receives a SIP 480 (Temporarily Unavailable) response to the SIP INVITE request, then this can indicate that the VCC application was unable to correlate the request to a single anchored call in the CS domain.
NOTE 2:
If the VCC UE receives a SIP 488 (Not Acceptable Here) response or a 606 (Not Acceptable) response to the SIP INVITE request, then this can indicate that the remote terminal was not able to support the media characteristics of the SIP INVITE request, e.g. because the remote user is in the CS domain and the MGCF/MGW in the path does not support the specified interworking.
When the VCC UE receives a CC DISCONNECT message from the network, the VCC UE shall comply with network initiated call release procedures as specified in 3GPP TS 24.008 [5].
When the VCC UE receives information that an ongoing call in the CS domain is restricted to be transfer from the CS domain to the IM CN subsystem, the VCC UE shall not transfer the call from the CS domain to the IM CN subsystem.
9.3
VCC application
9.3.1
Distinction of requests sent to the VCC application
The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to domain transfer:
· SIP INVITE requests routed to the VCC application over the ISC interface as a result of processing filter criteria at the S-CSCF according to the origination procedures (see 3GPP TS 24.229 [8] subclause 5.4.3.2), and therefore distinguished by the URI relating to this particular filter criteria appearing in the topmost entry in the Route header, but which contains a VDI belonging to the subscribed user as the Request-URI. In the procedures below such requests are known as "SIP INVITE requests due to VDI". These requests are routed to the DTF.
Subclause 7.4.1, subclause 8.4.1 and subclause 10.4.1 detail other procedures for initial INVITE requests with different recognition conditions.
Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [8].
9.3.2 Domain transfer in the IM CN subsystem
When the DTF receives a SIP INVITE request due to VDI, the DTF shall send a SIP reINVITE request towards the remote user using the existing established dialog. The DTF shall populate the SIP reINVITE request as follows:
-
set the Request-URI to the URI contained in the Contact header returned at the creation of the dialog with the remote user; and

-
a new SDP offer, including the media characteristics as received in the SIP INVITE request due to VDI, by following the rules of the RFC 3264 [16].
Editor's note: Need to specify actions when multiple calls are currently anchored. This may include special procedures when all but one of the calls are held calls.
Upon receiving the SIP ACK request from the IM CN Subsystem, the DTF shall initiate release of the old access leg by sending a SIP BYE request toward the MGCF.
When the operator policy decides to restrict the transfer from the CS domain to the IM CN subsystem, the DTF sends an information that an ongoing call in the CS domain is restricted to be transfer from the CS domain to the IM CN subsystem to the VCC UE.
9.4
MGCF
There are no VCC specific procedures at the MGCF beyond those specified by 3GPP TS 29.163 [10].
NOTE:
When the SIP BYE request is received, the MGCF translates the SIP BYE request to an ISUP REL message as specified in 3GPP TS 29.163 [10] and forwards this to the VMSC. The VMSC responds with ISUP RLC message and performs network initiated call release as specified in 3GPP TS 24.008 [5].

10    Roles for domain transfer of a call from the IM CN subsystem to the CS domain
10.1
Introduction

10.2
VCC UE

If the VCC UE determines that an ongoing call in the IM CN subsystem should be transferred to the CS domain, e.g. based on radio conditions, then the VCC UE shall send a CC SETUP message in accordance with 3GPP TS 24.008 [5]. The VCC UE shall only send this request if the ongoing call in the IM CN subsystem has had the dialog accepted, i.e. a SIP 200 (OK) response to the SIP INVITE request has already been sent.
NOTE 1:
If the VCC UE has multiple calls in the IM CN subsystem at this time, then these calls could all be anchored. It is the responsibility of the VCC UE to ensure that the domain transfer request can be resolved by the DTF to a single call.

NOTE 2:
The current media characteristics of the call in the IM CN subsystem does not preclude domain transfer, as the media characteristics are renegotiated as part of the domain transfer.
The VCC UE shall populate the CC SETUP message as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the 2xx response to the INVITE request has been sent? Working assumption should be that it has.

1)
the called party BCD number information element set to the VDN; and

2)
[need to ensure suitable bearer characteristics]

NOTE 3:
If the VCC UE receives a release message containing a #20 "Subscriber absent" cause value to the CC SETUP message, then this can indicate that the VCC application was unable to correlate the request to a single anchored call in the IM CN subsystem.
NOTE 4:
If the VCC UE receives a release message containing a #127 "Interworking, unspecified" cause value to the CC SETUP message, then this can indicate that the remote terminal was not able to support the media characteristics of the CC SETUP message.
When the VCC UE receives information that an ongoing call in the IM CN subsystem is restricted to be transfer from the IM CN subsystem to the CS domain, the VCC UE shall not transfer the call from the IM CN subsystem to the CS domain.
10.3
VMSC

There is no VCC specific procedure at the VMSC.
10.4
VCC application
10.4.1 Distinction of requests sent to the VCC application

The VCC application needs to distinguish between the following initial SIP INVITE requests to provide specific functionality relating to domain transfer:
· SIP INVITE requests routed to the VCC application over either the ISC interface or the Ma interface using the IMRN as a PSI, and therefore distinguished by the presence of the IMRN in the Request-URI header, and which are known by interaction with the gsmSCF functionality to relate to a domain transfer request rather than an originating request or terminating request. In the procedures below such requests are known as "SIP INVITE requests due to domain transfer IMRN". These requests are routed to the DTF.
Subclause 7.4.1, subclause 8.4.1 and subclause 9.3.1 detail other procedures for initial INVITE requests with different recognition conditions.
Other SIP initial requests for a dialog, and requests for a SIP standalone transaction can be dealt with in any manner conformant with 3GPP TS 24.229 [8].
The VCC application (CAMEL service function) also processes requests from the gsmSCF via a protocol not defined in this version of the specification.

NOTE:
The functionality associated with these requests is described, based on the actions occurring at the interface between VMSC and gsmSCF, and is depending whether it relates to an originating request, containing an ordinary called party number, or relates to a domain transfer request, which contains a VDN as the called party number.

10.4.2 Domain transfer procedures towards the gsmSCF

When the CAMEL service function receives an indication that the gsmSCF has received a CAMEL IDP relating to an originating call, containing a called party number that is a VDN, the CAMEL service function shall:

1)
check whether domain transfer is possible;

NOTE 1:
The conditions that prevent handover are a matter for implementation, but in general for this check are a matter of lack of resources, e.g. available IMRNs. For other checks the request will be continued so further checks can be performed at the VCC application within the IM CN subsystem.

Editor's note: Need to specify actions when multiple calls are currently anchored. This may include special procedures when all but one of the calls are held calls.

2)
if the call is not subject to domain transfer, cause the gsmSCF to respond with a CAMEL RELEASE CALL and no further VCC specific procedures are performed on this call. The following cause codes are recommended:

-
480 (Temporarily Unavailable) if there are insufficient resources, e.g. available IMRNs, to continue the handover;

NOTE 2: 
The final decision on the CAP message sent by the gsmSCF depends on the further service logic associated with the service key.

3)
if the call is subject to domain transfer, allocate an IMRN. The IMRN is such that when the VCC application receives a SIP INVITE request it can derive by inspection that the request is due to a domain transfer IMRN. How IMRNs are allocated may vary from one VCC application to another and is not specified in this version of the specification;
4)
if the call is subject to domain transfer, cause the gsmSCF to respond with a CAMEL CONNECT message with the Destination Routing Address set to the IMRN.

NOTE 3:
The IMRN assigned for a domain transfer request can be different from the one assigned for CS origination (different target PSI i.e. different subfunction of the VCC application) and can be used as an indication of a domain transfer request.
NOTE 4: 
The gsmSCF will include further parameters in the CAMEL CONNECT message as appropriate for the service key that was received in the CAMEL IDP.
NOTE 5: 
The final decision on the CAP message sent by the gsmSCF depends on the further service logic associated with the service key.

10.4.3 Domain transfer in the IM CN subsystem
When the DTF receives SIP INVITE request due to domain transfer IMRN, the DTF shall associate the SIP INVITE request with an ongoing SIP dialog and send a SIP reINVITE request towards the remote user using the existing established dialog. The DTF shall populate the SIP reINVITE request as follows:

-
set the Request-URI to to the URI contained in the Contact header returned at the creation of the dialog with the remote user; and

-
a new SDP offer, including the media characteristics as received in the SIP INVITE request due to domain transfer IMRN, by following the rules of the RFC 3264 [16].

Editor's note: Need to specify actions when multiple calls are currently anchored. This may include special procedures when all but one of the calls are held calls.
On completion of the above procedure, the call is anchored in the DTF.

Upon receiving the SIP ACK request from the IM CN Subsystem, the DTF shall initiate release of the old access leg by sending a SIP BYE request toward the S-CSCF for sending to the served VCC UE.
When the operator policy decides to restrict the transfer from the IM CN subsystem to the CS domain, the DTF sends an information that an ongoing call in the IM CN subsystem is restricted to be transfer from the IM CN subsystem to the CS domain to the VCC UE.

*** SECOND CHANGE ***

A.6.2
Signalling flows for CS domain to IM CN subsystem transfer

Figure A.6.2-1 shows the signalling flows for a domain transfer of the access leg from the CS domain to the IM CN subsystem. This example assumes that the VCC user is currently registered in the IM CN subsystem. If the VCC user is not currently registered in the IM CN subsystem prior to determination of domain transfer, it is required that registration procedures are initiated before updating the access leg.
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Figure A.6.2-1: CS domain to IM CN subsystem transfer

The details of the signalling flows are as follows:

1.
CS bearer (VCC UE to MGW)

The call is ongoing in the CS domain.
2.
IP bearer (MGW to remote end)


IP bearer over which the voice call is transmitted toward to the remote end.
3.
Determination of domain transfer
As a result of changes in radio conditions or availability of IM services via IPCAN or information related to domain transfer restriction, the VCC UE decides that the ongoing call in the CS domain will be transferred to the IM CN subsystem. 
If the VCC UE receives information that ongoing call in the CS domain is restricted to be transfer from the CS domain to the IM CN subsystem, the VCC UE can decide ongoing call in the CS domain will not be transferred to the IM CN subsystem.
4.
SIP INVITE request (VCC UE to intermediate IM CN subsystem entities) – see example in table A.6.2-4

The VCC UE sends a SIP INVITE request to initiate session set up in the IM CN subsystem. The SIP INVITE request is sent from the VCC UE to the home S-CSCF (S-CSCF#1) via P-CSCF#1. The Request-URI header is set to the VCC application PSI.
Table A.6.2-4: SIP INVITE request (VCC UE to intermediate IM CN subsystem entities) 

INVITE sip: domain.xfer@cccf1.home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.home1.net:7531;lr;comp=sigcomp>, <sip:scscf1.home1.net;lr>
P-Preferred-Identity: <tel: +1-212-555-1111>

P-Access-Network-Info: IEEE-WLAN-802.11b;
Privacy: none

From: <tel: +1-212-5555-1111>;tag=171828

To: <sip: domain.xfer@cccf1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Require: sec-agree

Proxy-Require: sec-agree

Supported: precondition, 100rel

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi-c=98765432; spi-s=87654321; port-c=8642; port-s=7531

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

5.
SIP 100 (Trying) response (intermediate IM CN subsystem entities to VCC UE)


The intermediate IM CN subsystem entities respond to the VCC UE with a SIP 100 (Trying) response.


There is no VCC specific content to this response.
6.
Evaluation of filter criteria

In this example, and by evaluation of the initial filter criteria, based on the IMRN in the Request-URI header of the originating request for a registered VCC user, the S-CSCF routes the request to the VCC application. 
7.
     SIP INVITE request (intermediate IM CN subsystem entities to VCC application) – see example in table A.6-7


The SIP INVITE request is forwarded from S-CSCF#1 in the home network to the VCC application which is at an AS. The AS acts as a routeing B2BUA. 

Table A.6.2-7: SIP INVITE request (intermediate IM CN subsystem entities to VCC application) 

INVITE sip: domain.xfer@cccf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1
Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.home1.net;lr>
Route: <sip: domain.xfer@cccf1.home1.net>
P-Asserted-Identity: <tel: +1-212-555-1111>
P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024";  orig-ioi=type 3home1.net;
P-Charging-Funtion-Address: ccf=[5555::b99:c88:d77:e66]; ccf=[5555::a55:b44:c33:d22]; ecf=[5555::1ff:2ee:3dd:4cc]; ecf=[5555::6aa:7bb:8cc:9dd]

P-Access-Network-Info: IEEE-WLAN-802.11b;


Privacy: none

From: < tel: +1-212-5555-1111>;tag=171828

To: <sip: domain.xfer@cccf1.home1.net>

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: precondition, 100rel

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

8-9.
SIP reINVITE request (VCC application to remote end) – see example in table A.6.2-7


The remote end is informed of the change in access leg from CS domain to IM CN subsystem by sending a SIP reINVITE request from the VCC application to the remote end via the intermediate IM CN subsystem entities.


The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.

Table A.6.2-8: SIP reINVITE request (VCC application to remote end via intermediate IM CN subsystem entities)

INVITE <sip:[5555::eee:fff:aaa:bbb]:8805 SIP/2.0

Via: SIP/2.0/UDP domain.xfer@cccf1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 67

Route: <sip:scscf.home1.net;lr>

P-Asserted-Identity: <tel:+1-212-555-1111>

P-Access-Network-Info: IEEE-WLAN-802.11b;
Privacy: none

From: < tel: +1-212-5555-1111>;tag=171828
To: <sip: user2_public1@home2.net>; tag=1234
Call-ID: dc14b1t10b3teghmlk501444

Cseq: 127 INVITE 

Supported: precondition, 100rel

Contact: <sip:[7777::eee:ddd:ccc:aaa]>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

10-11. SIP 183 (Session Progress) response (remote end to intermediate IM CN subsystem entities) – see example in table A.6.2-10

The SIP endpoints complete SDP offer/answer procedures, including any reservation of bearer resource on the IP-CAN, and any exchange of alerting indication, in accordance with standard basic call procedures. VCC imposes no restriction on this operation.

Table A.6.2-10: SIP 183 (Session Progress) response (remote end to intermediate IM CN subsystem entities)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf2.visited2.net:5088;comp=sigcomp;branch=z9hG4bK361k21.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP icscf2_s.home2.net;branch=z9hG4bK871y12.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Record-Route: <sip:pcscf2.visited2.net:5088;lr;comp=sigcomp>, <sip:scscf2.home2.net;lr>, <sip:scscf1.home1.net;lr>

P-Asserted-Identity: <sip:user2_public1@home2.net>
P-Access-Network-Info: IEEE-WLAN-802.11b;

P-Charging-Vector: icid-value="AyretyU0dm+6O2IrT5tAFrbHLso=023551024"; orig-ioi=home1.net; term-ioi=home2.net
Privacy: none

From: 

To: 

Call-ID: 

CSeq: 

Require: 100rel, 

Supported: precondition

Contact: <sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

RSeq: 9021

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933623 2987933623 IN IP6 5555::eee:fff:aaa:bbb

s=-

c=IN IP6 5555::eee:fff:aaa:bbb

t=0 0

m=audio 6544 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos mandatory remote sendrecv

a=conf:qos remote sendrecv

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

12.
SIP 183 (Session Progress) response (VCC application to intermediate IM CN subsystem entities)

The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.


The 183 (Session Progress) response is forwarded to the VCC UE indicating the supported media at the VCC application so that the VCC UE can start to reserve resources for IP bearer setup. 
13.
SIP 183 (Session Progress) response (intermediate IM CN subsystem entities to VCC UE)
14 - 17.
SIP PRACK request 


The SIP PRACK request does not carry SDP as the final codec decision is already made as part of the initial offer/answer exchange.
18-19.
SIP 200 (OK) response (remote end to VCC application via intermediate IM CN subsystem entities)

The remote end acknowledges receipt of the SIP PRACK request by sending a SIP 200 (OK) response to the VCC application via the originating IM CN subsystem (S-CSCF#1).
12–21.
SIP 200 (OK) response (VCC application to VCC UE)


Final acknowledgement of receipt of the SIP PRACK request.
22.
SIP 200 (OK) response (remote end to intermediate IM CN subsystem entities)

The remote end acknowledges receipt of the SIP reINVITE request by sending a SIP 200 (OK) response to the intermediate IM CN subsystem entities.


There is no VCC specific content to this response.
23.
SIP 200 (OK) response (intermediate IM CN subsystem entities to VCC application)

The intermediate IM CN subsystem entities forward the SIP 200 (OK) response to the VCC application.


There is no VCC specific content to this response.
24.
SIP ACK request (VCC application to intermediate IM CN subsystem entities)

The SIP ACK request is sent from the VCC application to the intermediate IM CN subsystem entities thus completing session update for the remote leg.

The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.


There is no VCC specific content to this response.
25.
SIP ACK request (intermediate IM CN subsystem entities to remote end)

The SIP ACK request is forwarded to the remote end via the intermediate IM CN subsystem entities thus completing session update for the remote leg.

There is no VCC specific content to this response.
26.
SIP 200 (OK) response (VCC application to intermediate IM CN subsystem entities)

Final acknowledgement of receipt of the SIP INVITE request required to change the access leg. This SIP 200 (OK) response indicates successful receipt and processing of the SIP INVITE request which was sent to initiate domain transfer. This response is sent to the intermediate IM CN subsystem entities.


The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.


There is no VCC specific content to this response.
27.
SIP 200 (OK) response (intermediate IM CN subsystem entities to VCC UE)

Final acknowledgement of receipt of the SIP INVITE request required to change the access leg. This SIP 200 (OK) response indicates successful receipt and processing of the SIP INVITE request which was sent to initiate domain transfer. The intermediate IM CN subsystem entities forwarded this response to the VCC UE.


There is no VCC specific content to this response.
28.
SIP ACK request (VCC UE to intermediate IM CN subsystem entities)


The SIP ACK request is sent from the VCC UE to the intermediate IM CN subsystem entities thus completing session setup for the updated access leg.


There is no VCC specific content to this request.
29.
SIP ACK request (intermediate IM CN subsystem entities to VCC application)


The SIP ACK request is forwarded by the intermediate IM CN subsystem entities to the VCC application thus completing session setup for the updated access leg.


There is no VCC specific content to this request.
30.
IP bearer


IP bearer is established between VCC UE and remote end allowing voice call to continue via PS domain.
31.
SIP BYE request (VCC application to intermediate IM CN subsystem entities)


In order to release the access leg on the transferring-out access leg, the SIP BYE request is sent from the VCC application, via the intermediate IM CN subsystem entities. 


The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.


There is no VCC specific content to this request.
32.
SIP BYE request (intermediate IM CN subsystem entities to MGCF)

The SIP BYE request is forwarded to the MGCF by the intermediate IM CN subsystem entities in order to initiate call release in the CS domain.


There is no VCC specific content to this request.
33.
ISUP REL message (MGCF to VMSC)

MGCF converts SIP BYE request to an ISUP REL message sent to the MSC#1 in the home CS network. REL Cause Value No. 16 (Normal clearing) is used. 
34.
ISUP RLC message (VMSC to MGCF) 


The RLC message is sent by MSC#1 to the MGCF in response to the REL message.
35.
DISCONNECT message (VMSC to VCC UE)

The DISCONNECT message from MSC#1 to the VCC UE includes Cause Value No. 16, thus initiating call clearing. 
36.
RELEASE message (VCC UE to VMSC)

The VCC UE responds to the DISCONNECT message by sending the RELEASE message to MSC#1 and enters the “release request” status.
37. 
RELEASE COMPLETE message (VMSC to VCC UE)

MSC#1 sends the RELEASE COMPLETE message to the VCC UE thus releasing the MM connection.
38.
SIP 200 (OK) response (MGCF to intermediate IM CN subsystem entities) 


This SIP 200 (OK) response is for the SIP BYE request and is sent to the intermediate IM CN subsystem entities from the MGCF.


There is no VCC specific content to this response.
39.
SIP 200 (OK) response (intermediate IM CN subsystem entities to VCC application) 


This SIP 200 (OK) response is for the SIP BYE request and is forwarded to the VCC application by the intermediate IM CN subsystem entities.


There is no VCC specific content to this response.
A.7.2
Signalling flows for IM CN subsystem to CS domain transfer

FigureA.7.2-1 shows an example signalling flows for the domain transfer from the IM CN subsystem to the CS domain. The figure assumes that the UE is already registered with the CS domain prior to the decision to initiate transfer and that a call is anchored in the IM CN subsystem and the remote UE can be an IM UE.
In this example, the communication between the CS domain and the VCC application to resolve and process the request for domain transfer is supported through CAMEL.
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Figure A.7.2-1: IM CN subsystem to CS domain transfer

The details of the signalling flows are as follows:
There is an ongoing IP bearer between the VCC UE and the remote end.

1.
Determination of Domain Transfer to CS domain

 As a result of changes in radio conditions or information related to domain transfer restriction, the VCC UE decides that the ongoing call in the IM CN subsystem will be transferred to the CS domain.
If the VCC UE receives information that ongoing call in the IM CN subsystem is restricted to be transfer from the IM CN subsystem to the CS domain, the VCC UE can decide ongoing call in the IM CN subsystem will not be transferred to the CS domain.
2.
CC SETUP messages (VCC UE to MSC)

The VCC UE sends the CS SETUP message towards MSC with the VDN as the called party number.

NOTE 1:
VDN (VCC Domain Transfer Number) is not a routeable number towards the VCC application. It is an MSISDN used by the UE to request a domain transfer towards the VCC application. 

3.
CAMEL INITIAL DP (VMSC to gsmSCF)

On receipt of the SETUP message, the VMSC, in this example signalling flow,  triggers a CAMEL activity which results in sending a CAMEL IDP message to the gsmSCF. The CAMEL IDP message contains at least:

-
the IMSI ie. 004412345678

-
the calling party number ie. 12125551111;

-
the called party number that of the VDN, ie. 12415555555

4.
Handling of request for domain transfer

The gsmSCF channels the request for domain transfer to the VCC Application. In this example, the VCC application accepts the request for domain transfer and assigns an IMRN, (IMRN = 12415553333).

NOTE 2:
The gsmSCF and the VCC application is connected through an unspecified interface left to vendor implementation.

5.
CAMEL CONNECT (gsmSCF to VMSC)

Having made the decision to proceed with domain transfer, the VCC application causes the gsmSCF to respond to the CAMEL IDP message with a CAMEL CONNECT message containing:

-
the IMRN = 12415553333

6.
CC CALL PROCEEDING message (VMSC to VCC UE)

As VMSC can now proceed with the call, VMSC indicates the CALL PROCEEDING message back to the UE.

7.
ISUP IAM (VMSC to MGCF)

The VMSC initiates the CS call towards the MGCF by sending the IAM with the called party number (i.e. IMRN) to indicate the VCC application.

NOTE 3:
The IMRN is a routeable MSISDN number towards the VCC application.

8.
MGCF allocates and configures MGW


MGCF retrieves SDP from the ISUP IAM according to the 3GPP TS 29.163 [10]. The MGCF communicates with the IM-MGW to configure the media bearer. 

9.
SIP INVITE request (MGCF to the intermediate IM CN subsystem entities) – see example in table A.7.2-9


The MGCF initiates a SIP INVITE request towards the I-CSCF in the home IM CN subsystem of the originating VCC user with the PSI of the VCC application as the called party number. The tel-URI format of the IMRN as a PSI (i.e. VCC application PSI) can be used for routeing towards the VCC application in the IM CN subsystem. I-CSCF routes the SIP INVITE request based on one of the standard procedures specified in "PSI based Application Server termination – direct/indirect/DNS routeing/service logic" procedures in 3GPP TS 23.228 [4].


The MGCF initiates a SIP INVITE request, containing an initial SDP. 3GPP TS 29.163 [10] specifies the principles of interworking between the 3GPP IM CN subsystem and ISUP based CS network, in order to support IM voice calls.
Table A.7.2-9: SIP INVITE request (MGCF to the intermediate IM CN subsystem entities)
INVITE tel: +1-241-555-3333 SIP/2.0

Via: SIP/2.0/UDP mgcf1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 70

Route: <sip:icscf1.home1.net;lr>
P-Asserted-Identity: <tel: +1-212-555-1111>

P-Access-Network-Info: IEEE-WLAN-802.11b;
Privacy: none

From: <tel: +1-212-555-1111>;tag=171828

To: <tel: +1-241-555-3333>
Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition

Contact: <sip:mgcf1.home1.net>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:xxx;yyy
s=-

c=IN IP6 5555::aaa:bbb:xxx;yyy
t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
Contains the VCC application PSI , as a PSI based on the IMRN obtained from CS network signalling. The VCC application PSI is equivalent to the tel-URI format of the IMRN.

From:
Contains the calling party number to indicate the CS part of the caller. (e.g. Tel: +1-1-212-555-1111).

To:
Contains the VCC application PSI as the destination address. The actual destination address used for domain transfer from IM CN subsystem to CS domain is kept in the VCC application by the CS originating procedures described in subclause 7 and subclause A.4.

10.
SIP INVITE request (intermediate IM CN subsystem entities to the VCC application) – see example in table A.7.2-10

The IM CN subsystem entities route the SIP INVITE request towards the VCC application based on the VCC application PSI.

Table A.7.2-10: SIP INVITE request (intermediate IM CN subsystem entities to the VCC application)

INVITE tel: +1-241-555-3333 SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK764z87,

SIP/2.0/UDP icscf1.home1.net;branch=z9hG4bK332b23.1,

SIP/2.0/UDP mgcf1.home1.net;branch=z9hG4bk731b87

Max-Forwards: 68

Route: <sip:as.home1.net;lr>
P-Asserted-Identity: <tel: +1-212-555-1111>

P-Charging-Vector: icid-value=”AyretyU0dm+601IrT5tAFrbHLso=023551024”; orig-ioi=home1.net

Privacy: none

From: <tel: +1-212-555-1111>;tag=171828

To: <tel: +1-241-555-3333>
Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE

Supported: 100rel, precondition

Contact: <sip:mgcf1.home1.net>

Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:xxx;yyy
s=-

c=IN IP6 5555::aaa:bbb:xxx;yyy
t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=curr:qos local none

a=curr:qos remote none

a=des:qos mandatory local sendrecv

a=des:qos none remote sendrecv

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

11.
VCC application initiates domain transfer

The VCC application acts as a routeing B2BUA. In this example, the he VCC application correlates the IMRN with the info from the Initial DP procedure and retrieves the original called party number associated with the calling party number.

NOTE 4:
During the initial IM CN subsystem origination procedure, the VCC application will keep the called party number and the calling party number for anchoring, domain transfer and so on. 
12-13.
SIP reINVITE request (VCC application to the remote UE through the intermediate IM CN subsystem entities) – see example in table A.7.2-12

The VCC application forwards the SIP reINVITE request back to the S-CSCF.


The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.

Table A.7.2-12: SIP reINVITE request (VCC application to the remote UE through the intermediate IM CN subsystem entities)
INVITE sip:[5555::eee:fff:aaa:bbb]:8805;comp=sigcomp SIP/2.0
Via: SIP/2.0/UDP;branch=z9hG4bK764z87,

Max-Forwards: 67 

Route: <sip:scscf1.home1.net;lr>
P-Asserted-Identity: <tel: +1-212-555-1111>

P-Charging-Vector: icid-value=”AyretyU0dm+601IrT5tAFrbHLso=023551024”; orig-ioi=home1.net

Privacy: none

From: <tel:+1-212-555-1111>;tag=171828
To: <sip:user2_public2@home2.net>;tag=314159

Call-ID: cb03a0s09a2sdfglkj590123

Cseq: 127 INVITE
Supported: 100rel, precondition

Contact: <sip:[7777::eee:ddd:ccc:aaa]>
Allow: INVITE, ACK, CANCEL, BYE, PRACK, UPDATE, REFER, MESSAGE

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:xxx;yyy

s=-

c=IN IP6 5555::aaa:bbb:xxx;yyy

t=0 0

m=audio 3456 RTP/AVP 97 96

b=AS:25.4

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; mode-change-period=2

a=rtpmap:96 telephone-event

a=maxptime:20

Request-URI:
Contains the SIP-URI represented as an IP address indicating the called party UE, as retrieved from the VCC application. 

From:
Contains the tel-URI indicating the remote VCC UE-A. A tag has same value in the existing dialog.

To:
Contains the SIP-URI of the called party UE.

NOTE 5:
If the called party UE is also the VCC UE, To header will be a tel-URI.

Contact:
Contains the SIP-URI indicating the VCC application.

14-15.
SIP 200 (OK) response (Remote UE to the VCC application through the intermediate IM CN subsystem entities)

Indicate the successful completion of the SIP reINVITE request.

There is no VCC specific content to this response.

16-17.
SIP ACK request (VCC application to the remote UE through the intermediate IM CN subsystem entities)

There is no VCC specific content to this request.


The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.

18-19.
SIP 200 (OK) response (VCC application to the MGCF through the intermediate IM CN subsystem entities)

Indicate the successful completion of the SIP INVITE request generated by the MGCF.

The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.


There is no VCC specific content to this response.

20.
ISUP ANM (MGCF to VMSC)
21.
CC CONNECT message (VMSC to the CS part of UE-A)
22.
CC CONNECT ACK message (CS part of UE-A to the VMSC)
23-24.
SIP ACK request (MGCF to the VCC application through the IM CN subsystem entities)

There is no VCC specific content to this request.

25-26.
SIP BYE request (VCC application to the IM part of UE-A through the IM CN subsystem entities)

The VCC application modifies the message in accordance with routeing B2BUA functionality, e.g. mapping of From, To, Cseq and Call-ID headers from one side of the B2BUA to the other.


There is no VCC specific content to this request.

27-28.
SIP 200 (OK) response (IM part of UE-A to the VCC application through the intermediate IM CN subsystem entities)

Indicate the successful completion of the SIP BYE request.


There is no VCC specific content to this response.

