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Introduction:

Description of use cases in accessing an MRFC from an AS in a separate network.
Proposal:

It is proposed that the information provided below is agreed and transferred to 3GPP TR 24.880.

5
MRFC deployment scenarios
5.1
Introduction
The present section lists different MRFC deployment scenarios which, if required, may bring requirements for a media server control protocol.
5.3
AS in a home network controlling an MRFC in a visited network
When IMS users are roaming in a visited network their services and service logic are controlled by the AS of their home network.
When there is a need for a service to engage media resources, two scenarios can be envisaged - the resources might be engaged from the home network (home MRFC), or might be engaged from the visited network (visited MRFC). There are currently no specifications indicating which model is to be used.
Engaging the resources at the home network is the simplest model but the drawback is that media always needs to be carried between visited and home networks; this effort may be not justified when the needed media resources are basic (e.g. user interactions with announcement and DTMF) or when there is a significant cost saving (e.g. conference with all the parties in the visited network).

Engaging the resources at the visited network optimizes the media interactions between networks and simplifies end to end QoS network accountability (only the local operator is involved).
In this scenario, the delegation model is beneficial with respect to the protocol model as it enables a reduction of interactions across the networks boundaries (between the home AS and the visited MRFC).
This scenario however has a number of other implications and issues:
· The visited MRFC will have to send charging records and authorizations to the home network (for services charging) and to the visited network (for network usage charging). This implies that the MRFC Ro and Rf charging interfaces must be able to cross network boundaries.
· Appropriate security mechanisms must be in place as the MRFC and AS are not in the same trust domain (for example to pass voucher or PIN numbers).
· How does the AS discover or find the MRFCs in the visited network?
· How does the AS obtain the information to select the most appropriate MRFC to use?
The two scenarios are not incompatible and might coexist depending of the established agreements between network providers and depending of the service relevance.
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