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During Anchoring there is no impact on SDP within the VCC application. The SDP is received either from the UE (in case of an IMS session originating from the UE) or from the MGCF (in case of a CS call originating from the UE). Therfore the related Editors Notes in sections 7.4.2, 7.4.4, 8.4.2 and 8.4.4 are proposed to be deleted.

When switching over from a CS call to an IMS call, the VCC UE (section 9.2) needs to propagate the supported audio codecs for the new IMS session. Therefore it needs to send SDP in accordance with section 6 of 24.229. In this case, the CS call is already anchored in the IMS and therefore an SDP already exists, but the codecs supported by the VCC UE (for the new session) might be different from those supported by the MGCF (which is interworking the CS call to IMS). 

In this case, the VCC application also needs to re-negotiate the SDP between the VCC UE and the remote UE. It should act transparent for this. 

This CR furthermore states, that the DTF needs to be transparent for headers, i.e. it shall transparently pass them on towards the remote end.

### FIRST CHANGE ###
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### SECOND CHANGE ###

7.4.2
Call origination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to originating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined.

2)
if the session is not subject to anchoring, either:

a)
forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests, and the request is not retargetted by changing the Request-URI; or

b)
reject the SIP INVITE request;


and no further VCC specific procedures are performed on this session; and
NOTE:
Some checks may also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog with the following additions:
-
copy the Request-URI unchanged from the incoming SIP INVITE request to the outgoing SIP INVITE request;

-
copy all other headers unchanged from the received SIP INVITE request to the outgoing SIP INVITE request; and
-
copy the body unchanged from the received INVITE request to the outgoing SIP INVITE request.
Editor’s note:
The call anchoring and domain selection should be performed after all terminating services have been executed and thus the VCC application is invoked again as the last AS in the terminating iFC. Text is required to specify this in order to complete call termination procedures for VCC application. 


### SECOND CHANGE ###

7.4.4
Call origination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to originating IMRN, the VCC application shall:

NOTE:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as an initiating B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the original called party number of the call as initiated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application; and
4)
append the orig parameter to the S-CSCF URI included in the Route header of the outgoing initial SIP INVITE request.
Editor's note: Other actions are required to be specified, since the VCC AS works as an initiating B2BUA.

Editor's note: The value of the P-Asserted-Identity header needs to be specified.

On completion of the above procedure, the call is anchored in the VCC application.


### THIRD CHANGE ###

8.4.2
Call termination in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to terminating filter criteria, the VCC application shall:

1)
check anchoring is possible for this session;

Editor's note: What checks should be performed before the call is anchored, as opposed to checks that are performed at time of domain transfer, needs to be determined. 

2)
if the session is not subject to anchoring, the VCC application shall forward the SIP INVITE request by acting as a SIP proxy as specified in subclause 5.7.4 of 3GPP TS 24.229 [7]. The VCC application shall not Record-Route on such requests.
Editor's note: It needs to be clarified how many of the above failure options are required.


and no further VCC specific procedures are performed on this session;

NOTE:
Such a check can also form part of the initial filter criteria in the S-CSCF to determine if the SIP INVITE request is sent to the VCC application in the first place.

3)
if the session is subject to anchoring, operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

4)
if the session is subject to anchoring, and the preferred delivery mechanism for such calls is using the IM CN subsystem, leave the Request-URI unchanged between the incoming SIP INVITE request and the outgoing SIP INVITE request;

5)
if the session is subject to anchoring, and if the session has media characteristics that are interworkable to the CS domain, and the preferred delivery mechanism for such calls is using the CS domain, 

a)
select a CSRN unique to this request; 

b)
set the Request-URI of the outgoing SIP INVITE request to the CSRN; and

c)
set the To header field of the outgoing SIP INVITE request to the CSRN;

5)

On completion of the above procedure, the call is anchored in the VCC application.


### FOURTH CHANGE ###

8.4.4
Call termination in the CS domain – procedures towards IM CN subsystem

When the VCC application receives SIP INVITE request due to terminating IMRN, the VCC application shall:

NOTE:
All SIP INVITE requests directed to the VCC application using an IMRN are assumed to be suitable for VCC anchoring, because any checks have been performed in conjunction with the CAMEL procedures.

1)
operate as an application server providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [7] for this request and all future requests and responses in the same dialog;

NOTE:
The SIP AS that implements the domain transfer function of VCC Application acting as a B2BUA - which performs the 3rd party call control - needs to be the last located application server to ensure that all application servers that need to remain in the path of a call after domain transfer will do so.
2)
set the Request-URI of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

3)
set the To header field of the outgoing initial SIP INVITE request to a tel-URI which represents the called party number of the original call as terminated in the CS domain. This is mapped from the received IMRN and information stored against that IMRN in the VCC application;

4)


Editor’s note:
The call anchoring and domain selection should be performed after all terminating services have been executed and thus the VCC application is invoked again as the last AS in the terminating iFC. Text is required to specify this in order to complete call termination procedures for VCC application. 


### FIFTH CHANGE ###

9.2
VCC UE

If the VCC UE determines that an ongoing call in the CS domain needs to be supported over the IM CN subsystem instead, e.g. based on radio conditions, then the VCC UE shall send a SIP INVITE request in accordance with 3GPP TS 24.229 [7] subclause 5.1. The VCC UE shall populate the SIP INVITE request as follows:

Editor's note: Do we need to specify that the ongoing call must be in the active state, i.e. that the CONNECT message has been sent? Working assumption should be that it has.

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.

1)
the Request-URI set to the VDI;

2)
the To header field set to the VDI;

3) 
the P-Preferred-Identity header set to the tel URI of the calling party; and

4)
the SDP payload set for a single media line with media type “audio”, indicating all supported codecs for this media type, in accordance with subclause 6.1.1 and subclause 6.1.2 of 3GPP TS 24.229.
When the VCC UE receives a CC DISCONNECT message from the network, the VCC UE shall comply with network initiated call release procedures as specified in 3GPP TS 24.008 [5].

### SIXTH CHANGE ###

9.3.2
Domain transfer in the IM CN subsystem

When the VCC application receives a SIP INVITE request due to VDI, the VCC application shall 
send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to the URI contained in the Contact header returned at the creation of the dialog with the remote user; and
-
a new SDP Offer, including the media characteristics as received in the SIP INVITE request due to VDI, by following the rules of the RFC 3264 [x].

Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application shall initiate release of the old access leg by sending a SIP BYE request toward the MGCF. 

### SEVENTH AND LAST CHANGE ###

10.4.3
Domain transfer in the IM CN subsystem

When the VCC application receives SIP INVITE request due to domain transfer IMRN, the VCC application shall

 send a SIP reINVITE request towards the remote user using the existing established dialog. The VCC application shall populate the SIP reINVITE request as follows:

-
set the Request-URI to the URI contained in the Contact header returned at the creation of the dialog with the remote user; and

-
a new SDP Offer, including the media characteristics as received in the SIP INVITE request due to domain transfer IMRN, by following the rules of the RFC 3264 [x].

On completion of the above procedure, the call is anchored in the VCC application.

Editor's note: It needs to be discussed how the received domain transfer request is correlated to any particular anchored call.


Upon receiving the SIP ACK request from the IM CN Subsystem, the VCC Application shall initiate release of the old access leg by sending a SIP BYE request toward the S-CSCF for sending to the served VCC UE. 
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