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Introduction
At the last RAN and SA2 meetings the use of the MBMS for the support of Mobile TV was discussed. The discussions concluded that to meet the service requirements of Mobile TV, in terms of the Service Activation and channel switch times, the MBMS Multicast solution cannot be used, and in terms of radio efficiency in UTRAN the MBMS Broadcast solution cannot be used. Work is now ongoing in the RAN groups to introduce changes into the specifications to allow a radio efficient MBMS Broadcast mode solution.

Proposal
As the content of the MBMS service is already ciphered at the application layer, there is no benefit performing the ciphering at the radio layer for the point-to-point delivery of the service. 

In the MBMS Broadcast mode, no MBMS UE context information is available at the SGSN and therefore no MBMS subscription information can be passed to the RNC, to allow the RNC to verify that this UE is allowed to perform the counting procedures for this service. The benefit of the RNC being able to confirm the identity of the UE is questionable.

The channel switch time of the Mobile TV service is impacted by the SGSN initiating the security procedures when the UE is required to change from reception in idle mode to reception in connected mode. This occurs when the UE is moving from a service which is being delivered over point-to-multipoint radio bearer to another service which is being delivered over a point-to-multipoint radio bearer. 

As the security procedures can take in the order of 300ms, it would be beneficial to avoid them for MBMS Broadcast mode. The SGSN would need to know which Service Requests are for Multicast services and which are for Broadcast services. It is therefore proposed to introduce a new Cause to allow the two MBMS modes to be differentiated.

If the SGSN decides not to initiate the Security procedures for the MBMS Service then they would need to be initiated at a later time before sending data associated with another PDP context. The trigger to initiate the security procedures is the UE sending the Service Request message and therefore the Service Request for a different PDP context would need to be sent even if the UE has an Iu connection. For this to be possible it is assumed that the SGSN could reject the Service Request for the reception of an MBMS service, allowing the UE to send a Service Request for another PDP context at a later time without dramatically impacting the specification.

To allow this procedure to be introduced into the specifications, a new cause for the Service Reject message is introduced along with text describing that the UE stays in PMM-IDLE mode if it receives the Service Reject message with this new cause.

