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Handling of changes in profile information for registered users on the Cx interface

In IMS is possible to change certain profile information associated with a public user identity at the HSS, while that identity and its associated implicit set are registered with a S-CSCF. It is expected that the performed changes at the HSS are reflected immediately at the S-CSCF. TS 29.228 prescribes two methods of achieving this result. 

One method is for the HSS to trigger a network initiated de-registration for the implicit set associated with the public user identity. In this way, the old information stored at the S-CSCF is erased. When a new registration occurs, the new profile information from the HSS will be reflected at the S-CSCF. This method is signalling intensive and results in an interruption of service, if the user happens to be in an active session for any of the public user identities in the implicit set. The signalling for network-initiated deregistration between HSS and S-CSCF on the Cx interface consists of the execution of the Cx-Deregister procedure, which maps to the exchange of DIAMETER commands Registration-Termination-Request (RTR) and Registration-Termination-Answer (RTA).

The second method is for the HSS to trigger an update of the user profile for the implicit set associated with the public user identity. In this way, the old information stored at the S-CSCF is updated. This method is light signalling –wise and should not impact active sessions associated with other public user identities in the implicit set. The signalling for the update of the user profile between HSS and S-CSCF on the Cx interface consists of the execution of the Cx-Update_Subscr_Data procedure, which maps to the exchange of DIAMETER commands Push-Profile-Request (PPR) and Push-Profile -Answer (PPA).

Clause 6.5.2.1 in TS 29.228 states when each of the method should be used. In effect, the use of deregistration is mandated whenever there are changes affecting the registered default public user identity, whether it is removal, renaming or other changes resulting in loss of status as default public user identity. For less drastic changes, including additions and removals of non-default public user identities, the profile update method could be used.

The purpose of this discussion document is to look on whether the current behaviour of the S-CSCF prescribed in 24.229 is lined up with the functionality described in 29.228.

Handling of changes in profile information for registered users by the S-CSCF

In this section, it is assumed that the implicit set of the public user identity being modified at the HSS is already registered at the S-CSCF, and that that public user identity is NOT and will NOT become the default public user identity for the set. In other words, the S-CSCF will become aware of the changes via the Cx-Update_Subscr_Data procedure, and more exactly by receiving the updated information in the PPR DIAMETER command.

The impact on the S-CSCF of the following changes at the HSS are considered:

· New public user identity is added to the implicit set.

· Barring status of existing public user identity in the set is changed from “barred” to “not barred”

· Existing public user identity is removed from the implicit set

· Barring status of existing public user identity in the set is changed from “not barred” to “barred”

· Other information associated with an existing public user identity is changed in the service profile ( e.g. there are changes in the initial filter criteria).

The proposed behaviours at the S-CSCF are as follows:

1. New public user identity is added to the implicit set.

· S-CSCF will send SIP NOTIFY requests, containing the newly added public user identity, to entities that subscribed to the reg-event package ( e.g. UE, P-CSCF, AS ). 

2. Barring status of existing public user identity in the set is changed from “barred” to “not barred”

· S-CSCF will send SIP NOTIFY requests, containing the public user identity as an added new public user identity, to entities that subscribed to the reg-event package ( e.g. UE, P-CSCF, AS ). 

3. Existing public user identity is removed from the implicit set

· S-CSCF will send SIP NOTIFY requests, indicative of the public user identity no longer being in the implicit set, to entities that subscribed to the reg-event package (e.g. UE, P-CSCF, AS ).

· Any new transactions (e.g. registration requests, dialogs, etc.) that use the public user identity will be refused. 

· Dialogs and transactions in progress will complete unaffected

4. Barring status of existing public user identity in the set is changed from “not barred” to “barred”

· S-CSCF will send SIP NOTIFY requests, indicative of the public user identity no longer being in the implicit set, to entities that subscribed to the reg-event package (e.g. UE, P-CSCF, AS ).

· Any new transactions (dialogs, etc.) that use the public user identity will be refused, except  for registration requests, which will return the default public user identity for the set. 

· Dialogs and transactions in progress will complete unaffected

5. Other information associated with an existing public user identity is changed in the service profile (e.g. there are changes in the initial filter criteria).

· Dialogs and transactions in progress will complete unaffected

· Any new transactions (dialogs, etc.) that use the public user identity will be handled in accordance to the new service profile.
An associated CR reflects this functionality within the text of 24.229. 

