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Abstract

This document discusses the usage of  the P-Asserted-Identity header in SIP MESSAGE request.

Discussion
In SMS over IP service, IP-SM-GW is an entity within the trust domain. There is requirement for it to provide the TEL URI of the sender as the content of P-Asserted-Identity in the MESSAGE request to indicate that the sender is already authenticated.  This requires that the P-Asserted-Identity header could be filled by sending entity in the MESSAGE request.

But both in 3GPP and the IETF specifications, the usage of P-Asserted-Identity header is not clear: 

3GPP TS 24.229 defines the profile for supported headers within the MESSAGE request. In Table A.62A Item 18B it is not applicable for P-Asserted-Identity in the MESSAGE request according to RFC3325. In RFC3325 section 9.1, it is not specified indeed whether the P-Asserted-Identity header can be used in the MESSAGE request or not.
Since there should be no special reason to exclude MESSAGE request for this header, it is probably because the MESSAGE extension was published in RFC3428 which is earlier than RFC3325.
Conclusion

It should be allowed to provide P-Asserted-Identity header in the MESSAGE request. 
Proposal

It is proposed to explicitly allow P-Asserted-Identity header in the MESSAGE request for Sending case in 24.229.
