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Overview

Stage 3 work on SMS over IP has now started based on the architecture define defined in TS 23.204 v1.1.0. It should be noted that TS 23.204 is still at version 1.1.0 and has not been approved by SA plenary yet.
Currently there are two issues with the assumptions made in the initial contributions for draft TS 24.341 submitted to CT1#42.
1. Addressing of SIP Message Requests from an SM Sender.

2. Linkage between SMS over IP and MMS.

1. Addressing of SIP Message Requests from an SM Sender 
This architecture for SMS over IP from TS 23.204 is shown below:
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Architecture for providing SMS over SIP/IP

The scope of TS 24.341 work on SMS over IP is only for the protocols on the Gm and ISC.

Comparing the SMS over IP architecture with that for SMS in TS 23.040 below:
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It is clear by comparing the two architectures that the difference between SMS and SMS over IP is that and IP SM GW replaces the MSC/SGSN in the SMS Architecure.

The protocol layers of the SMS are structured as shown below:
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Protocol layer for the existing Short Message Service

Therefore the SMS over IP protocol simply replaces the SM-LL layers between the MSC/SGSN and MS with SIP Message between the IP SM GW and the UE as shown below:
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SMS over SIP/IMS


SMS is a store and forward service as opposed to end to end IM. SMS traffic is sent to SMS Service Center (SM SC) not directly to the end user. In many uses of SMS there is not even an end User to send the Short Message to. In the case of SMS over IP the replacement of the SM-LL layers with SIP means that the address in the Request-URI of the SIP MESSAGE needs to be the address of the IP SM GW not the SIP URI or TEL URI of the final destination end user. The content in the body of the SIP MESSAGE which encapsulates the SM-RL, SM-TL and SM-AL layers contains all the addressing information necessary for the SM SC to route the request to the destination user.
Strict adherence to protocol layering is also important when transfer between IMS and CS is considered. For example a Short Message could be sent using IMS and the delivery report could be sent after a transfer to CS using the CS domain signalling. Both the application in the UE and the SM SC should be unaware and unimpacted regardless which domain is used for messaging since this takes place at the lower SM-LL. Thus TEL URL should be used for SM sender addressing so that correlation between Short Messages the IMS and the CS domain is easy.
The text in TS 24.341 should be modified to indicate that an SM Sender includes the SIP URI of the IP SM GW in the Request-URI.
2. Linkage between SMS over IP and MMS
The future ongoing work on MMS was transferred from 3GPP to OMA. Currently OMA is continuing to enhance MMS protocols. The current Candidate OMA MMS enabler is V1.3. The following is for the V1.3 Multimedia Messaging Service Client Transactions [OMA-TS-MMS-CTR-V1_3-20050927-C]
The Multimedia Messaging Service (MMS) is intended to provide non-real-time messaging services to consumers utilising WAP technologies.  It is an application level service that fits into the current WAP architecture.  The following figure shows the general MMS Architecture.
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Figure 1: MMS Network Diagram with MMS Client to MMS Proxy-Relay Link Highlighted

The MMS client transactions described by this document take place on the interface labelled MMSm in the preceding diagram.

The following figures present an amplified view of the MMSm link.  It is built on top of the WAP architecture, which permits several possible protocol stack configurations.  In its role as an application, MMS provides for the delivery and services related to messaging and the data schemes that will permit presentation methods that provide for the multimedia user experience.  These presentation methods are separate from MMS.
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Figure 2: Implementation of MMSm Interface Using WAP 1.x Gateway

This figure includes a few items that need to be described.  The MMS Proxy-Relay is the network entity that interacts with the user mailbox and is responsible for initiating the notification process to the MMS Client.  The WAP 1.x Gateway provides standard WAP services needed to implement MMS in the original WAP architecture, these include: WSP invocation of HTTP methods, see [WAPWSP]; WAP PUSH services, see [PUSHARCH]; OTA security, see [WTLS]; and, Capability Negotiations, see [UAPROF].

The above figure also shows a payload that is carried by WSP and HTTP.  This payload represents the MMS application layer PDUs, which are described in the MMS Message Encapsulation [MMSENCAPS] document.  It is expected that this data will be transported in its entirety between the MMS Proxy-Relay and the MMS Client.

In a different architectural configuration HTTP is used to carry MMS PDUs directly between the MMS Client and the MMS Proxy-Relay, and a gateway is only needed for push functionality.  The following figure outlines such an implementation of MMSm; note that the gateway needed for push services is omitted from the figure.  Also note that a PEP may be included in the MMSm link to provide performance enhancements, as described in [WAPARCH].
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Figure 3: Implementation of MMSm Interface Using HTTP Based Protocol Stack

The MMS application layer is the same in the different architectural configurations; the differences are contained in the two transport stacks, i.e., the WSP based protocol stack and the HTTP based protocol stack.  
As can be see seen above OMA has already defined how MMS can be used over IP using is HTTP. In addition OMA is currently working on a SIP based replacement for the WAP Push mechanism that is presently used for providing MMS notification. The Architecture is defined in OMA-AD- SIP-Push-Arch-V1_0-20060607-D an overview excerpt of this is architecture is provided below:
OMA SIP PUSH Architectural Diagram
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Figure 4: SIP Push Architecture Model

Presence Source, Watcher, Presence Server, PRS-1, PRS-2, and PRS-3 interfaces are defined by OMA Presence Enabler [PAG]. Section 5.4.5 describes the usage of these interfaces with respect to Push Using SIP.

SIP Push Features

SIP Push utilises SIP [RFC3261] for over-the-air communication between the Sender and Receiver agents and is hence primarily to be used in conjunction with a SIP/IP Core Network, such as IMS [IMSArch].

Push content is delivered using a SIP request, which means that that the Push Sender agent acts as a SIP user agent client and the client (i.e. the mobile device) as a SIP user agent server. In the SIP Push definition [PushSIP] the collective name of the interface will be SIP Push.

SIP Push enabler is not a vertically integrated push service.  SIP Push enabler is rather a component that can be used with other OMA enabler to build a complete service, SIP push will specify the usage of the SIP protocol for push, meta data and content encoding (if required)..

The SIP Push enabler supports the following areas:

· Push Sender agent initiates push request to the Push Receiver agent.

· Push Sender agent request delivery reports from Push Receiver agent.

· Push Sender and Receiver agents are capable to support large content delivery (e.g. potentially greater than 1300 bytes per push).

· The Push Receiver agent can make itself available or unavailable for push from Push Sender agent

· Supporting application addressing scheme independent of network technology, i.e., standard SIP URI.

· Exchanging push control information between the Push Sender agent and Push Receiver agent.

· Authorizing push request at Push Receiver agent. 

· Providing client capability information

· Providing SIP Push delivery status (e.g. SIP response code) information.

SIP Push Functional Components and Interfaces

Push Sender Agent Functional Component

The Push Sender agent is a logical entity that supports the various SIP Push features as described in Section 0.  An application implementing a Push Sender agent typically creates a push request, and then uses the SIP Push procedure to send push content, receives a responses to the push request and passes the response to the application.

When SIP Push is realized using IMS or MMD, the Push Sender agent will utilize the capabilities of IMS as specified in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A], respectively.

Push Receiver Agent Functional Component

The Push Receiver agent is a logical entity that supports the various SIP Push features as described in Section 0.  An application implementing a Push Receiver agent typically receives push content and generates a response to the Push Sender agent request.

When SIP Push is realized using IMS or MMD, the Push Receiver agent will utilize the capabilities of IMS as specified in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A], respectively. 

Reference Point P-1: Push Receiver agent – SIP/IP Core

The P-1 reference point supports the communication between the Push Receiver agent and the SIP/IP Core network. The protocol for the P-1 reference point is SIP [RFC3261]. 

The P-1 reference point provides the following functions:

· Subscription and unsubscription to push events.

· Reception of notification for subscribed push events.

· Reception of asynchronous message representing a push events

· Reception of reference to subscribe to push events

· Publication of push capabilities and presence information

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the P-1 reference point conforms with the Gm reference point when the Push Receiver agent is implemented on the UE or with the ISC reference point when the Push Receiver agent is implemented on an Application Server as defined in [3GPP TS 23.002] / [3GPP2 X.S0013.0].

Reference Point P-2: Push Sender agent – SIP/IP Core

The P-2 reference point supports the communication between the Push Sender agent and the SIP/IP Core.  The protocol for the P-2 reference point is SIP [RFC3261].

The P-2 reference point provides the following functions:

· Reception of subscription to push events.

· Notification for subscribed push events.

· Sending asynchronous message representing a push events

· Reference to subscribe to push events

· Reception of push capabilities and presence information of Push Receiver agents

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the P-2 reference point conforms to the ISC reference point as defined in [3GPP TS 23.002] / [3GPP2 X.S0013.0].

This work is quite advanced and the stage 3 work has already reached an advanced stage in OMA-SIP-Push-V0_6-20060623-D excerpt below: 
A.1 MESSAGE sample flow
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Figure 6 - MESSAGE flow with an example feature tag

A.2 SUBSCRIBE/NOTIFY sample flow
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Figure 7:  Push Receiver agent subscribes to push submission events.

The stage 3 defines two possible mechanisms for Push notification one based on SIP MESSAGE and the other based on SIP SUBSCRIBE and NOTIFY. Note that the above SIP MESSAGE based mechanism for SIP PUSH does not share the same architecture as that for SMS over IP defined in TS 23.204 but has sends end to end the SIP MESSAGE between the PUSH Sender and the PUSH Receiver. OMA is defining their own content types for these notifications based on SyncML which is not the same binary Content type as used for SMS over IP. The OMA text clearly mentions IMS as a SIP/IP Core suitable for use. Thus any mention of the use of SMS over IP for MMS notification in TS 24.341 not only overlaps with the scope of the OMA work on MMS and SIP PUSH notification but also conflicts with this work.
The mobile industry cannot afford to waste its resources developing multiple standards based solutions to achieve the same functions which can only cause confusion in the industry and produce non interoperable products. In addition there are no SA1 requirements in release 6 or release 7 for IM Deferred messaging as future development work on MMS is clearly now within the scope of OMA by agreement between 3GPP and OMA.

Many services are enabled through SMS but we should not document all these in TS 24.341 so there is no reason why this particular application of SMS should be specified either.Thus MMS notification mechanism should not be included within the scope of TS 24.341.
Proposal
It is proposed that:

1. SIP URI of the IP SM GW is used for the content of the Request-URI for the SIP MESSAGE encapsulating SMS over IP content in TS 24.341.

2. The text referring to the use of SMS over IP for MMS notifications be removed from TS 24.341.
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