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Action/Decision Requested:

3GPP-SA3 are asked:

· To endorse a one day joint meeting during SA3#43 in Athens with Terms of Reference for the meeting as provided in this document.

· To provide feedback to TISPAN WG7 on the level of harmonization of NASS-IMS bundled authentication and Early-IMS security. In particular to identify if the options are sufficiently harmonized to allow co-existence in commonly used functional entities for both 3GPP and TISPAN NGN?

The joint meeting should identify where solutions should be documented and how the resulting solutions are harmonised.

Terms of Reference for a one-day joint meeting between TISPAN WG7 and SA3 at SA3#43 in Athens (April 5th 2006)

NOTE:
TISPAN-WG7 will meet in Athens in the same location from April 4th through to April 7th.

Close cooperation on security between TISPAN WG7 and SA3 is essential in order to ensure that the solutions that are key to both TISPAN and 3GPP are jointly developed. This means that some key topics need to be jointly managed, an example being NAT/FW traversal. Whilst some solutions may be specific for either TISPAN or 3GPP they must co-exist and therefore their joint development is encouraged to assure the deployments will co-exist.

The key topics for the meeting are outlined below. In addition each of TISPAN and SA3 should provide presentations of progress and plans, before going into detail on topics. A dedicated document area for contributions to the joint meeting shall be provided. Contributions to the joint session shall be made available with a deadline of 14 days prior to the joint meeting. It is recommended that each document to be presented should be given sufficient time to allow open discussion of the issues presented and that arise.

Key topics to be discussed during the joint meeting:

Two key topics that have already been identified are: TISPAN NASS-IMS bundled authentication solution, and a solution for enabling NAT traversal

1. NASS-IMS bundled authentication. During TISPAN#10/SA3 there will be discussions regarding whether there will be a stand-alone TISPAN document for this (note: currently NASS-IMS bundled solution is documented in several Release 1 deliverables across TISPAN) or a new work item in SA3 to implement this as part of early IMS security solutions.
( Regardless of the decisions made (if it is possible to reach consensus on where NASS-IMS bundled should be documented) WG7 and SA3 will need to continue to work closely on this. WG7 may decide e.g. to present the results of the threat analysis and other investigations. 

The proposal from TISPAN WG7, therefore, for the joint meeting is as follows: 

· WG7 should present the service requirements and security assumptions for the NASS-IMS bundled solution.

· WG7 presents to 3GPP SA3 the NASS-IMS bundled solution along with the results of the threat, vulnerability, and risk analysis (TVRA) of the NASS-IMS bundled solution and other investigations.

· SA3 presents their analysis of the NASS-IMS bundled solution in relation to 3GPP specifications.

· Discussion: Are NASS-IMS bundled authentication and Early-IMS security well enough harmonized to allow co-existence in commonly used functional entities for both 3GPP and TISPAN NGN?

2. NAT/FW transversal problem (Enabling NAT traversal for signalling messages, also opening discussion regarding media as well). 
(SA3 aims to make a decision regarding what access security mechanism to use to solve the NAT traversal problem for signalling during the SA3 #42 meeting in February (7th - 10th). Once the decision is made, TISPAN aims to work solution with SA3 on a solution to this problem.
The proposal from TISPAN WG7, for the joint meeting is as follows:

· SA3 presents progress on NAT/FW traversal. 

· Discussion of the solution(s) presented.

NASS-IMS bundled authentication is currently specified within the TISPAN Technical Specifications ETSI ES 283 003 and ETSI TS 183 033.

The referred TISPAN documents related to NASS-IMS bundled authentication are attached in the enclosed zip-file.
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