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IMS allows for home network initiated deregistration, for a variety of reasons, including cases when the S-CSCF is going down for maintenance or the user runs out of funds. It is natural to assume that some of the same reasons may also apply to the visited network. 

Recently, the case for allowing visited network initiated deregistrations has become stronger, with the advent of multiple types of IP-CANs being supported, as follows:

· It is more likely than before to have the owner of the access network and of the visited core network different than the owner of the home core network, meaning that the user activity may be terminated from the visited network.

· Some access networks (or even core networks supporting NAT refreshes) have the capability of detecting permanent loss of connection between the UE and the P-CSCF.

The P-CSCF already (per current specification) takes action when the IPsec SA timers fall below certain values or expire.

It is thus apparent, that a P-CSCF initiated resource recovery through deregistration has become a necessary and desirable capability, especially in the general case when the P-CSCF is not in the home network. Signaling in support of this functionality needs to be standardized due to the fact that the UE, P-CSCF and S-CSCF may have different owners which need to be able to interoperate.

It is therefore proposed that P-CSCF initiated deregistration is included in TS 24.229, to function as follows:

· After one of the following triggers occur:

· P-CSCF is instructed to shut down (e.g. for maintenance); or

· P-CSCF reliably determines (local policy based) via the IP-CAN that a UE is “permanently” disconnected without having canceled its registration; or

· A P-CSCF timer that keeps the refresh of registrations or SAs lifetime expires 

the P-CSCF will send a REGISTER request with Expires set to 0 towards the S-CSCF.

· When the S-CSCF receives the deregistration request, it can determine (e.g. by a P-Asserted-Identity header set to the SIP URI of the P-CSCF, or by the absence of the UE’s address in the Via header) that it was initiated by P-CSCF and will not apply security functions to the request. The S-CSCF will then perform normal deregistration functions.

· Eventually, a NOTIFY of the deregistration of the public user identity from the reg-event package will reach the P-CSCF, which will perform the cleanup operations, as currently specified.

This proposed functionality lines up well with the current functionality, both in content and in the structure of the spec. An associated CR against TS 24.229 provides the signaling details.

