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This document highlight changes made to the CRs on Emergency service from the Budapest meeting 
UE impact C1-060198

Subclause 3.2

EC (Emergency centre and LRF (location retrieval function) are added.

Subclause 5.1.6.1
References to sub clauses in TE 23.167 are made for domain selection and register triggering. Proposal: Delete two editior' s notes.
Subclause 5.1.6.8.2
The inclusion of P-Access-Network info is made conditionally, depending on the access type.

Type of emergency service indication is added.

The UE shall include a equipment ID in the P-Preferred identity (as decided at the last SA 2 meeting) 
Editor's note related to emergency type and, P-Preferred Identity is deleted.
P-CSCF impact C1-060199
Subclause 5.2.10.1
SA 2 has "agreed" that the registration will not pass the E-CSCF. An Editor's note is deleted.
Subclause 5.2.10.2

With the present procedure a unregistered user will do P-CSCF discovery and insert the P-CSCF address in the route header. For a registered user the S-CSCF will not include any service route in the 200 OK. So a registered UE will only use the PCSCF's address in the route.

However, there is a case already covered in the present text where the emergency call pops up in the S-CSCF, and is taken care of in there. Therefore can the editor's note regarding the  need for the P-CSCF to analyse the Request URI for all values of the route header can be deleted. 

The P-CSCF does not send the 403 status code. Sent from S-CSCF.
The possibility to include an IBCF between the P-CSCF and E-CSCF is added.

Include the priority value "emergency"
Alignment with the IBCF treatment at the P-CSCF

Subclause 5.2.10.3

A P-Asserted Identity is always inserted by the P-CSCF according to Sa 2 decision.

Some of the additions to subclause 5.2.10.2 apply also to this section.

S-CSCF impact C1-060200

Subclause 5.4.2.1

Criteria is added how the S-CSCF determines whether the served user is roaming or not.
Subclause
5.4.8.8

When the S-CSCF sends a 380 or 403 is based on local policy and the access type is clarified

To keep the E-CSCF and S-CSCF sections aligned the S-CSCF section only points to the E-CSCF section. The reson for doing it in this way is that the outcome in SA 2 will probably be that.
E-CSCF impact C1-060201

Subclause 5.11.1

SA 2 has "agreed" that the registration will not pass the E-CSCF. An Editor's note is deleted

Subclause 5.11.2
Relevant actions that S-CSCF performs are added to the E-CSCF subclause. An Editor's note is deleted.
The possibility to add an IBCF between the E-CSCF and PSAP/EC is added. An editor's note is deleted.
Type of emergency service is added as a criteria to select an EC/PSAP.

Two more reasons are added to reject a call in accordance with stage 2.


-
Request URI not a emergency URI..


-
local policy 
