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1. Introduction and Background
TR 24.819 has accepted P-Access-Network-Info header (described in RFC 3455) to include information relating to particular access technologies. In general, UE should know its access technology, and populate the P-Access-Network-Info header by itself. But there can also be cases when UE may not be aware of the access network type, or the access type that UE knows is incorrect. Thus, where and/or how this access technology information is inserted should be considered. This contribution wants to discuss about the problem, and presents several possible solutions to resolve it.
Note: When UE connects to a LAN by WLAN technology, and the LAN accesses to IMS by ADSL technology, so which access type does UE uses? Actually, the UE do use the ADSL technology to access to IMS, but UE can only know it uses a WLAN technology, so in the case, the access-type that the UE knows is incorrect.

2. Possible Solutions
In this contribution, we present two possible solutions to populate the correct access-info. The solutions are used when the UE is not aware of its access technology, or knows the incorrect access technology.

Before UE connects to the IMS, establishment of connectivity between UE and IP-CAN is needed, then assigning a dynamic IP address to UE. Generally, basing on the IP address configuration of a network operator, UEs with different access technology will be assigned to different IP address range. So, operator can utilize a mapping table (as Table 1) between IP address range and specific access information, and it is feasible that we can get the access information from the table according to UE's IP address.
The table is likely to be as follows:

	ID
	Originated IP address
	Terminated IP address
	Access-type
	Access-location-info

	1
	10.121.0.0
	10.121.254.254
	3GPP-GERAN
	cgi-3gpp

	2
	10.122.0.0
	10.122.254.254
	ADSL
	dsl-location

	3
	…
	…
	…
	…

	4
	…
	…
	…
	…


Table 1
Note: 

The values for "cgi-3gpp" field are defined in 3GPP TS 24.229 [15].

The "dsl-location" field would need to be structured in a standardized format.
Solution 1: be populated the access-info by UE
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Figure 1
As Figure 1, possible procedure is as follows:
1. After UE gets the dynamic IP address from IP-CAN, UE will send the "access-info query" message to the server which maintains the mapping table. UE can get the server’s IP address using DHCP and DNS when establishment of connectivity between UE and IP-CAN. 
Noted that the server is a logical entity and can be located in certain a physical entity.

2. The server finds out the corresponding access-info according to the mapping table.
3. The server replies the response to the UE, with the access-info.
4. From now on UE has already known its correct access-info after receiving the response.
5. Access-info can be included in P-Access-Network-Info header of any message.
Pros: 
· UE can know the actual access-info by itself. 
Cons: 
· UE has to know the server’s IP address by using DHCP and DNS, so it is a little complex and will have some impacts on existing specifications. 

Solution 2: be populated the access-info by P-CSCF
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Figure 2
As Figure 2, possible procedure is as follows:
1. P-CSCF receives a message from UE. 
2. If the message doesn’t contain access-info, P-CSCF will judge whether access-info is needed or not. If needed the P-CSCF will send the "access-info query" message to the server with UE’s IP address, in order to find out the access-info.
If the message contains access-info, the P-CSCF will judge whether the access-info is correct or not. Thus, P-CSCF will send the "access-info query" message to the server with UE’s IP address.
Note: the server, which maintains the mapping table, is configurable in P-CSCF. 

3. The server finds out the corresponding access-info according to the mapping table.
4. The server replies the response to the P-CSCF, with the access-info.
5. After P-CSCF gets UE's access-info, it will populate the P-Access-Network-Info header in the message and then forwards it.
Pros: 
· UE does not need to know its actual access technology information. All the procedure is done in P-CSCF. As the message is sent to the P-CSCF, P-CSCF will find out the access-info and populate the information in the message. 
Cons:
· There is no mechanism for P-CSCF to distinguish whether the access-info is needed or not. Thus, additional procedure may be needed.
3. Proposal
It is proposed that the requirements and possible solutions about the technique are to be discussed, and that the Solution 2 is better. If agreed, Huawei would like to propose future contributions based on the agreements.
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